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Chapter : 1

OVERVIEW OF ML & TF RISK MANAGEMENT POLICY GUIDELINES

11 Introduction

134 This Money Laundering and Terrorist Financing Risk Management Policy Guidelines of The Premier Bank
Limited (PBL) has been developed keeping In consistency with BFIU Circular Mo, 19 dated 17-09-2017,
Money Laundering and Terrorist Financing Risk Assessment Guidelines and Maney Laundering and Terrorist
Financing Risk Management Guidelines prepared by a Committee comprising of officials from various
depariments of Bangiadesh Bank and Commercial Banks to faciitate implementation of the Money
Laundering Prevention Act, 2012 (Act No. 5 of 2012) & (Amendment) Act, 2015 (Act No. 25 of 2015), Anti-
Terronsm Act, 2008 (Act No. 16 of 2009) & (Amendment) Act, 2012 & 2013 (Act No. 6 of 2012 & Act No. 22
of 2013 respectively).

112  Since Banks are vulnarable 1o being used by money launderers and terrorist financing, Bangladesh Financial
Inteiligance Unit (BFIU) assesses the adeguacy of anti money laundering and combating financing terrorism
procedures adopted by Banks and the degree of compliance with such procedures. Being a Banking
company, The Premier Bank Lid. is in an obiigation to comply with the rules, regulations and guidelines
issued by Bangladesh Financial Intelligence Linit {BFIU) from time o time

1.1.3  This policy guideline is designed to assist The Premier Bank Lid. (PBL) to comply with Bangladesh's ani
meney laundering and combating financing terrorism rules and regulations. The Premier Bank Lid, infends to
use this policy guideline as a criterion io assess the adequacy of its internal control, policies and procedures
to counter money laundering and terrorist financing.

1.14 This policy guideling includes the followings:
#  Anti Money Laundering Policy;
& Know Your Customer Policy & Procedure:
# Customer Acceptance Pollcy;
~  bnli Terrorism Financing Policy; and
# ML &TF Risk Based Approach,
1.2 Objective of the Policy Guidelines

1.2.3 The primary objective of the Policy Guidelines is o prevent the Bank from being used, intentionally or
unintertionally, by llegal or criminal elements for money laundening or terrorist financing activities. Pelicies
are appended as under,

# lomanage any risk that the services provided by the Bank may be expased lo;
# o prevent the Bank from being used, intenfionally or unintentionally, for MLITF purposes;

= toidentify customers who are fikely to pose a higher than average risk Le. lo put in place appropriate
controls for detection and reporting of suspicious activities in accordance with applicable laws or laid
down procedures;

Y

# loensure that the concerned staffs are adequately trained in KYC, AML & CFT procedures.
1.3 Scope of the Policy Guidelines

131 This policy guidelines is applicable across all branchesibusiness segments of the Bank. Off-Shore Banking
Unit (OBU} of a bank licensed by Bangladesh Bank, if any', and its Banking / financial subsidiaries and is fo
be read in conjunction with related operational guidelines issued from fime o time. However, subsidiaries
would be guided by the instructions and guidelings issued fram time to ime by the respective reguiators.

132  The contents of the policy guidelines shall always be read In tandemfauto-corrected with the
changes/modifications which may be advised by reguiators andfor by the Bank from time to time

133 This poficy guidelines should be reviewad requlary and updated as necessary based on any legaliregulatory
or business/operational changes, such as additions or amendments to existing anti money laundering rules
and regulations ar business,

| 4= ani-pane "\ 2
et Secton 4,300 BFIL Carcutar Nec-132017 dabed 17-00-2017 of Bangladesh Financa: Inteligerce Uit [BFIL) \J- f aun Thletd fng jl
W Divet oh Jo

A
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1.4 Policy Statement

141  Pursuant to the enacted Money Laundenng Prevention Acts, Anti-Terrorism Acts and related circulars and
guidelines issued by Bangladesh Bank from time-to-time, Banks have wide aray of responsibilities 1o combat
mongy laundering and financing of terrorism. The Premier Bank Ltd. acknowledges and suppors the
increasing need for a parinership between the govemment, regulators, law enforcement agencies, Banks
and the general public to work together to prevent the laundening of the proceeds of serious criminal activities
and terrorism financing. The Premier Bank Lid. is determined to play our role in this partnership.

142  The Premier Bank Lid. is committed to sustain high standards of identification and Know Your Customer
(KYC) information across its entire customer base and also to guard against undertaking any transaction that
is or may be connected with or may facilitate money laundenng or terrorist financing.

14.3  The Premier Bank Lid. strongly believes that on-going monitoring of transactions i1s as important as strong
KYC canirol. It also considers that building up awareness amongst the Staff is also important to prevent
damage to the Bank's name and reputation and also ensure compliance with the respective legislation and
reguiations. Accordingly, The Premier Bank Lid. is committed to implement the provisions of the Money
Laundaring Prevention Acts and Anti-Terrarism Acts and also the guidelines and instructions of Bangladesh
Bank issues from time-to-time in respect of transaction monitoring systems and operational processes

144  The Premier Bank Lid. is strongly committed to assist and co-operate with the relevant law enforcement
agencies in Bangladesh whenever possibie and to the fullest extent possible. Furthermare, PBL also renews
its commitment to:

train its employees,
work closely with the law enforcement authorifies,
meet our legal and regulatary otligations,

s work with industry bedies to promote the highest standards of Anti-Maney Laundering (AML) and
Combating Financing of Terrorism (CFT) controls across the financial services industry.

15 The Link between Money Laundering and Terrorist Financing

151 The techniques used to launder money are essentially the same as those used lo conceal the sources of and
uses for terronist financing. But funds used to support lerorisim may originate from legitimate sources,
criminal activities or both, Nonetheless, disquising the source of terrorist financing, regardiess of whether the
source is of legiimate or illicit origin, is impartant. If the source can be concealed, it remains available for
future terrorist financing activiies. Similary, it is imporant for terronsts to conceal the use of the funds so that
the financing activity goes undeteciad

152  As noted apove, 2 significant difference between money laundering and terronst financing is that thi funds
involved may originate from legitimate scurces as well as criminal activities. Such legiimale sources may
include donations or gifts of cash or other assets of organizations, such as foundations or charities that, in
turn, are ulilized fo support terrorist activities or terronist organizations.

15 Purpose and Contents

1.6.1 Both Meney Laundering and Financing of Temrorism have been identified as major threats fo the financial
services community especially to Banks, The Premier Bank Ltd. has recognized that Prevention of Money
Laundering and Combaling Financing of Terronsm is a Team Effor,

162  This Pelicy outines the Bank's Policy, Procedures and Measures to be taken for combafing money
laundering and financing of termarism. All employeas of the Bank must comply with the terms of this policy
immediately. Managers, Employees and Technical Personnel must modify system configurations and
procedures, if necessary to comply with this pelicy immediately,
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Chapter : 2
INTERNATIONAL & NATIONAL INITIATIVES ONML & TF

21 Introduction of International Initiatives

211 In response to the growing concem about meney laundering and terrorist activities, the initiatives taken by
international community has acted on many fronts. This part of this Guideline discusses the various
international organizations and their initiatives relating 1o anti-money laundering (AML) and combating
financing of terrorism (CFT). It further describes the documents and instruments that have been developed
for AML & CFT purposes.

2.2 The United Mations

221 The United Nations (UN) was the first international organization to undariake significant action to fight
against monay laundering on worldwide basis. The role of the UM is imporiant for several reasons which are
following-

# First, it is the international organization with the broadest range of membership. The UN, founded in
1945, has 191 members from all across the world;

# Second, the UN actively cperates a program to fight money laundering; the Global Program against
Maoney Laundering, headquariared in Vienna, Austria, is part of the UN Office of Drugs and Crime
(UMODC);

» Third, and perhaps most impordant that the UN has the ability o adopt international lreaties or
conventions that obligate the ratifying countries to reflect those treaties or conventions in their local
|aws;

222 In certain cases, the UNSC has the authority to hind all member countries nrough a Security Councl
Resolution, regardiess of other actions on the part of an individual sountry.

23 The Vienna Convention

231 Due to growing concern about the increased international drug trafficking and the tremendous amount of
related money entenng info financial sysiem, the UN adopted the United Mations Convention Against lllict
Traffic in Narcotic Drugs and Psychotropic Substances (1888) known as Vienna Convention, named after the
city in which it was signed. The Vienna Convention deals primarily with provisions to fight the illicil drug trade
and related law enforcement issues. Af present, nearly 169 countries including Bangladesh are members to
the convention. The convention has come into force from November 11, 1830

24 The Palermo Convention

241 In order to fight against internationally organized crimes, the UN adopted the Intemational Convention
against Transnational Organized Crime (2000), named after the city in which it was signad as Palermo
Convention. This convention has come into force from 28th September 2003, having been signed by 147
countries and ratified by B2 countrizs. The Palerme Convention specifically obligates each ratifying country
To:

%

#  Criminalize meney laundering and include all serious crimes as predicate offenses of money laundering,
whether committed in or outside of the country, and permit the required criminal knowledge or intent to
be inferred from chjective facls

# Establish regulatory regimes to deter and detect all forms of money laundering, including customer
identification, record-xeeping and reporting of suspicious transactions

» Authorize fhe cooperation and exchange of Information among administrative, reguiatory, law
enforcement and cther authorities, both domestically and internationaily, and consider the establishment
of a financial intelligence unit o collect, analyze and disseminate information; and

» Promole international cooperation,

2.5 International Convention for the Suppression of the Financing of Terrorism

251 The financing of terrarism was an international concern prior to the aftacks on the United States on 11
Seplember, 2001, In response fo this concern, the UN adopted the International Convention for the
Suppression of the Financing of Terrorism (1999). The convention came inta force on Aprl 10, 2002 with 132
countries signing the convention and 112 countries ratifving it,

The convention requires ralifying slates to cominalize terrorism, terrorist organizations and terronist acts.
Under the convention, it is unlawful for any person to provide or collect funds with the (1) intent that the funds
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be used for, or {2) knowledge that the funds be used fo, carry out any of the acts of terrorism defined in the
other specified conventions that are annexed to this convention,

26 Security Council Resolution 1267 And Successors

281 The UM Secunty Council has also acted under Chapter VIl of the UN Charter 1o require member States to
freeze the assets of the Taliban, Osama Bin Laden and Al-Claeda and entities owned or controlied by them,
as designated by the Sanctions Committee (now called the 1267 Committee). The initial Resolution 1267 of
October 15, 1999 dealt with the Taliban and was followed oy 1333 of December 19, 2000 on Osama Bin
Laden and Al-Qaeda. Later Resolutions established monitoring arrangements (1363 of July 30, 2001},
merged the earier fists (1380 of January 16, 2002), provided some exclusion (1452 of December 20, 2002)
and ook measures to improve implementation (1455 of January 17, 2003). The 1267 Commitiee issues the
list of individuals and entities whose assets are {o be frozen and has procedures in place to make additions
of deletions to the list on the basis of representations by member States. The most racent list is available on
the website of the 1267 Committee.

2.7 Security Council Resolution 1373

&1 Unfike an international convention, which reguiras signing, ratification, and recognition in local law by the UN
member country to have the effect of law within that country, a Security Council Resolution was passed in
response o a threat 1o international peace and security under Chapter VIl of the UN Charter, is binding upon
all UN member countrizs, On September 28, 2001, the UN Security Council adopled Resolution 1373, which
obligates couniries fo crminalize actions 1o finance terrorism, It further obligates countries to:

»# deny all forms of support for terrorist groups,

= suppress the provision of safe haven or support for terrorist, Including freeing funds or assets of
persons, organizations or entities involved in terronst acts;

~  prohibit active or passive assistance 1o terrorists; and

» co-operate with other counines in criminal investigations and share information about planned terrorist
acts,

2.8 Security Council Resolution 1540

281 UMNSCR 1540 (2004) imposes binding oblfigations on all States to adopt legisiation to prevent the profiferation
of nuclear, chemical and biological weapons, and their means of delivery, and establish appropriate domestic
controls aver related materials to prevent their illicit trafficking. It also encourages enhanced international
cooperation on such efforts. The resclution affirms support for the multilateral treaties whose aim is to
eliminate or prevent the preliferation of WMDs and ihe importance for all States o implement them fully; i
reiterates that none of the obligations in resolution 1540 (2004) shall conflict with or alter the rights and
obligations of Slales Parties to the Treaty on the Mon-Proliferation of Muclear Weapons, the Chemical
Weapons Convention, or the Biological Weapons Convention ar alter the responsibilites of the International
Atomic Energy Agency {IAEA) and Organization for the Prohibition of Chemical Weapons (OPCW)

2.9 The Counter-Terrorism Committee

281 As noted above, on September 28, 2001, the UN Security Council adopted a resolution (Resolution 1373) in
direct respense fo the events of September 11, 2001. That resalution obligated all member countries 1o take
specific actions to combat terrorism. The resolution, which is binding upon all member countries, aiso
established the Counter Terrorism Committee (CTC) to manitor the performance of the member countries in
building a global capacity against terrorism, Resoiution 1373 calls upon all countries to submit a report fo the
CTC on the steps taken to implement the resolution's measures and report regulary on progress. In this
regard, the CTC has asked each country to perform a self-assessment of its existing legistation and
mechanism to combat terrorism in relation 1o the requirements of Resolution 1373

210 Counter-Terrorism Implementation Task Force (CTITF)

2101 The Counler-Terrorism Implementation Task Force {CTITF) was established by the Secretary-General in
2005 and endorsed by the General Assembly through the United Nations Global Counter-Terrorism Strategy,
which was adopled Dy consensus in 2008, The mandate of the CTITF is to enhance coordination and
coherence of counter-terrorism efforts of the United Malions system, The Task Force consists of 36
infernational entities which by virtue of fheir work have, had a stake in mullilateral counter-terranism efforts,
Each entity makes contributions consistent with its own mandate. While the primary responsibility for the
implementation of the Global Strategy rests with Member States, CTITF ensures that the UN system is
attunad to the needs of Member States, to provide them with the necessary policy support and spread in-
depth knowledge of the Sirategy. and wherever necessary. expedite delivery of technical assistance. f»‘:-'-' ,I"=‘ =
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241 Global Program Against Money Laundering

2111  The UN Global Program against Money Laundering (GPML) is within the UN Office of Drugs and Crime
(UNQDC). The GPML is a research and assislance project with the goal of increasing the effectiveness of
international action against money laundering by offering technical expertise, training and advice to member
countries upon request,

212 The Financial Action Task Force

2121 The Financial Action Task Force on Money Laundering (FATF), formed by G-7 countries in 1989, is an
intergovernmental body whose purpose is to develop and promote an International response to combat
money laundening, In October, 2001, FATF expanded its mission to include combating the financing of
tarrorism. FATF is a policy-making body, which brings together legal, financial and law enforcement experts
to achieve national legisiation and reguiatory AML and CFT reforms. Currently, its membership consists of 34
countries and territories and two regional organizations.

213 FATF 40+9 Recommendations

2131 FATF acopted a set of 40 recommendations to prevent meney laundening. These Forly Recommendations
constituted a comprehensive framewark for AML and were designed for universal application by countries
throughout the world. Although not binding as law upon a country, the Forty Recommendations was widely
endorsed by the international community including World Bank and IMF and relevant organizations as the
international standard for AML. The Forty Recommendations were Initially issued in 1990 ana revised in
1996 and 2002 1o take account of new developments in meney laungering and to refiect developing best
practices intemationally, To accomplish ils expanded mission of combating financing of terrorism FATF
adopted nine Special Hecommendations in 2001

214 FATF New Standards

2141 FATF Plenary has again revised its recommendations in February 2012, The previous 40+3
Recommendations has been accumulated into 40 [(forly) recommendations called the FATF Standards.
Proliferation financing has been included in the new standards. There is no special recommendation to
address the financing of lerrorism. All special recommendations have been merged with the 40
recommendations. FATF is now working on the assessment process under the new standards. The following
table shows the summary of new standards,

Summary of new FATF 40 Standards:

Group [ Topic Recommendations-

1 Policies and Coordination B 1-2

2 Maney Laundering and Confiscation 3-4

3 | Terrorist Financing and Financing of Proliferation 58

3 Prevenlive Measures o 9.23

E _Transparency and Beneficial Cwnership of Legal Persons and Arrangements _ 24-25

F Power and Responsibilities of Competent Authonties and Other Institutional 26.35

- Maasures B B y
5 International Co-pperation 36-40

245 Monitering Members Progress

2151  Monitoring the progress of members fo comply with fhe requirements of 40+8 recommendations are
faciiilated by a two-siage process: self assessmenis and mutual evaluations. In the self-assessment siage,
gach member country responds to a siandard questionnaire, on an -annual basis, regarding its
implementation of 40+ recommendations. In the mutual evaluation stage, each member country is
examined and assessed by experls from other member countries in every five years. The first Mutual
Evaluation (ME) of Bangladesh was conducted by a joint team of World Bank and International Monetary
Fund in October, 2002 and the report thereof was adopted by the APG in September, 2003, The 2nd Mutual
Evaluation (ME) of Bangladesh was conducted by an ARG team in August, 2008 and 3rd round ME is going
on.

2.16 The NCCT List

2168.1  FATFadopted a process of identifying those jurisdictions thal serve as obstacles to infernafional cooperation
in implementing ils recommendations. The process used 25 crteria, which were consistent with 4049
recommendations, to identify such non-cooperative countries and territones (NCCT's) and place them on a
publicly available list. NCCT was a process of black listing of nan-compliant country, Considering its massi;g:f—;;\
impact on respective country, the FATF introduced new implementation mechanism known as Intemajifinal.— =4, ‘;\
Cooperation and Review Group (ICRG), f b N2\
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247  International Cooperation and Review Group (ICRG)

2171 The FATF has set up the Interational Co-operation Review Group (ICRG) as a new process thal is
designed o notably engage those jurisdictions which are 'unwilling' and pose a real risk 1o the intemational
financial system. The ICRG process is designed to bind members of FATF and FATF Style Regional Body
(FSREB} that show effectve commitment to the standards against those that evade their international
t}bhgau:ms The time and money that one jurisdiction spend on creating an effective system in that country is
wasted if a neighbor remains a safe haven for cominals. The ICRG process is focused on specific threats
and spacific risk in specific countries. If needed, these jurisdictions may be publicly identified by the FATF
Plenary.

217.2  The second role of the ICRG is to work with those |unsdictions to convalesce the shoricomings underpinning
the judgment of the FATF Plenary. This means there could be a focused follow up process between the
|CRG and aspecific junisdiction. If all evaluation reviews and regular follow ups are conducted propery, there
should be no duplication or eonflict within the FATF family and between the follow up processes.

218 Asia Pacific Group on Money Laundering [APG)

2181 The Asia Pacific Group on Money Laundering (APG), founded in 1957 in Bangkok, Thailand. Is an
autonomous and collaborative interational organization consisting of 41 members and a number of
international and regional observers. Some of the key international organizations who participate with, ang
support, the efforts of the APG In the region include the Financial Action Task Force, International Monetary
Fund, World Bank, OECD, United Nations Office on Drugs and Crime, Asian Development Bank and the
Egmont Group of Financial Intelligence Units. APG Is the FATF style regional body (FSRB) for the Asia
Pacific region

2162  APG members and observers are committed to the effectve implementation and enforcement of
internationally accepted standards against money laundering and the financing of terrorism, in particular the
Forty Recommendations of the Financial Action Task Force on Money Laundering and Terronst Financing
The APG has five key roles:

# io assess compliance by APG mambers with the global standards through a robust mutual evaluation
program

# o coordinate bi-lateral and donor-agency lechnical assistance and training in the AsialPacific region in
order to improve compliance by APG members with the global standards

7 to participate in, and co-cperate with, the international anti-money laundenng network - primarily with
the FATF and with other regional anti-money laundering groups

» io-conduct research and analysis into meney laundering and terrorist financing trends and methods to
better inform APG members of systemic and other associated risks and vulnerabilites and

# o contribute to the global palicy development of anti-meney laundering and counter terrarism financing
standards by active Associale Membership status in the FATF,

2183 The APG also assists its members to establish coordinated domestic systems for reporting and investigating
suspicious transaction reports and to develop effective capacities to investigate and prosecule money
laundering and the financing of terrorism offences.

219 The Egment Group of Financial Intelligence Units

2491 In 1995, a number of governmental units of different countries commanly known as Financial Inteligence
Units. (FlUs} began working together and formed the Egmont Group of FlUs (Egmont Group), named afier
the tocation of its first meeting at the Eqmaont-Arenberg Palace In Brussels. The purposa of the group Is to
pravide a farum for FIUs to improve support for each of their national AML programs and o coordinate AML
initiatives. This suppor includes expanding and svstematizing the exchange of financial infeligence
information, improving expertise and capabilities of personnal, and fostering better communication amang
FlUs threugh technology, and helping to develop FIUs world-wide,

2.18.2  The mission of the Egmont Group has been expanded in 2004 to include specifically financial intelligence on
terroris! financing. To be a member of the Egmont Groug, a country's FIU must first meet the Egmont FIU
definiion, which is a central, national agency responsible for receiving (and, as permitted, requesting),
analyzing and disseminating to the competent authorities, disclosures of financial information:

# concerming suspected proceeds of crime and potential financing of terronism or
~ required by national regulation in arder to counter money laundering and terrorist financing
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The Basel Committee on Banking Supervision

The Basel Committee on Banking Supervision (Base! Committee) was formed In 1874 by the central Bank
governors of the Group of 10 {ten) countries. Each country 1s represented by their cantral Banks, or by the
relevant authorities with formal responsibility for prudential supervision of Banking where that authority is not
the central Bank, The committes has no formal international supervisory authanty or force of law, Rather, it
formulates broad supervisory standards and guidetines and recommends statements of best practices on a
wide range of Bank/financial institution suparvisory issues. These standards anc guidelines are adopted with
the expectation that the appropriate authorities within each country will take all necessary steps to iImplement
them through detailed measures, statutory, regulatory or otherwise, that best suit that couniry's naticnal
system, Basel Commitlee has adopted 28 'Core Principles for Effective Banking Supervision' on September,
2012 Three of the Base! Commities's supervisory standards and guidelines related to AMLACFT issues.

Statement of Principles on Meney Laundering

In 1988, the Base! Committes issued its Statement on Prevention of Criminal Use of the Banking System for
the Purpose of Money Laundering (Statement on Prevention). The Statement on Prevention outlines basic
policies and procedures that managements of Banks/Fls should undertake to assist in suppressing money
laundering. There are essentially four principles contained in the Statement on Prevention:

proper customer identification
#  high ethical standards and compliance with laws
# cooperation with iaw enforcement authorites and
» policies and procedures to adhere 1o the statement

Basel Core Principles for Banking

in 1897, the Basel Committee issued its Core Principles for Effective Banking Supervision {Core Principles),
which provide a comprehensive bluepnint for an effective Bank supervisory system and covers a wide range
of fopics. These Core Principles were reviewed in September 2012 and adopted 29 Core Principles. The
28th principle deals with money laundering, it provides that the supervisor delermines that Banks have
adequate policies and processes, including strict customer due diligence rules %o promote high ethical and
professional standards in the financial sector and prevent the Bank from being used, intentionally or
unintentionally, for criminal activities,

Introduction of National Initiatives

In line with international efforts, Bangladesh has also taken many initiatives o prevent meney laundering and
combating financing of terrorism and proliferation of weapons of mass destructions considering their severe
effects on the country

Member of APG & Egment Group

Bangladesh is a founding member of Asia Pacific Group on Money Laundering (APG) and has been
pariicipating annual plenary meeting since 1997, APG 15 a FATF style regional body thal enforces
international standards in Asia Pacific region, As a member of ARG, Bangladesh is committed 1o implement
FATF's 40 recommendations. Bangladesh has formally endorsed by the APG Membership out-of-session in
September 2014 as the Co-Chair for 2018-2020. Bangladesh hostad the 13th APG Typologies Workshop in
2010 and will alzo host the APG Annual Meeting of 2018,

BFIU has achieved the membership of Egmont group in the Egmont plenary on July, 2013 in Sun City,
South Africa, Through Egmont membership, BFIU has achieved access to a wider global platform and this
will help to establish relationship with other Fills of different countries to get benefit by exchanging views,
experiences and information via Egmont Secure Web,

Legal Framework

Hangladesh is the first country in the South Asla that has enacted Money Laundering Prevention Act (MLPA)
in 2002, To address the shoricomings of the MLPA, 2002 and to meet the intemational standards
Bangladesh enacied -

= Monaey Laundering Prevention Grdinance (MLPO) in 2008

# Money Laundering Prevention Act 2009

#  Money Laundering Prevention Act 2012 and

# Money Laundering Prevention (Amendment) Act 2015

Money Laundering Prevention Rules, 2013 has been framed for effective implementation of the act.

\2
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2252 Bangladesh also enacted Anfi Terronsm Ordinance (ATO) in 2008 to combat terrorism and terronst
financing. Subsequently, ATO, 2008 has repealed by Anti-Terrorism Act {ATA), 2009 with the approval of the
pariiament. To address the gap identified in the Mutual Evaluation Repert (MER) Bangladesh enacted -

»  Anti Terrorism (Amendment) Act 2012
= Anti Terrorism (Amendment) Act 2013

2.2521 Anti-Terrorism Rules, 2013 has also been promulgated to make the role and responsibilities of refated
agencies clear specially to provide specific guidance on the implementation procedure of the provisions aof
the UNSCRs,

2253 Bangladesh has enacted Mutual Legal Assislance in Criminal Matlers Act, 2012 lo enbance international
cooperation on ML & TF and other related offences, The Government alsc enacied Mutual Legal Assistance
in Criminal Matters Rules, 2013 which mainly emphasize on the process of wides! possibie range of
providing mutual legal assistance in relation to ML & TF and other assaciated offences.

2.26 Central and Regional Task Forces

2261 The Government of Bangladesh has formed a cenfral and 7 regional laskiorces (Chittagong, Rajshahi,
Bogra, Sylhet, Rangpur, Khulna and Barisal) on 27 January, 2002 to prevent lilegal hundi activities, licit flow
of fund & money laundering in Bangradesh. The Daputy Governor of BB and head of BFIU is the convener of
that committee. Both the task force's meeting is held bi-monthly. The meeting minutes of the regional task
force are discussed in the central task force masting. Besides high profile cases are discussed in the central
task force meeting, The central fask force set out important decisions that are implemented through Banks,
financial institutions and Government agencles concerned. Recently, Central Task Force (CTF) has been
restructured by Financial Institution Division of Finance Ministry.2

227 Anti-Money Laundering Department

2271  Ant-Money Laundering Depariment (AMLD) was established in Bangladesh Bank in July, 2002 which
worked as the FIU of Bangladesh, |t was the authanty for recening, analyzing and disseminating Suspicious
Tranzaction Reports (STRs) and Cash Transacton Reparts (CTRs).

228  Bangladesh Financial Intelligence Unit

2281  As per the provision of MLPA, 2012 Bangladesh Financial Intelligence Unit (BFiU) has been estabiished
abolishing AMLD as a national central agency lo receive, analyze and disseminate STRs/SARs, CTRs and
complainis. BFIU has been entrusted with the responsibifity of exchanging information related to ML & TF
with its foreign counterparis. The main objective of BFIU is to establish an effeclive system for prevention of
meney laundering, combating financing of terrorism and proliferation of weapons of mass destruction and it
has been bestowed with operational independenca,

2282 BFIU has continued its effort to develop its 1T infrastructure which is necessary for efficient and effective
functioning of the unit. In this regard, it has procured goAML software for online reporting and software based
analysis of CTHRs and STRs, I also has established MIS 1o preserve and update all the information and to
generate necessary reporis using the MIS,

2.28 Naticnal Coordination Committee and Working Committee

2281 To provide guidance for effective implementation of AML & CFT regime, a National Coordination Commities
headed by the Honorable Finance Minister and a Working Commitiee headed by the Secretary of Bank and
Financial Institutions Division of Ministry of Finance were formed consisting representatives from all
concerned Ministries, Agencies and regulatory autharities.

230 Mational ML & TF Risk Assessment (NRA)

2.30.1  Bangladesh firs| conducted National ML & TF Risk Assessment (NRA) In 2011-2012. The methodology used
for NRA was developed by ACC, BFIU and CID of Bangladesh Police consulting with Strategic
Implementation Plan [SIF) of World Bank, The report was prepared by using the iast 10 years stafistics from
relevant agencies and identified the vulnerabilities of sectors, limitations of iegal framework and weaknesses
of the institutions on ML & TF.

2302 Second NRA has been conducted by a ‘core committee’ comprises of ACC, BFIU and CID of Bangladesh
Police and another 'working commitiee’ comprises of 23 members. This report considers the output of
institulional, sectoral, geographical risk assessment. It covers all the sectors of the economy, legal and
institutional framework, The report identifies some high risk areas for Bangladesh that are corruption, fraud-
forgery, drug trafficking, goid smuggling and human trafficking. Banks, non-Banks financial insfitutions, re
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estate developers and jewelers were identified as most vulnerable sectors for ML & TF. The iareig_n donation
recelving NGOINPO workings in the coastal or border area were identified as vulnerable for TF incidence.

23 Mational Strategy for Preventing ML and TF

231  National Strategy for Preventing Money Laundering and Combating Financing of Terronism, 2011-2013 was
adoptad by the NCC In April 2011, Bangladesh has completed all the action items under the 12(twelve)
strategies during that time. A high level committee headed by the Head of BFIL and Deputy Governor of
Bangladesh Bank has formulated the National Strategy for Preventing Money Laundering and Combating
Financing of Tarrarism 2015-2017 which has been approved by the National Coordination Committee (NCC)
on MUTF. The strategy identifies the parficular action plan for all the Ministries, Division and Agency to
develop an effective AMLICFT system in Bangladesh. The sirategy consists of following 11 (eleven)
strategies against 11 {sleven) strategic objectives:

# updating National ML&TF Risk Assessment Report regularly and introducing Risk Based Approach of
monitoring and supervision of all reporting organizations

» deterring corruption induced money laundenng considering corruplion as a high risk.

» modernization of Border Control Mecharism and depriving perpetrators from use of proceads of crime
to prevent smuggling of gold and drugs, human frafficking, other transnational organized crimes
considering the risk thereon,

» tackiing illicit financial flows (IFF) by preventing the creation of proceeds of crime, curbing domestic and
cross-. border tax evasion and addressing trade based money launderning,

» discouraging licit fund transfer by increasing pace of stolen asseis recovery initiatives and or
recovering the evaded lax,

enhancing the capacity of BFIU in identifying and analyzing emerging ML & TF cases including ML&TF
risks arising from the use of new technoiogies.

't_."

".r."

enhancing compliance of all reporting agencies with special focus on new reporting agencies like
NGOs/NPOs and DNFBPs.

# expanding Investigative capacity and improving the quality of investigation and prosecution of ML & TF
cases to dater e criminals,

~ establishing |dentification and iracking out mechanism of TF&PF and fully implementation of targated
financial sanctions related o TF & PF effectively,

¥  boosting national and intemational coordination both at policy and operational levels.
# developing a transparent, accountable and inclusive financial system in Bangladesh.

232 Chief Anti-Money Laundering Compliance Officers (CAMLCO) Conference

2321  Separate annual conferences for the Chiel Anfi-Money Laundering Compliance Officers (CAMLCO) of
Banks, Financial Institutions, Insurance Cempanies and Capital Market Intermediaries are arranged by BFIL.
It also arranges a number of training programs; workshops, seminars and road-shows 1o create awareness
among the staff of reporting organizations, regulatory authonties about related issues.

2.33 Anti-Militants and De-Radicalization Committee

2331  The Govemment of Bangiadesh is very much vigilant against terrorism and violent extremism. An inter-
ministerial committee headed by Minister of Home is working actively (o prevent and recress of terrorism, to
fight against terrorist and the terrorist organizations in @ more coordinated way. The committes comprised of
high officials from different ministries, law enforcement and inteligence agencies: The committee fried to find
out more sensiive and sophisticaled ways 10 creale awareness among the general people about the
negative impact of terronsm.

234 Memorandum of Understanding (Mol)) Between ACC and BFIU

2341 Anti Corruption Commission (ACC) and the Bangladesh Financial Intelligence Unit (BFIU) have signed a
Memorandum of Understanding (MoU) on 4 May, 2014 with a view to increasing the scope of cooperation for
dealing with money |laundering and other financial crimes: The ACC and the BFIU have jointly undertaken
various iniiatives to fight against money laundering and other financial crimes.

NGOINPO Sector Reviaw

Bangladesh first assessed the ML & TF nsk associated with the NGOINPO secter in 2008. As the sector was
mainly depending on foreign donation, the repart identified strategic deficiencies of supervision and control of
the regulator. According to the reguirement of FATF Recommendation 8, BFIU has conducted NGOINFO
sector review with the help from NGO Affairs Bureau, Microcredit Regulatory Authority, Department of Social

i
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Services and Research Department of Bangladesh Bank. The review report is a very comprehensive one
that covers fegal & instifutional aspects, supervision mechanism, compliance requirements and risk &
vulnerabilities refating fo ML &TF.

2.36 Implementation of TFS

2361 UN Security Councit Resolutions related to TF adopled under Chapter VIl of the Carter of UN are mandatory
for all jurisdictions including Bangladesh. Bangladesh has issued Statutory Regulatory Order (SRO) No.
398/2012 on 29 November 2012, which was amended and strengthened by SRO No. 1882013 dated 18
July 2013 under the United Nations {Security Council) Act, 1948. Before the issuance of those SROs, BFIU
was used to issue circular letters as a medium of instructions for the reporting organization to implement the
requiremeanis of UNSCRs on regular basis,

2382 In addition to the SROs the UNSCRs requirements were also incorporated in the ATA, 2008. Section 20(A)
of ATA, 2009 provides that the Government of Bangladesh has power of taking measures for the purposes of
implementing United Mations Security Council Resclution No. 1267 and its successor resolutions and United
Mations Security Council Resolution No. 1373 and United Nations Security Council resolutions related to the
prevention, suppression and disruption of profiferation of weapons of mass destruction and its financing.

.37 Coordinated Effort on the Implementation of the UNSCR

2371 A nalional committee i3 coordinating and monitoring the effective implementation of fhe United Nations
Security Council Resolutions (LNSCR) relating to terronism, terrorist financing and financing of profiferation
of weapons of mass destruction. The committee 15 heaged by the Foreign Secretary and comprises of
representaives from Ministry of Home Affairs; Bank and Financial Institutions Division, Ministry of Finance;
Legislative and Pariamentary Affairs Division, Ministry of Law, Justice and Parliamentary Affairs and
Bangladesh Bank.

238 Memorandum of Understanding (Moll) BFIU and other FiUs

2381  To enhance the cooperation with foreign counterparts, BFIU signed Memorandum of Understanding (Mob)
with other Filis. BFIU has signed 38 (lill date) MoU so far to exchange the information related to ML & TF
with FIL of other countrizs,
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Chapter: 3
ANTI MONEY LAUNDERING POLICY

31 Definiticns under Money Laundering Prevention Acts,

311  Section 2{Pha) of Money Laundering Prevention Act, 2012 defines the offence of money laundering as

follows:

‘Money Laundering” means -

{i) knowingly moving, canverting, or transferring proceeds of crime or property involved in an offence for
the fallowing purposes -
(1) concealing or disguising the Illicit nature, source, location, ownership or control of the proceeds

of grime; or

{2) assistng any person involved In the commission of the predicate offence to evade the legal
consequences of such offence;

{ii) smuggling money or property earmed through legal or illegal means to a foreign country,

fily  knowingly transferring or remitting the proceeds of crime to a foreign country or remitting or bringing
them into Bangladesh from a foreign country with the intention of hiding or disguising its illegal
SOUrcE; or

{iv)  concluding or attempting to conclude financial transactions in such a manner 5o as fo reporting
requirement under this Act may be avoided;

(v converfing ar mavirig or transferring property with the intention fo instigate or assist for committing a
predicate offence;

(vij  acquiring, possessing or using any property, knowing that such propery is the proceeds of a
predicate offence;

(vill  performing such activities so as to the ilegal source of the procesds of cnme may be concealed or
disguised;

{vill)  participating in, associating with, conspiring. attempting, abetting, instigating or counseling to commit
any offences mentioned above.

312 Property has been defined in Section 2(La) of the Act as follows:

“Property” means -

{il any kind of asset, whether tangible or intangible, movable or immovable; or

{liy  cash, document or instrument in any form, including electrenic or digital, evidencing fitle fo, or interest
in, such assets.

313  Predicate offence has been defined in Section 2(Sha) of the Act as follows:

"Predicate Offence” means the foliowing offences, those are commenced inside or outside the country to
derive any proceed or property, which is laundered or attempled to be laundered

(1)  Corruption and bribery;
{2) Counterfeit currency;
(31 Counterfelt dogurments,

4] Extortion;

{9 Fraud,

{6  Forgery,

71 Migit arms trade;

(8) licit narcotic drugs & psychotropic subsiances trade,

{9)  licit trade of stolen & other goods:

(10} Kidnap, llegal resiraint, hostage-taking;

(11} Murder, grievous bodily injury; A Bar

;T

(13}  Smuggling; 'l nn:i*-;ﬂ
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(12)  Woman and chid trafficking; (’ /'P{?\.k
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(14)  Trafficking of local & foreign currency:
{15)  Theft or robbery or piracy or sea-piracy or air-piracy,

(16}  Human trafficking or accepting or try to accept money or valuable goods by giving false promise 1o
any person for a foreign employment;

i(17)  Dowry;

(18) llegal trafficking and customs related crime;
(19 Tax related crime;

(20)  Piracy of intellectual property,

{21)  Terrarism and terrorist financing;

{221 Counterfeiting and piracy of products;

{23} Envirgnmental crime,

124)  Sexual explotation;

{25)  Taking market advantage through transactions by using price sensitive information of |he capital
market before it becomes public and frying 1o control or manipulate the market 1o gain personal
advantage (Insider trading and market manipulation),

(26) Organized crime or parficipate in organized criminal gang:
(27}  Obtaining money by threatening; and

(28} Any other offance that Bangladesh Financial Intelligence Unit, with approval of the Government and
by natification in the Cfficial pazelte, declares as predicate offence for the purpose of this-Act.

lfegal proceed has been defined in Section 2(Ga) of the Act as follows:

“Wegal ' means properly acquired or generated through commencement of a predicate offence
directly or indirectly, or any such property which is under someone's possession or control,

Cash has been defined in Section 2{Da) of the At as foliows:

“‘Cash" means any metal coin & paper note recognized as the currency of any country and traveler's cheque,
postal note, money order, cheque, Bank draft, bearer bond. letler of credil, bill of exchange, credit card, debil
card or promissory noie.

Financial instrument has been defined in Section 2{Cha) of e Act as foliows

‘Financial Instrument” means all types of paper or elecironic documents those have maonetary value.

Remitter of monetary value has been defined in Section 2(Kha) of the Act as follows:

‘Remitter of Monetary Value' means such financial service where the service provider receives cash,
cheque & other financial instrument (electronic or otherwise) and pays equivalent amount of cash or financial
Instrument or in any other way to the beneficiary.

Trafficking of proceed or property has been defined in Section 2(Ka) of the Act as follows:
“‘Trafficking of Proceed or Property” means -

(1) transferring or maintaining abroad of proceed or propedy violating the laws of the land; or

(2)  refrain from bringing into Bangladesh of any proceed or property from abroad where the interast of
Bangladesh is preseni and was dug for bringing into Bangladesh; or

(3) not to bring the actual proceed into home from abroad or paying in-excess of the actual liability to
aoroad

International Definitions of Money Laundering

Money laundering can be defined in a number of ways. But the fundamental concept of money laundering s
the process by which proceeds from a criminal activity is disguised to conceal their illicit ongins. Most
countries adopted to the following sefinition which was defineated in {he United Nations Convention against
licit Traffic in Marcotic Drugs and Psychotropic Substances (1988) (the Vienna Convention) and the United
Nations Convention Against Transnational Grganized Crime (2000) (the Palermo Convention):

#  The conversion or transfer of property, knowing that such property is denved from any offence, e.g. drug
trafficking. or offences or from an act of participation in such offence or offences, for the purpose of
cencealing or disguising the illict engin of the property or of assisting any person who is involved in r,th’e” ¢ B f‘“
rommission of such an offence or offences fo evade the legal consequences of his actions; Ve
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¥ The concealing or disguising the true nature, source, location, dispositon, movement, rights with
respect 1o, or ownership of property, knowing that such property is derived from an offence or offences
or from an act of participation in such an offence or offences, and;

= The acquisiion, possession or use of property, knowing at the fime of receipt that such property was
derived from an offence or offences or from an act of participation in such offence or offences

322  The Financial Action Task Force (FATF), the international standard setler for anfi money laundering (AML)
and combating financing of terrorism (CFT) efforts, recommends thal money laundering should be
criminalized in line with the Vienna Convention and Palermo Convention. Like other countries of the world,
Bangladesh has criminalized money laundering in line with these conventions. Moreover, Bangladesh also
ponsiders some domestic concams like ‘smuggling of money or property from Bangladesh' in criminalizing
maoney laungering.

33 Reasons behind Money Laundering

331 Criminals engage in money laundering for three main reasons,

m Show Legitimacy of Funds: Money represents the lifablood of the organization that engages in
criminal conduct for financial gain because

# it covers operafing expenses,

» replenishes inventones,

¥ purchases the services of corrupt officials to escape detection,

7 furthers the interests of the illegal enlerprse, and

+~ pays for an extravagant lifestyle,

to spend money in these ways, criminals mus! make the money they denved illegally appear legitimalte

s Hide Sources of lllicit Proceeds: A trial of money from an offense to criminals can become
ingriminating evidance. Criminals must cbscure or hide the source of their wealth or alleratively
disguise ownership or control 1o ensure that ilicit proceeds are not used o prosecute them.

m Shield against Investigation and Seizure: The proceeds from crime often become the target of
investiation and seizure. To shield ill-gotlen gains from suspicion and protect them from seizure,
criminais must conceal their existence or, alternatively, make them look lagitimate,

34 Stages of Money Laundering

341 There is no single method of laundening meney. In most of the wiminal cases, the initial proceeds usually
take the form of cash. For example, bribery, extorfion, rabbery and street level trade of drugs are almost
always made with cash. This cash needs to enter into the financial sysiem by some means so that it can be
converted into a form which can be more easily fransformed, concealed or fransported.

342  Despite the vanety of methods employed. the laundering is not a single acl bul a process accomplished in 3
basic stages, placement, layering and integratfion

Placement- the physical disposal of the initial proceeds derived from illegal activity, This is the
movement of cash from ifs scurce. On occasion the source can be easily disguised or misrepresented, This
is followed by placing it info circulation through finansial institutions, casinos, shops, exchange houses,
secufity brokers, and other businesses, both local and abroad,

Layering- separating illicit proceeds from their source by creating complex layers of financial
fransactions designed fo disguise the audit trial and provide ananymity. The purpose of this stage is to
make it more difficult to detect and uncover a laundering activity, It i meant 1o make the trailing of llegal
proceeds difficuit for the law enforcement agencies.

Integration- the provision of apparent legitimacy to wealth derived criminally. If the layering process
has succeeded, integration schemes place the iaundered proceeds back into the economy in such a w T
they re-enter into the financial system appearing as normal business funds, / f { Dany
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343  Thetable below provides some typical examples of the stages of money laundening.
Placement St Layering Stage ' nteqration Stage
| Cash paid nlo Bank (somelimes wih slaff | Sake or switch 1o other forms of invesiment. Redemption of contract or switch o other forms
complicily o mixad with proceeds of egifimate | Money fransfered o assets of legitimate | ofinvesiment,

business). financial insttutions. False loan repaymants or forped Invoices. used

Cagh giponad, Telegraphic transfers (often using fictilious | &s cover for isundarad morey,

Cash usad 0 buy nigh value goods, progerty or | nemes or funds cisguised as procesds of | Complex web of transfers (both domestic and

business assels. leqitimate business, iniemational] maxes frecng ongnel source ol

Cash purchase of single pramium fe ingurance | Cash depesited in outsiation branches and even | funds virbeally imocsside,

ar pthar invesimean. overseas Ban £ing S}EJ":,'"'I

Resale of goodsiassets

Thase three steps can be illustrated in the fallowing figure.
- PLAGEMENT E LAYERING
A TYPICAL iy Money Integrates
LAUNDERING fprre Transtoc on
lmqunlul’
fonmatl /; T
-y (=*4
|owmn o Wire
S Transter
er\' “ﬂ:h
mmrcﬁau:nmumar mm:«t: INTEGRATION

344 The three basic steps may occur as separale and distinct phases. They may aiso occur simultaneously or
more commonly, may overlap. How the basic steps are used depends on the available laundering
mechanisms and the requirements of the criminal organizations.

35 Why PBL Must Combat Money Laundering?

3541 Money Laundering has a devastating economic, securty and social consequences. It provides the fuel for
drug dealers, smugglers, terrorists, ilegal arms dealers, corrupt public officials and others to operate and
expand their cniminal enterprises. This drives up the cost of government for increased law enforcement and
health care expenditures (for example, for reatment of drug addicts),

352  Money Laundering diminishes government lax revenue. |l also makes government tax collection more
difficult. This results in higher 1ax rates.

353  Money laundering distorts asset and commodity prices and leads fo misallocation of resources. It can lead to
an unstable liability base and unsound asse! structures thareby creating risks of monetary instability for
Banks.

354  One of the most serous microeconomic effects of money laundering is felt in the prvate sector. Money
launderers often use front companies, for co-mingling their illicit proceeds with legitimate funds, to hide the ill-
gotten gains. Because of substantial illicit funds, these front companies can subsidize their products and
services at levels well below market rates. This makes it difficult for legitimate businesses to compele against
front companies. This situation can resull in the crowding out of legitimate private sector busingsses by
criminal arganizations.

355 Among its other negative sociceconomic effects, money laundering fransfers economic power from the
markel, government and citizens to criminals.

356  Thesocial and political costs of laundered money are also serious as laundered money may be used to

corrupt national institutions. Bribing of officials and governments undermines the moral fabric in society,
weakens colleciive ethical standards and corrupts cur democratic instiutions.

Mations cannot afford to have their reputation and Banks larnished by an association with money faundering,
especially in today's global economy. Money laundering weakens confidence in and reputation of a Bank, A
Bank tainted by money laundenng accusalions from requlators, law enforcement agencies or the press risks
the loss of its good market reputation as weil as reputation of the country,

I
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358 Besides its effect on macro level, ML aiso affects indivdual financial institubion. Moreover, if it is found that a
Bank was used for ML activiies, and it did not take proper action against that ML as per the laws of the
country, the Bank will have to face lega! risk. Finally, the reputation of a Bank can also be heavily affected
through its involvement with ML activities.

3.8 How PBL Can Help in Combating Money Laundering

381 One of the best methods of preventng and deterring money laundering is a sound knowledge of a
custorner s business and pattem of financial transactions and commitments. In this principle, The Premier
Bank Ltd. will adopt sound "Know Your Customer” procedure o aveid involvement in money laundering.

382  Thus the Bank's effort fo combat money laundering largely focuses on the process where the launderer's
activities are maore susceptible to recognition and therefore concentrates to & large extent on the deposil
taking procedures i.e., the placement stage.

383  Branches must keep transaction records that are comprehensive enough fo establish an audit trail. Such
records can alsc provide useful information of the people and organizations invelved in laundering schemes.

364  Human Resources Managsmen! Division of the Bank will follow proper Screening Mechanism in case of
recruitment and also deal with siafi training programs which are a fundamental part of the procedures
designed o recognize and combat money laundenng
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Chapter : 4
REQUIREMENTS OF THE LAW
4.1 Requirements of the Money Laundering Prevention Acts
411 The legisiation specifically refating to money laundering is contained in the Money Laundering Prevention

Act, 2012 (Act No, 5 of 2012) and Money Laundering Prevention {Amendment) Act, 2015 (Act No, 25 of
2015), the provisions of which supersedes whatever may confain in any other Act in force in Bangladesh,

41.2 So far as financial service providers are concemed, the Acts

{i)
(i)
{il)
{iv)
(v)
{vi)
{vil)

(i)

{ix)
x)
(i)
i i)
[ i)

defines the circumstances, which constitute the offence of money laundering [Section 2(Pha)],
provides penalties for the commencement of the offences [Sectiocns 4, 5,6, 7, 8 and 27,

defines the powers and responsibilities of Bangladesh Financial Intefligence Unit (BFIU) for the purpose
of prevention of money laundering [Section 23]

defines the responsibilities of reparting organizations for the purpose of prevention of money laundering
[Section 25]

413  Reporing Organizations have been defined in Section 2{Ba) of the Act as follows:
‘Reporting Organizations” mean:

Banks;

Financial insfitutions;

Insurers:

Money changers;

Any company or institution that remifs or fransfers money or monetary value,
Any other business institution lisensed by Bangladesh Bank;

(1
(e)
()
{4)
(1)
{2
(3}

Stock dealer and stock broker,

Portfolic manager and merchant Banker,
Security custodian,

Asset manager,

Non-profit arganization/institution (NPO),
Non-government organization (NGO),
Cooperative society;

Real estate developer,

Traders of precious metals and stones,

Trust and company service providers;

Lawyers, Notary, other law professionals and accountants;

Such other institutions as Bangladesh Bank, with approval of the Govemment, may nofify from time
o fime

4.2 Responsibilities of the Reporting Qrganizations under the MLP Acts

421 Thie Act defines the responsibilities of reporing organizations for the purpose of prevention of maoney
laundering in Section 25(1) as follows:

KYC Requirement To ratain correct and full information used to identify their customers [Section
25(1)(Ka)l;

{i)

{l} Record Keeping: To retain records of the account and fransaction of account at least for 5 (Five) years
after termination of relationships with the customers [Section 25(1){Kha)).

liiy Providing Information on Demand: To provide customer identification, account and asccount

[Section 25(1)({Ga)); and
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(iv) STR Reporting: Tc send a Suspicious Transaction Report {STR) to the Bangladesh Financial
intelligence Unit (BFIU) where they observe any suspicious transaction or attempt for such transaction

[Section 25(1){Gha)).
4.3 Penalties for Nen-Compliance to the Respeonsibilities of Reporting Organizations

431 The Acts also provides penalties in Saction 25(2) for non-compliance to the above responsibilities of the
reporting organizations as follows:

(il Penalty: If any reporting organization fails to comply with its above-mentioned responsibilities defined
under Section 25(1) of the Acts, then Bangladesh Financial Intelligence Unit (BFIL) may impose penalty
of minimum Tk. 50 (Fifty) thousand up 1o maximum Tk, 25 {Twenty Five) lac upon thal reporing
organization [Section 25{2)iKal],

liy Cancellation of Permission or License: In addition to the above-menlioned penalty, Bangladesh
Financial Imeligence Unit (BFIU) may cancel parmission or licensg of that reporting organization or any
of its branch, service center, booth or agent's business, or where appropriate, shall request the registrar
or licensing authority to take proper achon against such reporting organization [Section 25(2)(Kha)].

4.4 Powers and Responsibilities of BFIU under the MLP Acts

441 The Acts give Bangladesh Financial Intelligence Unit (BFILU) broad responsibility for prevention of money
laundering and wide-ranging powers to lake adequate measures to prevent money laundering. facilitate its
detection, monitor its incidence and enforce rules under the Acts. The powers and responsibilities of BFIU
are, in summary [Section 23

(i} Analyse cash transaction and suspicious transaction information received from reporting organizations
and received information through any other sourcels), or collect any additional information from
reporting organizations for the purpose of further analysis and maintain databass of the same, and
where appropriate, provide such information to the concerned law enforcement agency for taking
necessary proceedings [Section 23(1)ika)).

{i) Motwithstanding anything contained in any other Law, collgst any information or report from reporting
organizations [Section Z3(1){Kha)].

(iil) |ssue an order to any reporting organization to suspend or freeze transactions of an account for a period
not exceeding 30 (Thirty) days where there are reasonatle grounds to suspect that proceed or property
acguired through commencement of a crime have been deposited into that account or proceeds of any
account used for the purpose of commencemaent of a crime or may be used.

Provided that the order so passed for addiional periods of 30 (Thirty| days each up to maximum 7
{Seven) times for the purpose of further mvestigation [Section 23{1)(Gall.

(v} Issue. from time to time, necessary instructions to the reporting organizations for the purpose of
prevention of mongy laundering [Section 23(1){Ghall.

(v} Where necessary, carry out on-side inspeciions of the reporting organizations [Section 23(1)(Umaj).

(v} Provide training and arrange meeting, seminar efc. for the officers and stafis of the reporting
organizations or any other organizations or institufions as Bangladesh Financial Intelligence Unil may
consider appropriate for the purpose of proper implemeniation of the Act [Section 23(1){Cha)l.

(vil) Carry out any other functions in attaining the objectives of the Acls including inspection of reporting
organization {Section 23{1){Chha],

442  Invesligation agency has been defined in Section 2(Tha) of the Act as follows:
“Investigation Agency” means if not differ anything in any section in these acls

(i) Investigation Agency as empowered by respective acl for investigation the 'Predicate Offence’ as
defined in Section 2{Shaj,

Provided that, Criminal Investigation Depariment of Bangladesh Police shall investigate the predicate
offence which is investigable by the Bangladesh Police.

{i) Consuitation with the government, Bangladesh Financial Intelligence Unit may empower one or maors
Investigation Agency as mentioned in Section 2{Sha).
Penalties for Non-Compliance to the Directives of BFIU

The Act also provides penalties in Sections 23{3), 23(4), 23(5), 23(6), 23(7} and 23(8) for failure to provide
infarmation on demand, for providing erroneous/false information, or for fallure to comply with Bangladesh
Financial Intelligence Unit instructions as follows:
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(i) Failure to Submit Information within Deadline If any reporting organization fails to submit within
deadline information sought by Bangladesh Financial Intelligence Unit under Section 23(1) of the Act,
then Bangladesh Financial Intelligence Unit may impose penalty of Tk. 10 (Ten) thousand per day up to
maximum Th. 5 (Five) lac upon that reporting organization [Section 23{31]; and

if any reporting organization faces penalty for maore than 03 (Three) times in a financial year, then
Bangladesh Financial Intelligence Unit may withhold registration or license of thal reporting crganization
ar any of its branch, service center, booth or agent's business in Bangladesh, or where appropriate,
shall request the registrar or licansing authority to take proper action against such reporting organization
[Section 23(3)]

(iy Submitting Erronecus or False Information or Statement: If any reporing organization submits
srroneous or false information or statement on any subject sought by Bangladesh Financial Intelligence
Unit under Section 23(1) of the Acts, then Bangladesh Financial Intelligence Unit may impese penalty of
minimum Tk, 20 (Twenty) thousand up to maximum Tk. 5 (Five) lac upon that reporting organization
[Section 23(4)]; and

if any reporting organization faces penalty for more than 3 (Three) times in a financial year, then
Bangladesh Financial Inmsliigence Unit may withhold registration or license of that reporting organization
or any of its branches, service center, booth or agent's business in Bangladesh, or where appropriate,
shall request the ragisirar or licensing authority 1o take proper action against such reporting arganization
[Section 23(4)]

liil) Failure to Comply with any Instruction of Bangladesh Financial Infelligence: |f any reporting
organization fails to comply with any instruction issued by Bangladesh Financial Intelligence under the
Act, then Bangladesh Financlal Inteligence may impose penalty of TK. 10 {Ten) thousand per day up o
maximum Tk. 5 {Five) lac for each non-compliance issue upon that reporting erganization [Section
23(5]]; and

if any reporting organization faces penalty for more than 03 (Three) times in a financial year, then
Bangladesh Financial Intelligence may withhold registration or license of that repording organization or
any of its branch, service canter, booth or agent's business in Bangladesh, or where appropniate, shall
request the registrar or licensing authority to take propar action against such reporfing organization
[Section 23(5}]

iiv] Failure to Comply with Account Freezing or Suspension Order of Bangladesh Financial
Intelligence

If any reporting organization fails to comply with the freezing or suspension order on any account issued
by Bangladesh Financial Intelligence under Clause 23(1){Ga) of the Acts, then Bangladesh Financial
Inteligence may impose penalty equal to the balance of thatl account as a minimum, which will not be
more than twice of the balance of that account on the order date [Section 23(8)]

iv) Realization of Penalty by Bangladesh Bank: |f any person or entity or reporting organization fails to
pay the amount of penalty imposed by Banglagesh Financial Intelligance under Sections 23 and 25 of
the Acts. then Bangladesh Financial inteligence inform Bangladesh Bank and Bangladesh Bank may
realize the same by debiting the account maintained in the name of that person or entity or reporting
organization with any Bank or financial institution or with Bangladesh Financial Inteligence. If any
portion of the penalty amount still remains unpaid, then Bangladesh Bank may appear before the Court
for realizing the same and the Court shall pass order as it seems appropriate [Section 23(7)].

To investigale and enguiry of the offence described in the Acts, the invesfigation Agency may collect
customer's account documents and infarmation from the Bank or financial institution by the appropriate
court arder or through Bangladesh Financial Intelligence Unit [Section 237} Ka]

(vi] Additional Penalty for Responsible Owner(s), Director(s), Employee(s] or Contractual(s). If any
oenalty is impased upon any reporting organization under above-mentioned Sections 23(3), 23(4), 23(5)
and 23{6) of the Acts, then Bangladesh Financial Intelligence Unil may impose cash penalty of minimum
Tk. 10 {Ten} thousand up to maximum Tk. 5 (Five) lac upon the responsible ownir(s), directors(s),
empioyee(s) or contractual employee{s) of that reporting organization, and if necessary, may instruct the
reporting organization for necessary disciplinary action [Section 23(8}}.

Meoney Laundering Offences

Offence of Money Laundering: The acts of money laundering will be freated as an offence [Section 4(1]]

Offence Committed by an Entity; If any offence under the Acts have been committed by an enfity, then
every owner, director, manager, secretary or any other employee or representative of that entity whe had
direct involvement with the offence shall be deemed to be guilty for such offence. However, it is a defense for
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any parson as aloresaid can prove that such offence was committed without hisiner knowledge or it has
accurred despite nisiner best efforts to prevent it [Section 27],

463  Offence of Violation of Freeze or Attachment Order: It is an offence for any person lo violate any freeze
or atiachment order passed under the Acts [Section 5].

464  Offence of Disclosure, Publish or Using of Information: It is an offence for a parson:

m o disclose any information related to an investigation or any other information o any persen,
organization or news media for any ill motive [Section 8(1)], or

m iouse or disclose information for any purpose other than the purpose of the Acts, which was collected,
raceived, relrieved and known by any person, organizalion or agent authorized under the Act during the
seriod of histher employment or appointment period or after completion of hisher employment or
appointment contract [Section 6{2)].

465  Offence of Obstructing or Refusing to Assist an Investigation or Refusing to Submit Reports. 1l is an
offence under the Acts for any person:

= o obstruct or refuse to assist the investigating officer in an investigation [Section 7{1){Kal], or
®  lorefuse lo submitany report or supply information without any reasonanle ground [Section 7(1){Khajl.
466 Offence of Providing False Information; It is an offence for any person to provide false information

knowingly about the sources of funds, or own identity, or the identity of an accoun! holder or about the
beneficial owner or nominee of an account [Section (1))

4.7 Penalties for Money Laundering Offences

All offences under the Acts are cognizable, non-compoundable and non-bailable [Section 11]. All penalties
for commencemant of the offences have prison terms andior penaities as prescribed in the Acts as follows:

4.7 Penaity for the Offence of Money Laundering: Any person engaged in maney laundering or attempting,
aiding or conspiring in the commencemeant of such offence shall be punishable with imprisonment for a term
of minimum 4 {Four) years up to maximum 12 Twelve) years, and in addition to this, shall be finad with twice
the value of the property invalved with the offence or Tk, 10 {Ten) lac, whichever is higher [Section 4{2)].

Provided that if falled to payment of financial penalty within stipulaled time set by the court, considering
unpaid amount of financial penalty, the court may order for additional imprsonment.

In addition to the above, the Court may order 1o forfeit the property Involved directly or indirectly with money
taundering or any pradicate offence in favor of the state [Section 4(3)).

472  Penalty for the Offence Committed by an Entity: As per rules under Sub-Section 2 of Section 27, if any
enfity has committed any offence or fry fo commit offence, abets or conspires then penalty of twice the value
of the property involved with the offence or Tk. 20 (Twenty) lac, whichever is higher may be imposed and
registrabon of that entity shall be liable for cancellation [Section 4(4]].

Provided that if the entity failed o payment of financial penalty within stipulated time set by the court,
considering unpaid amount of financial penalty, the court may order for impnsonment fo. the owner of the
entity, chairman or director nevertheless any name.

473  Penalty for the Offence of Violation of Freeze or Attachment Order: If any person violates a freeze order
or an attachment order, then helshe will be punishable with an imprisonment for a term of maximum 3
{Three) years or with a penally equal to the value of the property under freeze or aflachment order, or bofh
[Section 5.

474  Penalty for the Offence of Disclosure, Publish or Using of Information: If any parson discloses any
infermation related o an investigation or any ofher information io any person, organization or news media for
any ill motive, or discloses information for any purpose oiher than the purpose of the Acts, then helshe will be
punishable with an imprisonmeant for a term of maximum 2 (Two) vears or a penalty of maximum Tk, 50
(Fifty) thousand, or both [Section 6{3)),

4.7.58 Penalty for the Offence of Obstructing or Refusing to Assist an Investigation or Refusing to Submit
Reports: if any person obstructs or refuses to assisl the investigating officer in an investigation, or refuses to
submit any report or supply infaermation without any reasonable ground, then hef/she will be punishable with
an imprisonment for a term of maximum 1 (One) year or a penalty of maximum Tk, 25 (Twenty Five)
thousand, or both [Section 7(2)).

478  Penalty for the Offence of Providing False Information: If any person provides false information” N
knowingly about the sources of funds, or own identity, or the identity of an account hoider or about the X )
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beneficial owner ar nominee of an account, halshe will be punishable with an imprisonment for a term of
maximum 3 (Three} year or a penalty of maximum Tk. 50 (Fifty) thousand, or both [Section 8(2)].

4.8 “Safe Harbor” Provision for Reporting under MLP Acts.

481 The Money Laundering Prevention Acts encourages reperfing organizations fo report all suspicious
iransactions by protecting reporting organizations and their employees from criminal and civil liability when
reporing suspicious transactions in good faith 1o the compatent authanties.

482 Section 28 of the Acis provides the “Safe Harbor® for such reporting, which 18, aithough any person may be
damaged or there remains possibility to be damaged, any criminal or civil or administrative or any other legal
action cannot be administered against the reporting organization, or its Board of Directors, or any of its
employees.

483  Despite the above safe harbor, if the reporting organizations fail to report STRISAR, then they will be subject
io punishment under Section 25{2) of the Acts.
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Chapter : 5

REQUIREMENTS OF ANTI MONEY LAUNDERING POLICY

51 Senior Management Commitment

51.1 The most imporiant element of a successful anti-money laundering program is the commitment of Senior
Management. Senior Management of PBL is highly committed to the development and enforcement of the
Anti Money Laundering, Anti Terrorist Financing and Proliferation Financing objectives which can deter
criminals from using their facilites for money laundering or financing of terrorism or proliferation financing,
thus ensuring that they comply with their abligations under the laws. For the purpose of this policy, Senior
Management maans fhe Managing Director & CED and the Board of Direclors of the Bank,

512  Board of Directors shall (Role of Seniar Management)

~  Approve AML & CFT complianice program and ensure its implementation,

= Issue directives to ensure compliance with the instruction of BFIU issued under section 15 of ATA,
2008;

Take reasonable measures through analyzing self assessment report and independent testing repart
summary;

7 Understand ML & TF nisk of the Bank, lake measures to mitigate those risk;

CEOQ orfand MD shall issue statement of commitment fo prevent ML, TF & PF in the Bank for the
employees of the Bank on Yearly Basis, shall provide necessary directives on how to implement it and
shall monitor the over all status?

#  Ensure compliance of AML & CFT program;

» Allocate enough human and ofner logistics to effective implementation of AML & CFT compliance
program.

51.3 Senior Management must send the signal that the corporate cullure is as concerned about ifs reputation as it
is about profits, marketing, and customer service, As part of the Bank's Anfi Money Laundering Policy the
Managing Director & CEQ, on behalf of the Senior Management, is sending a statement to all employees
every year that clearly sets forlh the Bank's policy against ML, TF & PF and any activity which faciltates
money laundenng or he funding of terronst or criminal activities. The stalement evidence indicates the
strong commitment of the Bank and its senior management to comply with ail laws and regulations designed
1o combal money laundering and terronist financing

w

v

514  Statement of commitment of CEQ or MD includes the followings:
Banks policy or strategy to prevent ML, TF & PF;
= Emphasize on effective implementation of Bank's AML & CFT compliance program;
Clear indication of balance between business and compliance, risk and mitigating measures;

w  Compliance |s the responsibilily of sach employee during their normal course of assignmeni and
ignorance shall not be considered as the excuse for non-compliance,

Paint of contact for clarification in case of any ambiguity arises;
Consequences of non-compliance as per Human Resources (HR) Policy of the Bank.

515  Senior Management has accountability to ensure that the Bank's policy, process and procedures towards
AML & CFT are appropriately designed and implementad, and are effectively operated fo minimize the risk of
ihe Bank being used in connection with ML & TF.

516 Senior Management must need to ensure the adequacy of the human and other resources devobed 1o AML &
CFT. Moreover, they nead to ensure the autonomy of the designated officials refated to AML & CFT. Senior
Management must take the report from the Anti-Money laundering Division (AMLD) into consideration which
will 2ssess the operation and effectiveness of the Bank's systems and conirols in relafion o manage ML &
TF risk and take any necessary aclion fo remedy the deficiencies identified by the report in a timely manner.

1. Senior Management should adopt HR policy for ensuring the compliance of AML & CFT measures by the
employees of the Bank.
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518  Senior Management must be responsive of the level of money laundering and terronist financing risk when
the Bank is exposed to and take a view whether the Bank 15 equipped to mitigate that risk effectively. this
implies that decisions on entering or maintaining high-nsk business relationships must be escalated to senior
management.

52 Written Anti Meney Laundering Policy
521  AnAML policy must include the following 4 (four) key glements:
High level summary of key contrals;
Cbjective of the palicy (e.g. to protect the reputation of the institution),

» Scope of the policy (A statement confirming that the AMLICFT palicy applies to all areas of the
business), and

= Waivers and exceptions- procedures for obtaining exemptions from any aspects of the policy should be
carefully controlied; and operational contrals.

522  The Board of Directors shall develop, administer, and maintain an Anti Money Laundering Policy that
ensures and monitors: comphance wilh Anti Money Laundering legisiation, including record keeping and
reporting requirements. Such a compliance policy snall be written, approved by the Board of Directors, and
noted as such in the Board meeting minutes.

523  The written Anti Money Laundering Policy at a minimum should establish clear responsibilities, functions and
accountabilities of the AML & CFT Division, Central Compliance Committes (CCC), Chief Anti-Money
Laundening Compliance Officar (CAMLCO) and Deguty Chief Anti-Money Laundering Compliance Officer (D-
CAMLCO]) within the Bank? 1o ensure that policies, procedures, and controls are infroduced and maintained
which can deter criminals frem using the Bank for money laundering and the finanging of terrorist activities,
thus ensuring that we comply with our ebligations under the legislation.

524  In addition, the policy should emphasize the responsibility of every employes 1o prolect the institution from
exploitation by money launderers and terrorist financiers; and should set forth the consequence of non-
compliance with the applicable laws and the institution's poiicy including the cnminal, ol and disciplinary
penalties and reputational harm that could enste from any Bank with money laundering and terrorist
financing activity.

t Rel: Seclion 1.3.1 Umna of BFE) Circular No.-tAR01T daled 17-09-2017 of Bangladesh Fiwncial Indelhgence Linit (BFILIY,
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Chapter : 6

ORGANIZATIONAL STRUCTURE AND H.R. INITIATIVES

6.1 Central Compliance Committea [CCC)

6.1 Central Compliance Committee (CCC) is a cross departmental committes to faciiitate the Anti-Money
Laundering initiatives of the Bank. The Commitee shall be formed under the leadership of an Executive who
will be calied as "Chief Antt Money Laundering Compliance Officer (CAMLCO)" and it shall report directly to
the Managing Director of the Bank. The Bank shall designate an Executive in the rank of maximum two
grades below the Managing Director & CEC as its CAMLCO®, CCC will consist of atieast 7 members where
the CAMLCO & D-CAMLCO and the Heads/ Executives of different divisions (i.e. HRD, Credit Division,
Retall & Caorporate Banking Division, FED, OPD, Card Division, ITD etc.) will be the member of the said
committes. However no official from ICCD can be a member of the said committee.” CCC will arrange at
least 4 mestings yearly where, by reviewing the overall status of the Bank regarding AML & CFT Issues,
necessary decisions shall be made and necessary instruction shall be given by the committee.”

6.2 Formation of CCC

B.2.1 CCC {previously named CCU Committes) was first formed in July 16, 2015 with officials from concemed
departments/divisions of Head Office which has been restructured upon the instructions given In the latest
BFIU Master Circular (Circular No, 19) and formed a new committee with more membars and better
invalvement of olher departmeantsidivisions of the Bank. The new committee consisls of sixteen (18) senicr
members from different deparimentsidivisions (AML Division, Retail Banking Division, Credit Risk
Management Division, Corporate Banking Division, SME Division, Intemational Divisian, Finance & Accounts
Division, IT Division, HR Division, Operations Division, Remittance Division) fo ensure proper invelvement of
those in complying with AMLECFT issues.

6.3 Responsibilities of CCC

B.3.1 The committee shall have the following reszonsibilities:

» To develop and Implement the Bank's Policy, Procedure and Strategles in preventing Money Laundering
(ML), Terrorist Financing (TF} & Proliferation Financing {PF) and review therecn,

# Toensure a satisfactory compliance on Bank's AML & CFT as per the guidelines.

# Tosupervisa AML Division for the propar implementation of yearly programs on AML & CFT,
# Toco-ordinate and monitor Bank's AML & CFT compliance initiatives.

» Toco-ordinate the ML & TF nsk assessment of the Bank and review thereon

~ Toarrange al leasl 4 meetings in a year; to make necessary decisions and give necessary instruclions by
reviewing the overall status of the Bank on AML & CFT issues.

# To submit & report to the Managing Director on Half Yearly basis related to AML & CFT issues containing
action taken by Bank, implementafion progress and recommendations.

#  Toinstruct AML Division to issue instructions, for the Branches to follow on Know Your Customer (KYC),
Transaction Monitaning, Internal Compliance etc.

# To nominate one empioyee from each Branch as BAMLCO to ensure Intermal Monitoring and Control
System

#  Toimpar training, workshop, seminar related to AML & CFT for the employees of the Bank.

#  Committee may incorporate any member in the committes if they feel the necessity.

#  Formal minutes of the meeting shall be maintained to document the AML & CFT activities and decisions.
# Any other issues regarding AML & CFT as & when required by the Bank

§
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6.4 Anti-Money Laundering Division (AMLD)

641  The Bank shall constitute an Anti-Money Laundering Division at its Head Office.

642  The Bank shall appoint Chief Anti Money Laundering Compliance Officer (CAMLCO).

§43  The Bank shall appoint Deputy Chief Anti Money Laundering Compliance Officer (DCAMLCO).
.44 The Bank shall appoint Branch Anti Money Laundering Compliance Officer (BAMLCO),

6.5 Formation of Anti-Money Laundering Division (AMLD)

6.5 The Bank shall constitute an Anti-Money Laundering Division at its Head Office or any suilable place as a
permanent set-up with specific organogram like other department or divisicn of a Bank. AMLD shall
implement and enforce corporale-wide Anti Money Laundering Policies, Procedures and Measures lo the
Bank and will report to the Managing Director & CEQ through the CAMLCO

6.6 The Premier Bank Ltd. Anti-Money Laundering Division (AMLD) Organogram Chart

661  The Premisr Bank Ltd, has alreacy besn established a separate division called Anti-Money Laundering
Division (AMLD) at its Head Office. Organogram of the AMLD of The Premier Bank is given below:

Managing Director & CEO

Chief Anti Monay Laundering Officer I Central Compliance
[CAMLCO) | Committee
AMDI DMD |
I
I |
Deputy of CAMLCO & B"“‘“: ""“"m E:':E‘;f"'::g;’““““
Head of AML Division
Oparations Managers of all
il Sranchas
I
AMLE CFT

Compliance Manager

T J
| |
AMLECFT AML B CFT
Compliance Officer Complianca Officer

6.7 Manpower for Anti-Money Laundering Division (AMLD]

6.7.1 The Bank shali ensure adeguate human resources and other logistic support based on the size and nature of
the Bank. The division shall be established consisting appropriate number® of employees. The Head of the
Division will be the Deputy CAMLCC of the Bank® The employee of the AMLD mus! have encugh knowledge
on AML & CFT measures of Bangladesh including MLPA, ATA and rules and instructions issued by BFIU or
Bangladesh Bank,

6.8 Separation of AMLD from Internal Control & Compliance {ICC)

681 To ensure the independent audit function in the Bank AMLD should be completely separated from internal
audit or compliance and control (ICC). In this regard ICC aisoc examines the performance of AML Division
and the Bank's AML & CFT comgpliance program. To ensure this autonomy there shall not be any member
fram ICC to AML and vies-a-vies: but there should be enough co-ordination and co-operation in performing
their responsibility and information exchange. Also no official from ICCD can be a member of the CCCH
There should not be any impediment to transfer employee from ICC to AMLD and vis-a-vis but no one should
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be posted in these 2 (two) deparimentsiunits at the same time. Both AMLD and ICCD will independenily
perform their respective jobs regarding AML & CFT issues.™

6.9 Responsibilities of AMLD

6.9.1  AMLD is the prime mover of the Bank for ensuring the compliance of AML & CFT measures. Main
responsiblities of AML Division are to!

= develop Banks policy, procedure and strategies in preventing ML, TF & PF;

coordinate Banks AML & CFT compliance initiatives;

coordinate the ML & TF Risk Assessment of the Bank and review lhereon;

present the compliance status with recommendations before the CEC or MD on half yearly basis;
forward STRISAR and CTR to BFIU in time and in proper manner;

repart summary of Self Assessment and Independent Testing Procedure to BFIU in time and in proper
manner,

» impar training, workshop, seminar related to AML & CFT for the empioyee of the Bank;
~ lake required measuras 1o submit information, report or documents in time

Y YW

¥

» ensure the implementation of the AML & CFT program on Yearly Basis.'
6.10 Autherities of AMLD
6101 To perform the responsibiliies, the AML Division has the following authorities:

» assign BAMLCO their specific job responsibilities;

~ requisition of human resources and logistic suppords for AML Division,

= make suggestion or administrative sanction for non-compliance by the employees.
6.11 Chief Anti Money Laundering Compliance Officer (CAMLCO)

£.11.1  The Bank shall designate an Executive in the rank of maximum two grades below the Managing Director &
CEG'™ as its Chief Anti Money Laundering Compliance Officer (CAMLCO). If the CAMLCG is changed, it
should be informed to BFIU without delay, Before assigning the CAMLCO to other duties of the Bank, the
management has to ensure that the AML & CFT activilies of the Bank will not be hamperad:

6112 The Premier Bank Lid, has designated a Chief Anli Money Laundering Compliance Officer (CAMLCO) at
Head Office with sufficient authority o implement and enforce corporate wide AML & CFT policies,
procedures and measures and wha is reperting to MD & CEQ.

6113 CAMLCO is the Central Point of Contact {CPC) for communicating with the regulatory agencies regarding the
Bank's Anti Money Laundering programs. All staff engaged in the Bank at all levels must be made aware of
the identity of the CAMLCO.

8114  CAMLCO is the chairman of the Central Compliance Committes (CCC). The commitize shall look afier the
averall compliance of AML & CFT under the supervision of the CAMLCD

6.12 Authorities and Responsibilities of CAMLCO
6121  The CAMLCO has the following Authorities:

» CAMLCO is abie to act on his own Authority;

= Without taking any prior permission from Awith MD or CEC | CAMLCO can submit of STR/SAR and any
document or information to BFIL:

» HelShe shall maintain fhe confidentialily of STR/SAR and any document or information required by laws
and instructions by BFIU;

»  HefShe must have access to any infarmation of the Bank;
¥ CAMLCO shall ensure hisher continuing competence.

¥ Without the consent of CAMLCO no business relationship with Poiitically Exposed Persons (PEPs) can
be started or maintained,

| = . — 5 i "
faf; Sector 1.3.9.Cha of BFIL Cireular N, 1002047 daled 17082017 of Bangladesh Fnancial Infalligence Und [BFIU
- Het: Section 1.3.1 Ga of BFIL Circutar No-1902017 dated 17-089-2017 of Sangiadesh Financial Wlefigance Unit (BFIU),
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= Without the consent of CAMLCO no business relationship bsulness relationship with Influential person
(IR} or Top officials of any Intemational Organization (IO}, if considered as High Risk can be started or
maintaingd.

£.122  The CAMLCO has the following Responsibilities:
» CAMLCC must ensure ovarall AML & CFT compliance of the Bank:
Overses the submission of STRISAR or any document or information to BFIU in time:
Maintain the day-to-day operation of the Bank's AML&CFT compliance;
He/She shall be fiable to MD . CEQ or BaD for proper funclioning of AMLD;
He!She shall review and update ML & TF Risk Assessment of the Bank;

Y Y ¥

‘:’

Ensure that corrective actions have taken by the Bank to address the deficiency identified by the BFIU
or Bangladesh Bank;

4

v

Ensure timely arrangement of Central Compliance Committee maeting.

6123 Functions of the Chief Anti Money Laundering Compliance Officer (CAMLCO} will be:

I'Ee;r Responsibilities of the CAMLCO | Frequency |
Monitor, review, coordinate application and enforcement of the Bank's compliance policies
including Anti Money Laundering Palicy, Customer Acceptance Policy, Know Your Cusiomer
Policy and Anti Terrorism Financing Policy. These will nclude: an AML Risk Assessment

praclices, procadures and conlrols for sccount opering; KYC procedures; ongoing account! On-going
transaction manilonng for detecling suspicious transactions/account actvity, and a wrillan AML
fraining plan -

2. To moniter changes of laws/regulations and directives of Bangladesh Financial Intelligence Unil Ohegoing

that may require revisions 1o the Policies and making these revisions.

3. Ensure the Bank's Policies are complete and up-to-date; maintain ongoing awareness of new and
changng business activities and products and identify potential compliance issues that should be On-goirg
considered by the Bank, e

4 Respond lo compliznce questions and concerns of Ihe siaff and advice branches! divisions and
assist in providing sclutions to potential |ssues involving compliance and money laundering and | As required
terrorist financing risk,

5 Actively develop the compliance knowladge of all staff. especially the compliance personnel.
Develop and conduct training courses in the Bank to raise the level of awareness of compliance in On-going
the Bank.

6. Develop and maintain ongoing relabonships with regulatory authorities, external and internal
auditors, BranchiDivision Heads and Compliance resources to assist in early identification of | On-going
compliance issues. P |

7. Assist in review of control procedures in the Bank to ensura legal and requiatory compliance and in

the developmant of adequate and sufficient Independant Testing Procedures lo prevent and delest | On-going
caompliance lapses, |
_B. Monitor the Bank’s Seif Assessment for AML compliance and any corrective acton. | Half Yearly
9. Inspect branches and concerned divisions of Head Office regarding anli money laundering and | P—
terrorist financing compliance, faquirad
5 comp
10 I'l.ianage the 5TR & SAR Process
2. Review the transactions referred by branch or divisional compliance officers as suspicious:
b Rewiew the Transaction Monitoring reports
¢ Ensura that internal Suspicious Transaction Reports (STRs) and Suspicious Activity Reports
{SARs)
are prepared when appropriate,
| - are accompanied by documentation of the branch's decision to retain or terminate the
account as required under the Policy, On-geing
| are advisad o other branchas of the Bank who are known to have a retationship with the
customer,

are reported 1o the Managing Director & CEO andlor the Board of Direclors of the Bank
when the suspicious activity is judged to reprasent significant sk fo the Bank, including
; reputation nsk.
‘ g, Manage the process for reporling suspicious aclivity to Banoladesh Bank aulhorilies after
appropriate intemal consultation, !

11. Ensure timely Anti Maney Laundering and Terrorist Financing Tenumng and compliance lo Manthly,
Bargladesh Financial Ineligence Unit, including CTR, Independent Testing Procedure, Self &
Assaessment Reporl elc. a3 per specfic schedule, Half-Yearly
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712, Ensure timely compliance of Bangladesh Financial Iﬁ'telliigenoe Unit {BFIU) Inspettion Team, |
Infernal Audit Team and External Audit Team.

13 Ensure that a message from the MD & CEQ is issued on an annual basis 1o all officials of the Bank
highlighting the commitment of semor management of the Bank lo the development and Arnualy
enforcement of the Anti Menay Laundering objectives as per Section 5 1 2 of this Palicy.

14. Maintain lizison with the delegates of foreign Banks, local Banks, Bangladesh Bank and various
law enforcament agencies.

15, Collect and review KYC profiles of Correspondents through Fl & Correspondant Relationship Orvgoing
Banking Depariment at Head Office.

16. Prepare/Complete KYC Questionnaires of PBL for corespondents. As required

17, Arrange AML training programs for the officials of differant schedules Banks of different districls as

As reguired

On-gaing

and when advised by Bangladesh Firancial Inteligence Unil, bl

18, Perform Bank Account Enquiry function as requested by Bangladesh Finarcial Intelligence Unit As ronuirad
BFIU) on different persons/companies.

18. Perorm Bank Account Fresze funclion as requested hy Bangladesh Financial Intﬂlhgence nit As.mauired
(BFIU) on different persons/companies.

6124  The Chief Anti Money Laundering Compliznce Officer [CAMLCO) should possess

Proven leadership and organizational skills and ability to exert managerial control.

Excellent communication skills, with an ability to clearly and diplomatically articulate issues, solutions
and rationale; an effective frainer to raise the level of awareness of the control and compliance culture.

m  Solid understanding of AML and ATF regulatory issues and product knowledge associated with a broad
range of relevant financial services, Banking activifies.

m  High degree of judgment, good problem solving skills and be result orented to ensure sound
implementation of conirol and compliance processes and procedures.

m High persanal standard of ethics, integrity and commiment to fulfilling the objectives of the position and
protecting the interest of the Bank

8125 TheChief Anti Money Launderning Compliance Officer (CAMLCO):
» Must be familiar with the ways in which any of the Bank's products and senvices may be abused by
money launderers.

~ Must be able 1o assist the Bank to develop effective AML and ATF poficies, including programs fo
provide AML and ATF training 1o all personnegl

#  Must be able to assist the Bank to assess the ways in which products under development may be
abused by money launderers in order 1o establish appropriate AML 2nd ATF conirols before any product
is rolled out into the marketplace,

# Must be capable of assisting the Bank to evaluate whether questionable activity is suspicious under the
standard set forth in the AML and ATF Policy and under any applicable law and regulation,

6.13 Deputy Chief Anti Money Laundering Compliance Officer (DCAMLCO)
£.13.1  The Bank shall nominate an executive equivalent to Seniar Vice President and above™ as Deputy CAMLCO.

8132 CAMLCO may choose to delegate duties or rely on the Deputy CAMLCO in absence of CAMLCG for their
praclical parformance whilst remaining responsible and accountable for the operation of the designaled
functions,

8,133  The Deputy CAMLCO shall be the Head of Anti Money Laundering Division and will report directly to the
CAMLCO.

6.14 Branch Level Organization Str re

6.14.1  For the implementation of all existing acts, rules, BFIU's inglructions and Bank's own policies on preventing
Money Laundering & Terrorist Financing, CCC shall nominate an experienced Branch Anti Meney
Laundering Compliance Cfficer (BAMLCO) in evary branch.

6.14.2  Branch Manager, Branch Qperations Manager (the second man) of the branch or a high official experienced
in general Banking shall be nominated as the BAMLCO. The BAMLCO has 1o have detailed knowledge in the
existing acts, rules and regulations, BFIU's instructions and Bank's own policies on preventing Mon

&1 . - " - ¥
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Launderng and Terrorist Financing. Clear job descrptions and responsibiities of BAMLCO shall be
menfionad in the appointment letter.

6.15 Appaintment of Branch Anti Money Laundering Compliance Officer (BAMLCO)

£151  The Branch Manager/ Branch Operations Manager/GB Incharge! Credit Inchargefany experienced official of
every branch shall be designated as the Branch Anti Money Laundering Compliance Officer (BAMLCO).
BAMLCO should have a ciear understanding about AML & CFT Acts, Rules & Regulations; BFIU Instructions
and Bank Policy regarding AML & CFT issues.The BAMLCO shall implement and enforce Antl Meney
Laundenng Policies, Procedures and Measures within the branch and shall report directly to Chief Anti
Money Laundaring Compliance Officer (CAMLCO) at Head Office regarding all AML & ATF matters. Branch
Manager shall have overall supervision ensuring that the AML & CTF program is effective within the branch.
All other officials of the branch shall also assist BAMLCO to this effect. All staff engaged in each branch at all
levels must be made aware of the identity of the respective BAMLCO of the branch.

6152 Branch Anti Money Laundering Compliance Committee (BAMLCC): Every branch shall create a Branch
Anti Money Laundering Compliance Committee (BAMLCC) consisting at least with the following members:

1. Branch Manager/Head of Branch
2, Branch Operations Manager
3. General Banking In charge

4, Credil In charge
5
s

Foreign Exchange In charge
Cash In Charge (Telier)

8153 The BAMLCO shall arrange quarterly meelings with Branch Anti Money Laundering Compliance Committes
{BAMLCC) to review the Anti-Money Laundering compliance status of the branch at the end of every quarter
and shall take effective measures on the foliowing matters after reviewing the compliance of the existing
acts, rules and regulations, BFIU's instructions on preventing Money Laundering & Terrorist Financing:

= Know Your Customer,

# Transaction monitoring,

» ldentifying and reporting of Suspicious Transaciions,

> Implementation of Local Sanction List along with the resolutions of UN Sanctions Security Council,
#  Self- Assessment Related acivities,

~ Record keeping,

# Training,

L=z ]
—
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The BAMLCO shall maintain minutes of the megling in documented form and shall send a copy of the
minutes to AML Division. A copy of the minutes should be forwarded to the AMLD along with Self
Assessment Report at Head Office for their information & records

.16 Individual Respensibilities (Branch Officials

6161 Whilst complying with rules and regulations is the responsibility of each individual in the Bank in the normal
course of their assignments, the following individuals and functions, along with the CAMLCO, all piay vital
roles in the effeclivenass of the Bank's AML program:

616.2  Branch Manager (BM):

Key Responsibilities of the BM Frequency '
1. Owner of the business & Wﬂ'l;ﬂlaﬂﬂl?‘. for the branch. Main objective is 1o achieve numbers towards
enhancement of Bank's profit in skrict compliance with applicable AML and ATF laws, regulations On-going

and policies.
2. Ensure thal the AML and ATF program are effective within the branch. | On-going
3. Issue job description to all individuals as per their nature of activities. On-geing
4. Arange quarterdy meeting of the Branch Anli Money Laundering Compliance Committes

(BAMLCC) to review the AML and ATF cempliance sfatus of the branch at the end of every Quarterly
quarlerly and mainkain minutes in documented form.
5. Perform half yearly Seif Assessment on AML & CTF performance of the branch and ensure |
| compliance and any corractive action
6. Ensure good rating of the Independent Testing Procedure {ITP) conducted on the AML
compliance of the branch by internal audilors as well as Bangladesh Bank inspeciors. | F
7. Job Retation: Maintaining proper communication with HR and other Divisions at Head Office | Ongoing |

Half yeariy |

On-gaing |
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for limely transfer of all Branch officials including the Branch Manager him/nerself once in
gvery 2 or d years's,

8 Leave Management Ensure that all branch officials including the Branch Manager

him/hersel have taken 15 confinusus days leave at a ime each year as mandatory leave's. On-going
5.163  Branch Anti Money Laundering Compliance Officer (BAMLCO)
Key Responsibilities of the BAMLCO/CSM Frequency |
1. Check the complete documentation of Account Opening, Maintenance and Cloging
@, Check the AGF is proper,
b, Check whether all reguired documents have been collected ant ensure that the KYC of all 0
P % I bt aily
customers have been performed properly and for the new cusiomer KYC is being done
properly.
. Comply with related policies. manuals and circulars meticuiously.
| 2 Ensure that the LIN Security Council and domestic sanction lisl checked properly before opening of Daily
_account and while making any international transaction : |
2 Kae:p information of ‘dormant accounts' and take proper measures so that any withdrawal from these Oniac
‘accounts shall not be allowed without compliance of BFIL's instruction. il
4. Ensure reguiar transaction munrlﬂﬂng to find aut any urusual fransaction (In case of an automated
Bank, the Bank should foflow a friggering system agains! Iransaction profile or other suitahie
threshold. In case of a traditional Bank, transaction should be examined al fhe end of day against Or-gaing
transaction profile or other suitable threshold. Records of all ransaction monitoring should be kept
in the file)
5. Review cash transaction to find cut any structuring Or-going
I 6 Review of CTR 1o fing out Suspicious Transaction Report (STR)/Suspicious Activities Reporl (SAR). Manthly
| 7 Follow the media report on terrorism, terrorist financing or other offences. like corruption, bribery, | As required
drug trafficking, oold smuggling, human trafficking, kidnapping or other predicate offences and fing
out any retationship of the branch with the invalved person; i1 so, BAMLCO shoult make an
| STRSAR. |
[ 8. Reporls any Suspicious Transaclion, Suspicicus Actvity (STRISAR), Structuring and Media Report | As required
tothe CAMLCO. | I
| 9. Ensure the checking of UN sanction ist before making any fereign transaction On-going
10, Ensure that all the employess of the branch are well aware and capable o kdentify any unusual | On-going
| transaction or any attempt of unusual transaction. B
} 11, Arange quarlerly meebng of the Branch Anti-Morey Launderng Compliance Committes
| IBAMLCC) to review the AML compliance status of the branch at the end of every quarery, Cuartarly
| maintain minules in documented form and send a copy (o the AML Division, —
| 12. Perform Hall Yearly Self Assessment on AML & CTF performance of the branch and ensure Half Year!
| compliance and any corrective action and submit the repor 1o the CAMLCO. 4 _
13. Accumulate the training records of branch officials and take inlliatives for AML training to branch As required
| stafl including reporting to AMLD, HE and Learning & Talent Devalpoment Center | e
i 14. Ensure all the raquired information and document are submitted properly to AMLD and any freeze s vt
erder or slop payment orger are implemented properly, — Ei_
15. Submit branch returns including CTR, KYG Exceplion Report, etc. to the AMLD as per specific Monthly,
schadule. & Half Yearly
16. Communicate the updated palicies including AML ana GFT lawsirequlations to all stafi, On-gaing
17. Ensure that the branch is maintaining AML & CFT files properly and record keeping is done as per et d_
_the requirements of chapter 7. e |
18, Ensure that corrective actions have laken by the branch 1o address the deficency identiliad by lhe ia '
BFIL or BB, fepns

18, Auditfinspection related activities Including timely compliance of the same:

a During Audit (Internal or External)inspection (Bangladesh Bank): When audt/
inspection leams visil a brangh, BAMLCO will be the coordinator. Whenaver any
document/stalement/files/registers are required by the auditinspection team, BAMLCO has to
inform the BM/Head of Branch, whe shall arrange for supply of the same.

0. After Receiving the Auditinspection Report Distribute the report o respeclive
Dapartment or any other related wing of Head Office with mentioning & deadline prior to the

deadling of the main reporl.

{ Anti-Monay
i '-||r'|j’ ng

" Raf;: Lesier no. MLPD [Specali?e 200£- 39183968 dated 15-10-2004 of Ant-Money Laundering Dapariment of Sangladesh Bank
" Rk Letler ng. MLPD {Special 267/ 2004-3916-3365 dalad 15902004 of Asti-Money Launderng Depatment of Sangladesh Bank 1
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. Continuous Monitoring about the progress of Compliance to the Report. In case of
any deviation, inform Branch Manager or related Head of Division Immediately

d. Compliance of All Parts and Send to AMLD within Stipulated Time Frame: The
response should be vetted by respective BAMLCC and Branch Manager.

617 Internal Control & Compliance Division:

6171  Internal Audit or Internal Control and Compliance (ICC) shall have an important role for ensuring proper
implementation of Bank's AML & CFT Compliance Program. The Bank shall ensure that ICC is equipped with
enough manpower and autonomy to look after the prevention of ML&TF. The ICC has to oversee Ihe
implementation of the AML & CFT compliance program of the Bank and has to review the 'Self Assessment
Report' received from the branches and to execute the ‘Independent Testing Procedure’ apprognately,

_The Internal Audit Officials must: Frequency
i, understand ML & TF risk of the Bank and check he adeguacy of the mitigating measures. On-going
2 examing the overall integrity and effectiveness of the AMUICFT Compliance Program, On-geing

3 examing e adequacy of Customer Due Diligence policies, procedures and processes, and

; On-goi
whether they comply with internal requirements; sl

4, determine personnel adherence 1o the Bank's AML & CFT Compliance Program. On-going |
5. perform appropriate transaction lesting with partlcular emphasis on high nsk operations On-going
| (products, service, customers and geographic locations), =5
6. assess the adequacy of the Bank's processes for identifying and reparting -;usplcmus activity, On-going
7 where an automated system is nat used fo identify or aggregaie large transactions, the audit Oncticd
should inciude a sample test check of tellers’ cash proof sheets; i
8 communicate the findings to the board andlor senior management in a timely manner, Or-going
8. recommend corrective action to address e identified defi clencies, On-going
10,  frack previously identiied deficiencies and ensures correction made by the concerned | On-going
___ person;
11, examine that carrective actions have taken on deficiency identified by the BFIU or BB; On-geing

12, assess tramlmg adequacy, including its cnmprahenswaﬂess aecuracy of materials, training | On-gaing
schedule and attendance fracking;
13, determine when assassing the training program and materials:
a. the imporfance of the Board and fhe Senior Management's place on ongaing
aducation, training and compliance
the employee accountability for ensuring AML & CFT compliance
comprehensivenass of fraining, In view of specific nsks of individual business lines,
training of personnel from all applicable areas of the Bank, Cin-gaing
frequency of training,
coverage of Bank policies, procedures, processes and new rules and regulations,
coverage of different forms of money laundering and terrorist financing as they relate
to identifying suspicious activity,
h. penalties for noncompliance and regulatory reguirements.
14. Review of control procedures in the Bank %o ensure legal and regulatory compliance and in the |
development of adequate and sufficent Independent Testing Procedures (ITP) to prevent and | On-going
detect compliance lapses. = —-
15, Perform AML Risk Assessment for the Business. Or-going

16. Perform periodic Qﬂalﬁy Assurance on tne AML program in the branches/divisions. On-going

[ BEFSRISY - B~ W I

.18 Managing Director & CEQ:

' | Key Responsibilities of the MD & CEQ Frequency |
1. Overall responsibility to ensure that the Bank has an AML and CFT programs in place and Un-going |
i

those are working effectively, - —

2. 0On behall of the Senior Management, Managing Director & CEQ shall send a statement to ail 1
employees on an annual basis lhat clearly sels forth the Bank's policy against ML, TF & PF
and any activity which facilitates monay laundering or the funding of lerrorist ‘or criminal Yearly

activities. Il necessary, MD & CEO will also monitor the overall status of the compliance
issue. T

"' Ral; Saction 1.2 Kha of BRI Circular Mo, HE01T deted 17052017 of Bangladesh Financal Iraligence dnd (BFILL
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6.19 Initiatives by Human Resources Division

6.19.1  For proper implementation of AML & CFT measures, following process will be incorporated in PBL HR Policy

» Revised Code of Conduct & Ethics for the employees of The Premier Bank Limited which is the integral
part of the Service Rules and Regulations:

> Proper administrative sanction (proportionate and dissuasive) for non-compliance of AML & CFT
Measuras;

Proper weight should be given in the annual performance evaluation of employees for extra ordinary
preventive action vies a vies for non-compliance;

¥ Written procedure to recover the fined amount from ihe concemed employee if the fine imposed on
employee by the BFIU,

* Oiher measures that shall betaken in case of non-compliance by the Bank,

v

6192 Know Your Employee (KYE) Procedure in Appointment of Employees: One of the major purposes of
combating money laundering activities is to protect the Bank from risks anising out of money laundering. To
meet this chjective, Human Rescources Division shall have to undertake proper Screening Mechanism in its
different appointment procadures so that The Premier Bank does not face any money laundering risk by any
of its staffs'®,

6193  Recruitment Procedure: To minimize ML & TF risks arise by or through its employees, Humen Resources
Division shall have to undertake fair recruiiment procedure. This falr recruitment procedure shall not only
inclade implementation of faimess in judging publicly declared competitive recruitment, but also include the
judgment of good character. For this, Bank shall have fo follow at least one from the following measures:

# reference check

» ‘background check

# screening through or clearance from Law Enforcement Agency
# personal interviewing

= personal guarantee slc.

6.20 Training and Awareness

6201 Tralning for Employee: Every employee of the Bank shall have at least basic AML & CFT fraining that
should cover all the aspects of AML & CFT measures in Bangladesh, To keep the employees updated about
AML & CFT measures, Bank shall require imparting refreshment training programs of its employees on a
reqular basis.

6.20.2 wareness for Senior Man, Customer & Mass People: For effective implemantation of AML &
CFT measures in the Bank, Bank shall arrangs awareness program for Senior Management, Custemer and
for Mass people. Detalls describe in Chapter 20,13 & 20,14 of this policy,

6.20.3 Job Rotation. Human Resources Division shall ensure that all branch offigials including the branch
managers must be transfemed once in every 2 or 3 years™

6,174  Leave Management: Human Resources Division shall moniior leaves taken by employees to ensure that all
branch officials Incluging the branch managers have taken 15 continuous days leave at a ime each year as
mandatery leavell,

P Manay v
o[ Anti-MEn=E s \
: 1' iT\La'.'.rn.*;I:*TLFI'L‘. ! Ij

\'-‘5_:} Divislan
N Ohat

I8 . .

i Rl Secson 12 1o BFIU Circular No. 192017 dated 12362017 of Bangladesh Financal Imalligence Una (BFIL)

W Raf; Lester ng, MLPD | SpecallB12004-1016-3368 dated 15 90-2002 of Anb-Money Launcanng Depatmaent of Borgladash Bank
= Ref.:Letler ng. MLPD [Specialj267/ 2004 101 5. 3365 daled 15-10-2004 of Anti-Money Launcanng Depatment of Bargladesh Bank
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Chapter: 7
Know Your Customer (KYC] Palicy

Introduction

KYC Stands for “*Know Your Customer”. Know your customer (KYC) policy is an important step developed
globally to prevent identity theft, financial fraud, money laundering and terronist financing. KYC is to enable
Banks to know and understand their cuslomers better and help them manage their risks prudently.

Sound Know Your Customer (KYC) procedures are crtical elements in the effective management of Banking
risks, KYC safeguards go beyond simple account opening and record-keeping and require a Bank 10
formulate a customer acceptance policy and & tiered customer identification program that invalves more
extensive due diligence for higher risk sccounts, and includes proactive account moniloring for suspicious
activities.

Know Your Customer (KYC] Policy

The Bank's primary defense against being involved in money laundering, terronist financing and other
cnminal activities is to know its customers. For this reason, The Premier Bank has developed &
comprehansive Know Your Customer (KYC) policy.

Knaow Your Customer palicy includes the follawing requirements:

» Bank shall collect complete and accurate information of their customer including the reason for
opening an account?,

» Verfy and document the ideniity of customers who establish relationships, open accounts or conduct
gignificant transactions.

# Bank should collect related information of customers as instructed through Uniform Account Opening
Form issued by BFIU for any Individual or Non-Individual Customers and verify thereon®,

» Bank should coliect sufficient information up o its satisfagtion, “Satisfaction of the Bank’ means
safisfaction of the appropriate authonity that is necessary due diligence has been conducted considering
the risks of the customers in the light of existing diractions,

# Bank should maintain complete and accurate information of their customer and persen acting on
behalf of & customer. 'Complete’ refers to combination of name, defail addresses of the person,
profession, source of funds (duly justified), Passport/National Identity Card/Birth Registration Cerlificate
lin case of Birih Certificate, acceptable [D card with pholo), phone, mobile number, emall etc. which
verifying the identity of the person or entity. ‘Accurate’ refers to such complele information that has
been verified for accuracy. In additicn Bank has to ensure whether a person is duly authonzed to
operate the account,

#  Obtain, document and confirm any additional customer information, including sources of funds, income
and wealth and the nature and extent of the customer's expected transactions, commensurate with the
assessment of the money laundering risk posed by the customer's expected use of products and
SEMVICES.

Monitor customer fransactions andior agcounts to identify transactions that do not appear o be consistent
with normal or expected transaciions for the particular customer, category of cusiomer, product or service.

Objectives of Know Your Customer (KYC)

The ohigctive of KYC guideiines is to prevent Banks from being used, intentionally or unintentionally, by
criminal efements for money laundering activiies. Relaled procedures also enable Banks lo better
understand their customers and their financial dealings. This helps them manage their nisks prudently. Banks
usually frame their KYC pelicies incorporating the foliowing four key elements:

» Customer Acceptance Policy,

# Customer ldentification and Documeniation Proceduras

= Risk management; and

#  Monitoring of Transactions,

E3|

Fal Seclion 321 of BFIU Cincutar Ne - 13217 dated 17-08-2017 of Sangladash Financiat Intaligence Unit (BFIL.
13
T Eaf Gection B2 3ol BFIU Clacular Ne 1920 T datad 17-03-2017:of Banglacesh Financiat Intafigence Unit (BFIL]
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Why Know Your Customer (KYC)

Sound KYC Procedures have particular relevance to the safety and scundness of @ 8ank in:

They help to protect 2 Bank's reputation and the integrity of Banking system by reducing the likelihood
of a Bank becoming a vehicte for or & victim of financial crime and suffering consegquential reputation
damags,

They constitute an essential part of sound risk management (e.g., by providing the basis for identifying,
limiting and controlling risk exposures in assets and liabilities, including assels under management).

Risks of Inadegquate KY

The inadequacy or absence of KYC standards can subject a Bank to the following sericus cuslomer and
counterparty risks, which can result in significant financial cost to the Bank:

Reputational Risk is the potential that adverse publicity regarding a Bank's business practices and
associations, whether accurate or not, will cause a loss of confidence in the integrity of the Bank.

Operational Risk is the risk of direct or indirect loss resuiting from inadequate or failled intemal
processes, people and systems or from external events, e.g., weaknesses in the implementation of a
Bank's programs, ineffeciive control procedures and failure to practice due diligence,

Legal Risk is the possibility that lawsuits, adverse judgmenis or contracls thal turn out o be
unenforceable can dissupt or adversely affect the operations or conditions of a Bank,

On the liabilities side, Concentration Risk is closely associated with funding risks, particufarly the risk
of early and sudden withdrawal of funds by large depositors, with potentially damaging consequences
for the Bank's liguidity.

It is worth noting that all thess risks are interrelated. However, any one of them can result in significant
financial cost to a Bank (e.g. through the withdrawal of funds by depositors, the termination of inter-Bank
faciliies. claims against the Bank, investigation costs, asset seizures and freezes. and loan |osses), as well
as the need to divert considerable managament time and gnergy lo resolving problems that arise.
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Chapter : 8

Customer Acceplance Policy

8.1 Intreduction

811 Customers are vitally important for Banking business. Increasing competition is forcing Banks to pay much
more attention to satisfy customers, Our motto is to extend our best services {o the customers (SERVICE
FIRST). However, we are also aware that sometimes cusiomers pose the risk of mongy laundering and
financing of terrorism fo the financial institutions particularly Banks, So the inadequacy or absence of KYC
standards can resuli in Serious customer and counterparty risks, especially reputation, operational, legal and
compliance risks, Callecting sufficient information about cur customers is the most effective defense against
being used as a medium to launder the proceeds of crimes and to finance the lerrorism through Bank
acocounts,

B12 Az per Section 25 of the Money Laundering Prevention Act, 2012 and Amendment Act 2015, each Bank
requires to keep satisfactory evidence of the identity of all customers it deals. Moreover, all Banks are
required to make necessary arrangements lo prevent any transaction which might be related lo crimes as
described in Anti-Terrorism Act, 2009 [as amended vide Anti-Terrorism (Amendment) Acts 2012 & 2013]. Itis
also the responsibility of each Bank to identify suspicious transactions of their customers with due care and
diligence.

813  Pursuant to the above legal bindings as well as Para 2 of BFIU Circular No. 18 dated 17-08-2017, The
Premier Bank Limited realizes the need for a well-defined customer acceptance policy lo ensure prompt and
inclusive senvices to all customers within the prescribed regulatory framework &s well as defined processes
of the Bank.

B.14  The Customer Accepiance Policy of Bank should not be used against the disadvantaged people or the
people who have not proper idenfification document. A customer acceptance policy should encourage the
ulimate goal of transparent, accountable and inclusive financial system in Bangiadesh

B.2 Definition of a Customer

821 For the purpose of this Policy, a customer may be defines as foliows:
A Customer includes -

m  Anyindividual or entity that maintaing an account of any type with a Bank or financial institution or have
Banking related business.

m Any third party, ither individeal or enfity, on whose behalf the account is operated (Beneficial Owner®)
directly or indirectly.

m A professional intermediary (such as lawyeriiaw firm, chartered accountant atc.} appointed for cperating
an account of Account holder, Trust or the Beneficial Owner under the existing legal infrasiructure,

m Any individual or entity invelved with High value single Occaisional Transaction or any menetary
transaction thal may create any nsks including the reputational risks of the Bark. In this case if a
transaction appears abnormal in refation to the wsual iransaciion considenng  the
businessiprafessioniprofile of the concerned individual or entity that transaction will be treated as “high
valug”

s Any individual or entity defined by BFIU time ta time,

8.3 Customer Acceptance Policy

83.1 Bank should develop a clear Customer Acceplance Policy (CAP) laying down explicil critena for acceptance
of customers. The Customer Acceplance Policy must ensure that explicit gudelines are in place to set-up
any kind of business relationship with the Bank,

A concrete Customer Acceptance Policy is very important so that inadequate understanding of a customer's
background and purpose for utilizing a Bank account or any other Banking productsenice may not expose
the Bank to a number of risks,

1'!1_,1 Sagtion 3.1 o BFIU Cirgular Mo 152017 dated 17082017 of Bangladesh Financusl Indeligence Und [BFILY

BETIHIIFIH owner refers |o Ih natural personis) who udsmatoly owns of conlrois & customar andior the natura person on whose behad & rangacion is being
conducted: I @isainciudes Mose persoas wha exercise ustmate offoclive condrol ovir # fagal person of amangemond. Referenan in "umetely gwhs or contrals”™ and /7 .'Q‘_'
“uitmata effeciva conlnol’ rafer to siintans = which swiirshipd! contral is pxeccised (e tugh a chiin of bwrarship or tymeans of contral osher than direct controé { oy f
Mote: It is required to conduct COD of setfar, netae. profectar o ny parson with somilar stajus or ary benehciary or class of benaficieries wha have hotd efiecty
conrob an st in case of dentificason of benefical ownership of a legal amargemend.
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8.4 Very High Risk Individual/Businesses/Entities

8.4.1 The Bank shall not conduct business with the following Indhiduals or enlities

s Anonymous or Fictitious Name- No account shall be maintained or opened in anonymous or fictitious

name?s,
Numbered Account- No account anly with numbers shall be maintained or opened,
“Shell Company’- A company that is incorporated but has no significant asset or operation. These

companies are often used by fraudulent operators as fronis in many money laundering schemes.

a  ‘Shell Banks'- Correspondent Banking relationship with any shell Bank®’ should nct be estatlished or
continued®,

m Respondent Banks having relationships with Shell Banks - Correspondent Banking relationship
shall not be established or continued with those respondent Banks that established correspondent

Banking relationship or maintain account with a shell Bank

m Local Sanction List — Banking relationship shall not be maintained or opened with individuals or
entities listed under any local sanclion §isi®®. Local Sanction List can be downloaded from
hitps:!fwww.bb.org bd/bfiufopenpdf php

®  UN Sanction List - Banking relationship shall not be maintained or opened with individuals or entities
listed under the resolution of United Mations Secunty Council®® (all other resolution Including UNSCR
1373). UN Sancticn List can be downloaded from hitp./fwww.un.org/scicommittees/list compend.shiml.

m Non Resident Account - In respect of opening of a non-resident Sangladeshis’ account branch shall
follow all provisions of Foreign Exchange Regulation Act, 1847 and issued rules and regulations by
Bangladesh Bank under this acl have to be complied accordingly®',

m  Money Launderers - Individuals or entities about whon informalion is available through refiable source
indicating invelvement in money laundering or any predicate offence
m Terrorists - Individuals or entifies about whom information is available through relfiable source indicating

invohvement in terronism er terrorist financing activities.,

m lllegitimate Business/Unclear Source of Fund - Individuals or entities with businesses where we have
doutts about the legitimacy of their activities or the source of funds.

m  Criminals - Individuals or entities about whom information is available ihrough reliable source indicating
involvement In criminal conduct (e.g., those allegedly having links lo drug lrafficking. corruption or
organized cnme ete.),

m  Casinos and betling companies including onlinglinternet gambling companies, firearms dealers and
other entities that may pose potential reputational nsk to the Bank.

m [nadequate KYC Standards - Branches shall not open an account, where the branch is unable to apply
appropriate Customer Due Diligence (COD) measuras, e,

»  any individuai or entity whase identities cannot be confirmed,

# any indwidual or entity whose beneficial owner cannot be identified,

= any individual or entity whose information on the purpose and intended nature of the business
cannot be obtained,

# who do not provide all required information, or

# who have provided information thatis false, or

~ who have provided information that contains significant inconsistencies that cannot be resalved
after further investigation,

m  Mandate Holder - A customer is permitted to act on behalf of another person/entity should be clearly
speit out in conformity with the established law and practices of Banking as there could be occasions
when an account s operated by a mandate holder or where an account is opened by an intermediary in
fiduciary capacity

14
~ . Ref: Baction 2.1 of BFIL Circolar ho:- 19 daten 17-09-2017 al Bangladosh Francial intedipenca Unil (BFIL)
i . .
: Ref.: Section 2.1 of BRI Circadar Wa. -39 gated 17-09-2017 ol Bangiagesh Firancial Inteligancs Uinit (BF)
1
~ -Bhell Bank means 5 bank thal hag no physacal presinos it the country which # = vicorporated and lcessed, and which = unaflizied with & regutated financial group

frunl 15 subject 1o afeclive consatidated supervisian, Physcal presanca madns meanagful mnd and maragemant incased winin 3 couniry. The axislence simply of a local
uaunl o |oew' leved glall does nol constituln physical presance

_._E{_ Sachion 2.3 of BFIL Circulee Mo.-19 galed 17092097 ol Bangisgash Firangial nietfigence Linil (BFRJ)
_n,"-_' Seclion 2.2 of BFIU Cirguler No-19 cated 17-09-2017 of Bangadesh Firancial mlefigance Uil (BFI)
_E_"‘ Saction 2 7 of BFR) Circular Mo-18 daled 17-09-2017 of Bangsagesh Firancial infelligence Lait (BFI)
Het Seclion 3.5 of BEIL Circular Mo -18-gated 17-08-2017 of Bangadesn Finencial inteflgence Und (BFIL

[ [ 3‘ .n'-]
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= Account Closing - Decision by the Bank to close an account should be taken at a reasonably high level
after giving due notice to the customer explaining the reasons for such decision.

a  Caution - However, the branch must be careful to aveid any sort of harassment to the customer,

842  Screening for New Customers before Account Opening Bank shall conduct screening for naw customers
before opening an accounl so as lo ansure that the identity of the cusiomer does not match with any
individual or entity as described under Section 8.4.1 above. If any maich is found, then the busingss
relationship must not proceed for account opening.

843  Record Keeping of Screening Report - Bank should preserve all the sereening report alang with each &
every account opening form.

8.5 Esseniial Requirements

B.5.1 Branches must collect all necessary information of the customers and as such ensurg that all relevant fialds
of the Uniform Account Opening Form, Individual Information Form and Transaction Profile developed in ling
with the quidelines of Bangladesh Financial Intelligence Unit (BFIU) are propery filled-in for all accounts®,

8.5.2 Dacumentary requirements and other infarmation must be collected as per Chapler 9 of this Policy.
853  Customers’ risk must be assessed as per rigk perception parameters as defined in KYC Profile Form?3,

B.54  Information regarding source of fund of the transaction by the customer and Beneficial owner must be
cbtained at the tme of account opening®. In case of Company, detailed information of contralling
shareholder or any any person who has controling/ ownership interes! to the company must ba obtained. A
controliing! ownership intérest depends on the ownership structure of the company, It may be based on a
threshold, e.g. any person owning more than a cerlain percentage of the company (&.9. 20%)

855 The Branch shall verify the identity of the customer using relisble sources documents efc. and must retain
copies of all references, documents used to verify the identity of the customer,

8546 At the time of opening an account the branch must take care to seek only such information from the
cusiomer which is relevant and is not intrusive. It is mentioned that the customer profile is a confidential
document and the details contained therein shall nol be divulged far any othar purposes,

857 If it becomes necessary to close an account due to non-cooperation of the customer In providing
documents/information required by lawiregulatory authority or any other reason whatsoever, the branch must
be vigilant to do so. For example, decision to close an account should be taken at a reasonably high level
after giving due nafice o the customer explaining the reasons for such a decision.

8.58 It should be kept in mind that, the customer acceptance policy may require the most basic account opening
requirements for a warking individual with a small account balance. However, it is impartant that the policy is
not so restrictive that it results in a denial of access by the genaral public to Banking services, aspacially for
pecple who are financially or socially disadvaniaged. Simplified Due Diligence should be done for low risk
accounts fike Student Accounts, Fammer's Accounts and other No-Frill*® accounts %

858  On the other hand, quite extensive due diligence would be essential for an individual with & high net worth
whose source of funds is unclear. In dealing with such the customers that are likely 1o pose a higher nisk to
the Bank, factors such as customers' background, country of origin, putlic or high profile position, linked
accounis, business activities or other nsk indicators should be considerad

' Bot - Angeig KA of of BFIL Crouiar No 13 dated 17-09-2017 of Borgiadezh Finarcial Intaligence Urit {8FIL)
13 z X £

Fel.: Anexure KA of al BF I Cooutar No.- 13 datad 17-09-2017 of Banglndesh Finarsial Inbeliganes Unit (BFIL)
i
_4 Rel Paa 3.3.3 of BFIU Crrcutar Meo-18 daten 17052017 of Bangladesh Financial Imelligence Urit |3FIL)

3 . .
“No Frills™ account iz a basic barkong account Such accoand tequines aithar ril masmyum balance or vory low minimum balance: Charges epplicable 1o such aceounts
arg low, Sorvices avallable 1o such Reoount are lirved

3 1, e
Bal, Sectan 34.Ga of BFIL Cirgutar Moo 18 dated 17002017 of Bangiagesh Financial Intelligente Lnd
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Chapter: 9

CUSTOMER IDENTIFICATION

What Constitutes a Person's |dentity

Collection and verification of the comect and full identification infarmation of customers is an essential
element for combating money lsundering and terrorist financing and for keeping the financial sector free from
risks

|dentity generally means a set of attributes which unigualy define a natural or legal person. There are two
main constituents of a person's identity, remembering that a person may be any cne of a range of legal
persons (an individual, body corporate, partnership, stc.). For the purposes of this policy, the two elements
are:;

= the physical identity {e.g. name. date of birth, TIN/National ID/Passport/Birth Registration Certificate,
etc.}) and

s lhe activity undertaken
Individual Customers

Information Required: "Personal Information Form® as issued by BFIU as a part of Uniform Account
Cpening Form shall be obiained from all individual applicants for opening accounts or ather relationships and
should be independently verified by the branch itself. However, at least following information should be
obtained from all individual applicants for opening accounts or other refationships.

True name andlor names used;

Parants’ namas;

Passport/NID/Smart ID/Birth Certificate;

Current and permanent address;

Details of occupation/employment and sources of wealth or income,
TIN Number {if any);

Telephone Number, atc.

Photo Identification: Identification documents, either originals or certified copies, should be pre-signed and
bear a photograph of the applicant, e.g.

Photograph of the Customer (to be collected compulsonly);

m  Photograph of the Guardian (if the Customer is a Minor);
= Photograph of the Nominee,;
= At least any one of the followings -

Smart ID/Nalicnal IDMNeoter |D Card,
- Current valid Passport,
- Birth Registration Certificate

In case of Birth Registration Certificate, additionally, obtain acceptable photo 0. If phote 1D not available
then collect identification paper afong with photo attested by important persons of the society such as
Member of Parliament, Mayor/Deputy Mayor/Counselor of City Corporation, First Class Gezetled Officer,
Teacher of public University, Chairman/Vice Chairman of Upazilla Council, Chairman of Union Council,
Mayor/Counselar of Municipal Corporation, Principal of Private College, Head Master of Public & Private
Schoal, Editor of National News Paper, Notary Public and First Class Officer of the Semi-Govermment,
Autonomous, Government Organization and Public Commercial Bank

m Trade License (if profession has been mentioned as Business).

Proof of Address: One or more of the following steps are recommended to verify addressicontact paint:

m  National I/ Smart 1D-if address matches with the address declared in the Account Opening Form;

= Utility Bill (Gas/Electricity\Water etz.);

»  Talephone Bill 7 S
m House Rent/Lease Agresment, g-'lﬁ ""“ﬁ'h:s:a?';-{‘u ltir":"ll

L\ Launer
\lt? '-“,".'\l'-:""dn Q,
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m  Proof of personal homeloffice visit by the Relationship Manager,
» Checking the receipt copy of Welcome Letter/Thanks Letter sent o the customer's address.

Proof of address must match with any of the addresses {i.e., residence address, permanent address or office
address) mentioned in the Account Opening Form. The information obtained should demonstrate that a
person of the mentioned name exists at the address given, and that the applicant is the persen.

924 Joint Accounts: For Joint accounts, all parties must provide respective proof of documents. However, in
following instances, husband's or father's proof of identity and residence would suffice:

m  When wife s a housewife opening account with husband; and
= When dependent sonfdaughter opening account with father,

925  Documents without Photographs: Branches should be cautious in accepting documents which do not bear
phetographs or signatures, because such documents are easy 1o obtain and easy to forge,

926  Updating Changes in KYC: To ensure that records remain up-to-date and relevant, branches should
undertake regular reviews of existing records. If a branch becomes aware at any time that it lacks sufficient
information aboul an existing customer or there is a subsequent change 1o the customer's nama, address or
employment details, it should take steps to ensure that all relevant information is obtained and/or updated as
guickly as possible.

9.3 Individual Customers- Non-Resident Bangladeshis and Fareigners

9.31 KYC requirement for individual customers as described above will also be applicable for non-resident
Bangladeshi nationals and foreign nafionals. However, the following additional documents should also be
obtained;

932  Additional Documents for Non-Resident Bangladeshi Nationals:

= Valid work permitiemployment agreement. For self-employed persons, declaration duly attested by
Bangiadesh Embassy/High Commission/Censulate In that country. For mariners — copy of Continuous
Discharge Certificate (CDC);

m Residence permit.

833  Additional Documents for Resident Foreign Nationals.

m  Vald visa and work permit;

m Permission under 18-A from Bangiadesh Bank (not reguired for employees of Banks and local
companies);

= Form OA-22 signed in duplicate by all signatories.

334  Additional Documents for Non-Resident Foreign Nationals:

m  Income cerificate duly attested by the appropriate authority.

9.4 Sole Proprietorship

§9.4.1 Information Reguired: Same as mentionad in Chapter 8.2.1 for Indnvidual Customers

842  Photo ldentification: Same as mentioned in Chapter 8.2.2 for Individual Customers.
943 Proof of Address: Same as mentioned in Chapter 9.2.3 for Individual Customers.
444  Additional Documents: However, the following additional documents should also be oblained

m  Pholographis) of all signatories;
m  Trade License (valid up-to-date copy):
9.5 Partnership Concerns

851 Information Required: Information as mentioned in Chapter 8.2.1 should be coliecied from ail Pariners,
8.52  Photo Identification: Photo ID of all Partners as mentioned in Chapter 9.2.2 should be collectad.

9.5.3 Proof of Address: Procf of address for ail Pariners as mentioned in Chapier 9.2.3 should be verified
8954  Additional Documents: However, the following addittonal documents should also be oblained:

Photograph(s) of all signatones;
Trade License {valid ug-to-date copy);
Certified true copy of partnership deed of the partnership concern {if registered),

g
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Notarized copy of the parinership deed of the partnership concern (if unregisteredy;
Certificate of Registration of the partnership concern;

Pariners' letter of authority for opening the account and authorization for its operation duly certified by
the Managing Partner,

List of pariners with their addresses (as per Specimen given in Annexure EJ;

Where a third party is authorized 1o operate a partnership account, a Mandale Form must be signed by
all the partners and the signature of the third parly should be attested thareon;

m Copy of the lates! report and account (audited where applicable);

m An explanation of the nafure of the business or parinership should also be ascerained (but not
necessarily verified from a partnership deed) to ensure that it has a legilimate purpose.

8.6 Limited Liability Company Incorporated in Bangladesh

9.6.1 Before Opening an Account; Before a business refationship is estabiished, branches should ensure that
the apglicant campany is not in the progess of being dissolved, struck off, wound-up or terminatec.

962 Deocumentary Requirements: The following documents should normally be oblained from companies.
m  Pholographis) of all signatories;
s Trade License (valid up-to-date copy);
w  Cedified true copies of the Memorandum and Articles of Association or By-Laws of the company,
| |
| |

Cerified true copy of Certificate of Incorporation,
Certified true copy of Ceriificate of Commeancement of Business;

s Extract of Resolution of the BoardiGeneral Meeting of the company for opening the account and
autharization for its operation duly certified by the Chairman/Managing Director of the company clearly
mentianing the operating instruction;

m  ListRegister of directors;

An explanation of the nature of the applicants business, fhe reason for the relafionship being
gstablished, an indication of the expected turnover, the scurce of funds and a copy of the last available
financial stalement where appropriata.

963  Information Required, Photo ldentification and Proof of Address of Individual Persons: Information as
mentioned in Chapter 9.2.1, Photo 1D a5 mentioned in Chapter 9.2.2 and Proof of address as mentioned in
Chapter 9.2.3 must also be collected for the following persons (i.e. individuals or legal entities):

Al of the diractors who will be responsible for the operation of the accountiransaction,
All the authorized signatories for the accountiransaction

All holders of powers of attorney to operate the accountitransaction,

The beneficial owner(s) of the company,

The major ‘shargholders holding controlinglownership interest (e 20%) or more shares in the
COmpany.

Exception: A letter issusd by 2 corporate customer as per Specsmean given In Annexure F is acceptable in
lieu of Phote Identification Documents of their sharenolders, directors angd authenzed signatories.

964 Changes in Authorized Sigpatories: When authorized signatories change, idenities of all current
signatories should be verified

9.7 Limited Liability Company Incorporated outside Bangladesh

971 KYC requirement for Limied Liability Company Incorporated in Bangladash will also be applicable for Limitad
Liability Company incorporated outside Bangladash,

9.7.2 Additional Documents: Howsver, the following additional documents should also be obiained,
Permission from Ministry of Indusiries;

Permission under 18-B {Instead of 18-4) from Bangladesh Bank;
Ceriificate of Listing/Filing with Registrar of Joint Stock Companies;
Form QA-22 signed in duplicate by all signalories.
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9.8 Govt. Office (Ministries & Departments), State Owned Organization, Semi-Govt. or Autonomous
Organization, Projects of different Ministries

9.8.1 Information Required; Infarmation as mantioned in Chapter 8.2.1 should be collected from al - signatones.
982  Photo ldentification: Photo ID of all signataries as mentioned in Chapter 8.2.2 should be collected.

983  Proof of Address: Proof of address for all signatories as mentioned in Chapter 8.2.3 should be verified.
984  Additional Documents: However, the following additional documents should also be obtained:

m  Pholographis} of signalonias;
m  Approval letter from appropriate authority,

8.9 Non-Governmeant Organization (NGO)Unincorporated Associations

8491 Information Regquired; Information as mentioned in Chapter 9.2.1 should be collected from alt signatones.

992  Photo Identification: Photo ID of all signatories as mentioned in Chapter 8.2.2 should be collected.
983  Proof of Address: Proof of address for all signatorios as mentioned in Chapter 8.2.3 should be verified.
984  Additional Documents: However, the foliowing additional documents should also be obtained:
Photographis) of signatories;

Certified true copy of the Constitution/By-laws/Rules of Charter;

Cerfificate of Registration from NGO Bureau,

List of members of the Governing Body/Executive Committee with their addresses;

Extract of resolution of the Goveming Body/Executive Commitiee for opening the account and
authorization for its operation or Power of Attorney;

m  Form QA-22 signed in duplicate by all signatories (foreign entity),
910  Association/Club/Charity(Trust/Society/School/College/Madrasha
§.10.1  Information Required: Information as mentioned in Chapter §.2.1 should be collected from all signatones.

9102 Photo Identification: Photo 1D of all signatones as mentioned in Chapter 3.2.2 should be collectad
9103  Proof of Address: Proof of address for all signatories as mentioned in Chapter 9.2.3 should be verified.
8104  Additional Documents: However, the following additional documents should alse be oblained:
Photographis) of sianatories,

Certified true copy of the ConstitutionBy-laws/Trust DeedMemaorandum and Article of Association;
Trust Deed and Rules (for Trusts),

Certificate of Registration/Recognition;

List of members of the Governing Body/Executive Committee with their addresses;

Extract of resolution of the Govemning Body/Execulive Commiltee for opening the account and
authorization for ils operation duly cerified by the chairman/secretary of the association/clubl
charity/trusi/society/schoclicollege elc.;

5105 KYC Documentation - Details of KYC documents required for any Account Opening are provided in
Annaxure - P

9.1 Unigue ldentification Code for Customer

9111 Bank shall use unigue identification code for their customer who maintaining more than one account or
availing more than one facility, Such unigue identificalion system could faclitate Bank to aveid redundancy,
and saves time and resources. This mechanism also enables Bank fto monitor customier fransacy
effectively,
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9.12 Walk-in*'|One-offlFloating Customers

8121 Bank shall collect complete and correct information while serving Walk-in customer, |.e. a cuslomer meﬂu:
having account. While issuing DD/PO or serving for TT/MT Bank should collect the following information of
both applicant/sender and peneficiaryireceiver of the fund:

# True Name;

= Detall agdress of the parson;

~ Profession:

~ Bank Account Number (if any)

7 Reason of Transaction;

» Source of Funds;

» Passport!MID/Birth Reqistration Certificate (In case of BRC, 1D card with phota);
7  Phonel Mobile Number eic.

9122 Incase of Walk-in Customer transacting BDT 50,000 or below, Bank shall perform Simplified Customer Due
Diligence and collect Wame, Address and Phone Number of both applicant'sender and beneficiary/receiver of
the fund.

9123 In case of Walkin Customer transacting above BDT 50,000 and below BOT 500,000 shall perform
Simglified Customer Due Diligence and collect Photo 1D (PID) along with Name. Address and Phone Number
of both applicant/sender and beneficiaryireceiver

G124  Complete COD shall be performed far Walk-in Customers transacting amount of BDT 5, 00,000 or more as
Oeceasional Transaction®?

8125 At the request of account holder for issuing DD/PO or serving for TT/MT, Bank shall coliect complete and
correct information of receiver of fund as mentioned in Chapter 9.12.1 including source of fund and reason
for fund transfer,

9.13 Online Transactions by Non-Accountholders

8131  Online transactions in any account by any person ofher than the actountholder should be allowed only after
gnsuring proper KYC as mentioned in Chapter 9.12.1 including source of fund of that non-accountholder
{Annexure D).

9.14 Positive Pay Instruction

9141  As perinstruction of Bangladesh Bank, Bank must collect and preserve "Posilive Pay Instruction” from the
customer for -

=~ cheque payment of Taka One Lac and above in case of all Corporate and Proprietorship crganization,
and

# cheque payment of Taka Five Lac and abave in case of Individual Account
9.15 Transaction Profile (TP)

9.151  Transaction Profile (TP) is an important document for monitoring fransactions and recognizing suspicious
transaclions. Accordingly, Bank shall collect the declaration of customer (Transaction Profile or TP) about ine
transaction of customer account in the specified form (Annexure A). The following steps and paints should be
noted while prepanng transaction profiles:

m Take interview with the customer and request him'her to fill in the Transaction Profile Form as
recommended by BFIU (Annexure A). The main features of the Form for both deposil and withdraw
would be:

- Marious types of fransactions
Mo, of transactions (monthiy)
Maximum size (per fransaction)

= Total valug {monthly}

3 ‘Walk-n customar rafens wha s netan seometl holoer of the Bank

i Bl Beclion 34 K3 of BFW Circular Ne-19 galed 17-08-20H7 of Banglasesh Financial Inlelligence: Uril (BFIL)

it Hel: Bection 3.4 ¥ha af BFIU Cicutar Ne-19 datee 17-00-2007 4f Bargladesh Finircisl Intetigence Unit{BFIL),
= Bl Seclion 3.31 Kha ol BFIU Cirouar Np.-19 dated 17-09-2097 of Bangladesn Financial infetfigance Linit (BFR)
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s Before fill in, it has to be ensured by the Branch Officials that the customer's understanding s sufficient
1o fill the required cells of Transaction Profile.

m Al relevant fields of the TP must be filled-up properly and signed by all signatories

m  Branch Officials shall assist the customer to fill-up the TP if any complexity arises.

m  Branch Officials must ensure that the amount of transaction dectared in the TP commensurate with the
nature of businessisource of fund (i, & duly justified) described in the ADF of the customer.

8152  After reviewing the nature of the customer, the source of money in the account and the nature of transaction,
Bank should decide the fimit of the transaction profile upon verifying the accuracy of the given limits by the
customer after & months of establishing business relation, If the actual fransaction limit increases unusually
compare o the declared transaction fimit by the customer, Bank shall rectify the estimated limit upon
discussing with the customer and if suspicious shall report STRISAR, if necessary*!

9.186 Non-Fage-to-Face Customers

9161 Banks are increasingly asked o open accounts on behalf of customers who do not present themselves for
personal interview. This has always been a frequent event in the case of non-resident customers, but it has
increased significantly with the recent expansion of postal, ielephone, mobile, infernel and electronic
Banking.

9162 Bank shal assess money laundering and terrorst financing risks while providing service to non-face to face
customers and shall develop the policy and technigues to mitigate the risks, as well as will review that time to
time. ‘Non face to face customer refers to “the customer who opens and operates his account by agent of
the Bank or by his own professional regreseniative withaut having physical presence at the Bank branch™?

9163 A typical example of 2 non-face-to-face customer is one who wishes to conduct electrenic Banking via the
Internet or similar technology, Electronic Banking currently incorporates & wide array of products and
services delivered over telecommunications networks. The imparsonal and borderless nature of electranic
Banking combined with the speed of the transaction inevitably creates difficulty in customer identification and
verification

9164 Even though the same documentation can be provided by face-to-face and non face-lo-face customers,
there is a greater difficulty in matching the customer with the documentation in the case of non-face-to-face
customers. With telephone and electronic Banking, the verfication problem is made even mare gifficult,

9.16.5  While providing modem technology-based service to non-face-to-face customers, we need o assess money
laundering and terroris! financing risks under Money Laundering Prevention Acts, and adopt policies and
procedures to mitigale those risks.

9.16.6  Prior designing non-face-lo-face customer services/products, various risks posed by emerging lechnologles
should be assess propery and customer identification procedures should be designed with due regard to
such risks. In accepling business from non-face-to-face customers:

s Equally effective customer identification procedures and on-going manitaring standards shall also be
applied for non-face-lo-face customers as for those avallable for interview (face-to-face customers), and

= there must be specific and adequate measures 1o mitigate the higher risk.

9167  The followings are a few examples of measures to mitigate risks:

s cerification of documents presented;

s requisition of additional documents to complemant those which are required for face-to-face customers;

= independent verification by a repulable third party,

m third parly introduction, e:.g. by an introducer subject to exercising the necessary due diligence in
accordance with the standards set out in this Policy; or

m  requiring the first payment to be carried out through an account In the customer's name with another

Bank subject to simitar cusiomer due diligence standards.
8.17 Eixed Deposit Receipts and Special Schemes

8171 Customers whe are already maintaining transaction accounts (savings, current efc.) with the Bank will be
allowed to place fixed deposit or ogen special schemes with the Bank, For these cusiomers, KYC Forms
(Annexure B or Annexure C whichever applicable) already aftached with the cnginal Account Ogening F
will suffice.

1 AR . 1=
{Haf. Secton 1.5.3 of BFIU Carutar Ko, 18 dated 17-08-2017 o Bangladest Fnangal Infeligence Und [ '-L,I f aund aTined ‘l &

L :x'";'r'l';-"ﬂ f-l:l‘.. |
- /' kr"

&2
7 Bal, Sectan 3,130l BRI Circul No. 15 datad 17-08:2017 of Bamgiadesh Fnarcsal Intelbgenca Linit
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9172  Customers who are not maintaining any transaction accounts with the Bank, if they are allowed to place fixed
deposits or open special schemes with the Bank, then KYC Form in Annexure E or Annaxure C (whichever
applicable} should be filled in.

918 Powers of Attorney/Mandates to Operate Accounts

9181  The authority to deal with assets under a Power of Attorney constitutes a business relationship and therefore,
where appropriate, it may be advisable to establish the identities of hoiders of powers of attorney, the granior
of the power of attorney and third party mandates.

918 Provisions of Safe Custody and Safe Deposit Boxes

8191 Where facilities to hold boxes, parcels and sealed envelopes in safe custody are made available, it is
expecied that branches will follow the identification procedures set out in this policy. In addition, such
facilities shouid only be made availatble to account holders,

920  Introduction of New Service & Technologies (Credit/Debit Cards/Gift Cards etc.]

9201  Aporopriate KYC procedures shall be duly applied to customers using new technology driven products.
Special attention to any money laundering threats that may arise from new or developing technclogies
including internet Banking that might favor ancnymity shall be paid and if needed, necessary measures shall
be taken fo prevent their use in maney laundering schemes.

8202 Bankis engaged in the business of issuing 2 variely of Electronic Cards that are used by customers for
buying goods and services, drawing cash from ATMs, and can be used for electronic transfer of funds. Full
compliance with all KYC/AMUICFT guidelings issued from time to time, in respect of add-on/supplementary
cardhoiders also shall be ensured.

9203 Any kind of Pre-Paid Card (Gift Card, Haj Card, Remitiance Cards efc.) shall be given fo customers on
submission of a respective Form duly filled and signed by the customer. KYC verification shall be done for
Cards on the basis of the form submitted by the customer as per the KYC & AML policy of the Bank.
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Chapter : 10

OBTAINING INTRODUCTION

10.1 Introduction of an Account

10.1.1  The Bank generally insists an “introduction” by a known person. Infroduction _is a process of ascertain_ing tha
dentity of a person and his aceeptability for establishing business relationship and verifying the true identity
of the intending customer before opening an account.

10.2 Liabilities of the Introducer

1021  Introduction should not be trealed as a guaranies by the infroducer of the account holder's transaction with
the Bank. It will be expected that the introducer 5 In a position 1o identifyftrace the account holder in case of
need. Therefore, the customers will be advised that they should not intreduce any account unless they know
the prospective account halder well,

10.3 Who can be an Intreducer

1031 The following persens can intreduce an account:

m  Any employee of The Premier Bank Lid. will be allowed to introduce an applicant provided thal they
nave sufficient knowledge of the person introduced.

= Any other account holder who maintaing an account with The Premier Bank Ltd may inlroduce an
applicant.

= For non-resident/Foreign Currency accounts, infroduction and authentication/verification of signatures
will be made by a BankBangladesh EmbassyHigh Commission/Consulatel Notary Public/persons
known to the branch,

104 Procedure for Introduction

1041  The intreducer will introduce the applicant & atiest pnotographs of the applicant,

104.2  The introducer will be required to sign in the place "introduced by" of the account opening form, The
signature should tally with his specimen signature recorded with the Bank. He will be required to mention the
followings:

#  Name,

Account Number,
Branch Name;

Relation with Custamer;
¥ Signature with dale,

b .

¥

10.4.3  The introducer will be normally reguired to visit the branch for introducing the account, However, this nesd
not be obligatory,
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Chapter ; 11

VERIFICATION OF GENUINENESS OF DOCUMENTS

114 Verification of ldentity

1111 Clause 25(1)(Ka) of the Money Laundenng Prevention Acts, requires us to retain correct and full infermation
used to identify customers duning their account refationships,

1112 Clause 25{1)(Kha) of the Acts requires us to retain transaction related records for at least 5 (Five) years after
termination of relaticnships with the customers.

1113 Unless satisfactory evidence of the identity of potential customers is cbiained in good time, the business
relationship must not proceed.

11.2 Verification of Genuineness of Address

1121 In all instances of opening of new accounts a welcome letter (also known as Thanks Letter) will be sent by
the Branch through registered post at the recorded addresses to the customers with dual purpase, thanking
them for opening the account with the Bank and for venfication of genuineness of address furnished by the
account helder. Undelivered envelopes in this regard will be followed up closely al per procedures mentioned
in Brancn Operations guidelines.

11.22  The Branch may also contact the customer at the telephone number provided in the account opening form or
other documents to verify the address and other details.

1.3 Verification of National Identity Card [NIDY/ Smart ID

11.3.1  Branch General Banking Officer or In-Charges or BAMLCO of the Branch shall conduct front-end screening
with the Mational Election Commission Portal before opening an account so as to ensure that the NIDISmart
Card Is genuine as per Mational Election Commission Record and preserve the same with the respective
account opening form.

11.4 Timing and Duration of Verification

1141 The best time to undertake verification is prior o entry into the account retationship. Verification of identity
should, a5 soon ag is reascnrably practicable, be completed before any transaclion is completed.

1142 However, it it is necessary for sound business reasons o opan an account or carry out a significant one-off
transaction before verification can be completed, this should be subject to stringent control, which should
ensure thal any fund received are not passed 1o third party, Allematively. a senior mamber of staff may give
appropriate authority.

1143 This authority should not be delegated, and should only be done in exceplional circumstances. Any such
decision should be recorded in writing,

1144 Verification, once begun, should narmally be pursued either to a satisfactory conclusion or to the point of
refusal. if a prospective custormer does not pursug an application, staff may (or may not) consider that this is
in itself suspicious.
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Chapter : 12

Customer Due Diligence (CDD) & Enhanced Due Diligence (EDD

121 Legal Obligations of Customer Due Diligence (COD)

1211  The Bank shall have to maintain complete and correct information with regard 1o the idenlity of its customers
during the operation of their accounts and provide with the information maintained under the clause to
Bangladesh Bank

1212 Customer Due Diligence (CDO) combines the Know Your Customer (KYC) procedure, Transaction
Monitoring based on the information and data or documents collected from reliable and independent sources

1213 The CDD obligations on Banks under legislation and regulation are designed o make it more difficult 1o
abuse the Banking industry for money laundering or terronst financing. The CDD obligations compel Banks
to understand who their customers are to guard against the risk of committing offences under MLF Acts
including ‘Predicate Offences’ and the relevant offences under AT Acts. Therefore, Banks should be able 1o
demonstrate to their supervisory authority to put In place, implement adequate CDD measures considering
the nisks of money laundening and teranst financing. Such risk sensitive COD measures should be based on-

#  Type of customers;

# Business relationship with the customer;
= Type of Banking products; and

#  Transaction camed out by the customer,

122  Customer Due Diligence (CDD)

1221 To protect our Bank from the nsks of money laundenng orfand terrorist financing by the willful or unwilling
activities of the customers, Customer Due Diligence (COD)* must be conducted at different stages such as:

while establishing refationship with the customer
while conducting financial transaction with the existing customer.
while suspecting that any transaction is related to money laundering or terrorist financing,

while there is reasonable ground to suspect aboul the adequacy or veracily of previously obtained
customer identification data.

1222  For the purpose of ascerfaining the customer's idenfity and underlying purpose of establishing relationship
with the Bank. fhe branch shall collect adequate information up to its satisfaction®

Explanation; “Satisfaction” means satisfaction of the appropriate authority that necessary due diligence has
been conducted considering the risks of the customers in the light of existing directions.

12.23  Power of Attorney or Mandate: If a person operates an account on benalf of the customer, the concerned
branch must safisfy itself that the person has due authorizalion to operate the same. Comect and complete
information of the persen, operating the account, are to be collecled.

1224  Trustee and Professional Intermediaries®: Legai status and accuracy of information of the aperators are
to be ascertained in case of the accounis operaled by Fustee and professional intermediaries (such as
lawyersiiaw firm, chartered accountants, etc.)

1225 Non-Cooperating Countries and Territories (NCCT}H*: While establishing and maintaining business
relationship and conducting transaction with a person (including legal representative, financial instifution or
any ofher institution) of the countries and teritories that do nol meet intemational standard in combating
money laundering (such as the countries and teritories enlisted in Financlal Action Task Force's Mon-
Cooperating Countries and Temitones list) enhanced due diligence shall have to be ensured

1226 Beneficlal Owners of an Account!”. The identity of the beneficial owner(s} of an account shall have to be
canfirmed on the bass of the information obtained from relizble sources up o the satisfaction of the branch;

.. Complete and correct information of identity of the persons besides the customer, shall have to be

o fial: Sectar 3.3 af 8FIL Cincular Mo 15 dated 17.09-2017 of Bangiadesn Financil Inelfigence Uit {BFIL)
# fRaf; Secvon 3.3.2 of BAIU Cecurar Ne- 13 dated 17-08-2017 af Bangladesh Firancial Inleligerce Linit {BFiL)
g Raf- Sectan 3.2.4 of BFILU Chrowar ba - 19 gated 17-08-2017 al Bangladesh Firancial inleligencs Linil (BFIU)
* .- Sectors 1122 of BFIJ Circular No - 15 dated ¥7-08-2047 of Banglagesh Finangal Insalligence Urit (BFIL)
2! i Sectan 1.3.3 of BFIU Crowar Ma- 19 datea 1708-2017 al Bangladesh Firancial intedligence Unil (BFIL)
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collected and preserved if a customer operate an account on behalf of another person in hisiher own
name,

ii. The controller or the owner of the customer shall have to be identified

iil. Complete and corect informatian of identity of the beneficial owners (as per the drel'rniﬁr:m of BFIU
Circular No. 19} shall have to be collected and preserved. For the purpose of this subsection a person
will be treated as a beneficial owner if;

= sihe has controliing share of a company orfand
#  slhe holds controllinglownership interest to that company,

iv, In case of carrying out the instruction mentioned above in ii-il, if no Natural Person is found, compiete &
accurate information of the Managing Director should be taken and preserved

12.3 In case where conducting the CDD Measure is not possible

1231 If conducting the CDD measure becomes impossible because of the non-cooperating behavior of the
customer or if the collected information seemed to be unreliable, that is, Bank could not collect satisfactory
information on customer identification and coulg not verify that, Bank should take the following measures:

»  must ol carry out 3 transaction with or for the customer through a Bank account;

» must not establish a business relationship or carry out an occasional transaction with the cusiomer,
= must terminate any existing business relationshio with the customer,

¥ must consider whether it ought to be making 2 report 1o the BFIU through an STR.

12.4 Ongoing C i Update the KYC

1241  Bank shall take necessary measures to review and update the KYC of the customer after a certain interval.
This procedure shall have o be conducted in every five years in case of low risk customers. Furthermore
this procedure shall have to be conducied every year in case of high risk customers. But. Bank shall
update the changes* in any information on the KYC as soon as Bank gets to be informed. Moreover, Bank
should update KYC information anytime if there is any particular necessity realized. Depending on the
updated information, the risks associated with these accounts shall have o be assessed again without any
delay®®, Bank should take more precautions for the customers receiving Privileged Banking Service by
them.®

124.2  Any subsequent change to the cusiomer's name, address, or employment details of which the financial
institution becomes aware should be racorded as part of the COD process. Generally this would be
undertaken as part of good business practice and due diligence but also serves for prevention of money
laundering and terronist financing.

125 Enhanced CDD Measuras

12.5.1  Bank shall conduct Enhanced CODD measures, when necessary, in addition to normal COD measures. Bank
shall conduct Enhanced Due Diligence (ECD) under the following circumstances:

¥ Individuals or legal entities scored with high risk;

# Individuals who are dentified as politcally exposed persons (peps), nfluential persons (if considered
High Risk) and chief executives or top level officials of any international organzation (if considered High
Risk);

» Transactions identified as unusual in regards lo its pattern, volurme and complexity which have no
apparent economic or lawful purposes,

» While establishing and maintaining business relationship and conducting fransaction with a person
{including legal regresentative, financial institution or any other institution) of the countries and terrtories
that do not meet intemational standard in combating money laundering and lerrorism financing {such as
the countries and territories enfisted as High —Risk and Mon- Cooperative Jurisdictions in the Financial
Action Task Force's Public Statement)

& ’
Cnanges refer i change in customer's pralesdion! nature al Business, change it awneship, chirgi = IFGNSACHON pamarm. madia repar &g
&) Tl
X Ral,: Gechon 3.54 of BFIU Circular No.-19 dated 17-08-2017 af Banguoesh Financial nigligence Unit (BFIU)
Ay it
Bal: Secton 3.12 of BFIU Citcular Mo 19 dated 17-0%-2037 o Bangiadest Fnancial Infeligence Ur [BFIU)
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1252 Enhanced COD Measures Includes:

> Obtaining additional information on the customer {occupation, velume of assels, information available
through public databases, Internet, etc.) and updating more regularly the identification data of customer
and beneficial owner,

# (Obtaining additional information on the intended nature of the business relaticnship.
» Obtaining information an the source of funds or source of wealih of the customer
Obtaining information on the reasons for intended or performed transactions.

# Obtaining the approval of CAMLCO to commence or continue the business relalionship when
applicabls.

Conducting regular monitoring of the business relationship, by Increasing the number and timing of
controls applied and selecting patterns of fransactions that need further examination

» Making aware the concemmed Bank officials about the risk level of the customer,
126 Politically Exposed Persons (PEPs)

1261 Bank shall assess and determine their all clients whether they are PEP's or Influential Persons (if
considered High Risk} or Chief Executives or Top Level Officials of any International Organization and
their Linked Entities (if considerad High Risk) or their Close Family Members and Close Associates.
These customers pose a higher risk of money laundaring, bribery, corruplion and reputational risk to e
Bank due to their current or former position of political power or influence, which makes them more
yulnerable to corruption. Relationships with these customers may Increase the risk to the Bank dug 1o the
possibility of that individuals holding such positions may misuse their power and influence for personal gain
or advantage or for the personal gain or advantage of their Close Family Members and Close Associates,
The person’s status (PEP's, Influential Persons and chief executives or top level officials of any international
organization) itself does not inciminate individuals or entities. It does. however, put a prospective or existing
Client info a higher risk categaory.

128.2 Politically Exposed Persons (PEPs) refer 1o individuals who are or have been entrusted with prominent
public functions in a foreign country, for example Heads of State or of government, senior politicians. senior
government, Judicial or military officials, senicr executives of state owned corporations, impertant political
party officialz. The following individuals of other foreign countries must always be classed as FEPS,

W

heads and deputy heads of state or government,
senior members of ruling party;

ministers, deputy ministers and assistant ministers;
members of parllament and/or national legislaturas,

® 8 0 g

members of the governing bodies of major political parties;

. members of supreme courts, constitutional courts or other high-level judicial bodies whose
decisions are not subject 1o further appeal, excepl in exceptional circumstances,

g. heads of the armed forces, other high ranking members of the armed forces and heads of the
inteliigance services,

n.  neads of state-ownad enterprises,
127 Influential Persons (IPs)5

1271 Definition of Influential Persons refers o, ‘Individuals who are or have been enfrusted with prominant
public functions, for example Heads of Siate or of government, senior polilicians, senior government, judicial
or military officials, senior executives of siate owned corporations, important political party officials.” The
following ingividuals must always be classed as Influental persons:

a. heads and depuly heads of state or govemment;
senior members of ruling party,
ministers, siate ministers and deputy ministers,

b

G

d. members of parhament and/or national legisiaturas;

e, members of the governing bodies of major peliical parties;
f

Secretary, Additionai secretary, joint secretary in the ministries;

A Raf.: Sechon 3.9 of BFA Cucular Mo, - 18 dates 17052017 of Bangiadesh Financial infalligance: Unk (851U
5 Raf. Sectian 3.0 of B Circular Ne 19 dnted 17-060301 7 of Hangladesh Financial infaligancs Ui (8FILY.
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g. Judges of supreme courts, constitutional courts or ather high-level judicial bodies whose decisions are
not subject to further appeal, except in exceptional circumstances,

h. governors, deputy governcrs, sxaculive directors and general managers of central Bank,

i, heads of the armed forces, other high ranking members of the armed forces and heads of the
intelligence services;

|- heads of state-owned enlerprises,

k. members of the governing bodies of local political parties;

|, ambassadors, chargés d'affaires or other senior diplomats;

m. cily mayors or heads of municipaliies who exercise genuing political or economic power,
n.  board members of state-owned enterprises of national political or ecunomic importance.

12.8 Chief Executive of any International Organization or any Top Level Official®

1281  Chief executive of any international organization or any top level official refers to, "Perscns who are or
have been entrusted with a prominent function by an intemational organization refers to members cf senior
management, i.e, directors, deputy directors and members of the boards or equivalent functions.” The heads
of infernational arganizations and agencies thal exercise genuine political or economic influence (e.g. the
United Mations, the International Monetary Fund, the Worid Bank, the World Trade Crganization, the
International Labor Organization) must always be classed as this category.

129 Family Members and close Associates of PEPs, |Ps & Chief Executives or Top Level Officials of
International Organization

1281  Family Members and close Associates of PEPs, IPs & Chief Executives or Top Level Officials of
International Organization refers to, “close family members and close associates of above categories
(Chapter 12.6-12.8) will also be classified as the same category”, Close Family Members include:

a. Ine PEP'sinfiuential personsichief executiv of any international organization or any top level official’s
spouse (or any person considered as squivalent ta the spouse),

b, the PEPs/influential personsichief executive of any international arganization or any lop tevel official's
children and their spouses (or persons considered as eguivalent to the spouses), and

the PEP's/influential personsichief executive of any international organization or any top level official’s
parants;

[

1282  There may be exceplional circumsiances where the indwidual should not be classfied as & Close Family
Member of the PEP/Influential Ferson/Chief executive of any international organization or any fop level
official, such as estrangement, divorce etc. In such cases, the circumstances must be thoroughly
investigated, examined and caution exarcised.

1283  In addition, where other family members such as the siblings. cousing. relatives by marmage of the PEP
Influential Person/Chief executive of any intemational organization or any lop level offivial are deemed, by
virtug of the nature of the refationship, to have a close refationship with the PEP! Infiuential Person/Chief
executive of any international organization or any top level official, they should also be classified as same
category.

12894 A Close Asscciate of a PEP/Influential Persan/Chief executive of any internationat organization or any top
leval official includes:

g an individual who is kngwn fo have joinl beneficial ownership or contral of legal entities or legal
arrangements, or any other close business relations with the PEP! Influential Person/Chial executive of
any international organization or any top level official; and

b, anindividual who has sole beneficial ownership or contrel of 2 legal entity or legal arrangement which is
known to have been sel up for the benefit of the PEP! Infiuential Person/Chief executive of any
internaticral arganization or any lop leve! official

1285  In addition, it should include any person publicly or widely known 1o be a close business colleague of the
PEP, including personal advisors, consultants, lawyers, accountants, colleagues or the PEP's fellow
shargholders and any person(s) that could potentially be benefitted significanlly from close business
associations with the PEP

]
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1240 Existing Customers or Beneficial Owners who become PEPs, IPs & Chief Executives or Top Level
Officials of International Organization

12101 Existing Customers or Beneficial Owners who become PEPs, IPs & Chief Executives or Top Level
Officials_of International Organization Later - The above instructions shall equally be applicable to
customers or beneficial owners who become PEPs, IPs & Chief Executives or Top Level Officials of
Intemational Qrganization after business relationship have been established.

1241  Customer Due Diligence (CDD) measures for PEPs, /IPs (if considered High Risk) | Chief Executives
or Tep Level Officials of International Organization (if considered High Risk) and their Close Family
Members & Associates

White idantified that the customer is PEP (IP {if considered High Risk) Chief Executive or Tog Level Official
of International Organization (if considered High Risk) and their Close Family Members & Associates then
Bank shall apply Enhanced COD measures that is set out in Chapter 12.5 of this guidelines. Moreover. they
need to perform the following-

1. Bank have to adopt the Risk Based Approach fo determine whether a customer or the real beneficial
owner of an account is a PEP, (IP ( Chigl Executive or Top Level Dfficial of International Organizaticn
and their Close Family Members & Associales,

2. obtain CAMLCO's approval (where necessary) before estaolishing such business relationship;

{ake reasonable measures to establisn the source of fund of a PEP, /IP | Chief Executive or Top Level
Official of International Organization and their Cluse Family Members & Associates accounts,

4. monitor their transactions in a regular basis; and

5. all provisions of Foreign Exchange Regulation Act, 1947 and issued rules and reguiations by
Bangladesh Bank under this act have 1o be complied accordingly.
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Chapter : 13

Wire Transfer

134 Definition

1311 Wire transfer refers to such financial transactions thal are carried out on behalf of an originalor {person or
institution) through a financial institution by electronic means with a view to making an amount of funds
avallable to a beneficiary person &t a benediciary financial instituton.

1312 Cross-border transfer means any wire transfer whare the originator and the beneficiary Bank or financial
inslitutions are located in different countries. It may include any chain of wire transfers that has at least one
cross-border element.

13.1.3  Domestic wire transfer means any wire transfer where the onginator and receiver are located in the same
country. It may also include & chain of wire transfers that takes place entirely within the borders of a single
couniry even though the system used to affect the wire transfer may be lecated in another country

1314  The Applicant/Qriginator is the account holder, or where thers is no account, the person (nalural or legal)
that places the request with the Bank to perform the wire transfer,

1315 The Beneficiary means any individual or entity (account hotder or non-account holder) who is the ultimate
beneficiary of wire transfer,

1316 Complete refers to combination of all information for verifying the identity of the Applicant or Beneficiary. For
example: name and detail address of the Applicant or Beneficiary, Bank Account Number (if any),
Passport/National Identity Card/Birth Regstration Certificate/acteptable 10 card with photo. phone/ mobile
number ete.

1317 Accurate refers to such compiete Information that has been verified for accuracy of the above (Chapter
13.1.6),

131.8  Meaningful means such type of information as stated above (Chapter 13.1.6) which is apparently correct in
consideration of logical view,

13.2 Cross-Border Wire Transfers

1321  Under general or special consideration in case of threshoid cross-barder wire transfers of USD 1,000 (one
thousand} or above USD or equivalent foreign currency, Bank shall collect and preserve full and accurate
infermation of the originator and send the same fo intermadiary! beneficiary Bank.

13.2.2  For cross-border wire transfers, below the threshold as mentioned above (Chapler 13.2.1), Bank shall collect
and preserve full and meaningful information of the onginatar,

1323  For providing meney of cross-border wire transfers to beneficiary, Bank shall collect and preserve full and
meaningful beneficiary information,

1324  Where several individual cross-border wire transfiers from 2 single originator are bundled in a batch file for
transmission fo beneficianes, the batch file has to contain required and accurate originator information, and
full beneficiary information. In addition, Bank should include the account number of the ariginator,

13.3 Domestic Wire Transfers

1331 In case of threshold domestic wire transfers of at least 25,000/~ (twenty five thousands) BOT, Bank shall
collect and preserve full and accurate information of the originator and send the same to intermediary/
beneficiary Bank/Institution.

13.3.2  For domestic wire fransfers, below the threshold as mentioned above (Chapter 13.3.1), Bank shall coliect
and preserve full and meaningful information of the onginator.

13.3.3  For providing money of domestic wire transfers fo beneficiary, Bank shall collect and preserve full and
meaningful infarmation of beneficiary

1334  Incase of wire transfer by using debit or credit card (except buying goods and services), Bank shall preserve
the similar information as above (Chapter 13.3.1) in the payment related messagedinstructions,

1335 The above mentioned instruction is nol mandatery for wire transfer in favor of Gowvt/Semi Govt./Autonomous
bodies.

13.3.6 InterBank transfers and seftlemenis where both the originator and beneficiary are Banks or fin
insfitutions would be exempted from the above (Chapter 13.3.1 & 13.3.2) requirements,

\
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13.4 Duties of Ordering, Inte iary and Beneficiary Bank in Case of Wire Transfer

1341  PBL {ordering Bank) shall ensure that qualifying wire transfers contain required and accurate information of
originator, and required beneficiary information. These information should preserve minimum 5 {five) years.

1342  For cross-horder and domestic wire transfers, where PBL working as an Intermediary Bank between
ordering Bank and baneficiary Bank, Bank should ensure that all onginator and beneficiary information that
accompanies a wire transfer is retained. A record should be kepl, for at least five years, by the Bank of all the
information recsived from the ordering Bank/financial institubion {or as necessary another intermediary
financial insfitution).

1343 PBL should have effective risk-based policies and procedures for determining reasonable measures 10
identify wire transfers that lack required ariginator information or required beneficiary information such as
execution, rejection. or suspension of that wire transfer and the appropriate follow-ug acton. Such measures
should be consistent with straight-through processing.

1344 As a Beneficiary Bank, PBL should have risk based procedure to identify wire transfers that lack required
originator or required beneficiary information. In case of insufficient originator information, Bank should
collect those information through mutual communication or using any other means. Dunng the payment to
receiveribeneficiary, Bank should collect full and accurate information of receiver/beneficiary and preserve
ihe same for 5 (five} years.

1345  As an Intermediary Bank, PBL should have effective risk-based policies and procedures for determining
reasonable measures to identify wire transfers that lack reguired originator information or reguired
beneficiary information such as execution, rejection, or suspension of thal wire ransfer and the appropriate
follow-up action, Such measures should be consistent with straight-through processing,

13.5 CDD for Beneficial Owners

1351 Bank shall apply CDD obligations for the beneficial owners of the accounts before or during the course of
establishing a business relationship or conducting cceasional fransactions. In doing so, Bank shouid put in
place appropriate measures to identify beneficial owner. PBL, upon its own satisfacton ensure COD of
beneficial cwnership by collecting information and documents from independent and refiable sources that
includes publicly available information, information from customer of information from other reliable sources.
For companies, if no Natural Person(s) is found, Bank shall coliect and preserve complete and accurate
information of the Managing Director,

13.52  Bank shall consider fcllowing aspects while identifying Beneficial Ownership includes:

> Any nalural person operating accounts on behalf of customer;

~ Any person (whether acting alone or together) who has controliing interest or ownershig interest on a
customer who might be legal entity or legal arrangements: Where there is any doubt identifying
controlling interest, the Bank should consider other means to determine controlling interest or awnership
of a legal entity or arrangements. In addition to that Bank should also consider reasonable measures to
verify the identity of the relevant natural persen who hold senior management posiion;

» Any person or enfity who has controlling or ownership interest™ or shareholding within any or legal
entity

= The settier(s), trusies(s), the protector, the beneficiaries or class of beneficiaries, or any other natural
person who exsrcises conrol over he trust,

~ Any person in eguivalent or similar position for trust (as mentioned above) should consider for other
types of legal arrangements. Where, a nalural or lagal persons whe holds controlling interest, listed ona

stock exchange and subjects to disclosure requirements or majority owned subsidianes of such listed
companies may exempted from igentifying or verifying beneficial ownership reguiremants.

136 Reliance on Third Party

1361 Bank could rely on the third parties to perform the COD measures with the prior permission of Bangladesh
Bank which may include:

a identify and verify customer identity,
b.  identify the beneficial ownership and conirol structure; and
. identify the purpose and nature of the business refationship under tne foliowing cnteria;

# A third party should immediately obtain necessary information related o as mentioned above (a,
&),

54 -
A eonirolling cwrasshig intarest tepends oo e generabip st of hecompany 1| may be oased onoa freshakd, £.9. any pevzon pwnng more than a -:erf.‘,ll'l
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» Al necessary data and documents held with the third party must be available for the Bank without
any delay;

» Bank should safisfy that third party i regulated, supervised and monitored for, and has taken
appropriate measures in compliance with CDD and record keeping requirements set oul in this
Guidelines.
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Chapter: 14
KNOW YOUR CUSTOMER (KYC) PROCEDURE

14.1 Know Your Customer (KYC) Procedure

1411 Each Branch is required to perform due diligence on all prospective clients before opening an account. The
due diligence on KYC Procedurs consists of the following 2 (two) parts:

(1) Identify all persons related with an account; viz. all accountholders, signatories. mandates, power of
attomey holders, directars and beneficial owners nolding controlling number of shares in a company®

(a) Information Required. fil-up all relevant fislds of Individual Information Form® for each person.

(o) Identification Documents: obtain sach person's Photographs and copies of National 1D Smart
|D/Passport/Birth Regisiration Cerificate {details discussed in Chapter 8.2.2),
(c} Transaction Profile (TP)S": signed by all signatories (For Transaction Accounts only)
(2) Risk Classification of accounts based on Activity/KYC Profile® by KYC Profile Form [Annexure

B/ Annexure C), which Is filled-up based on the information, identification documents and Transaction
Profile obtained from the customer(s).

1412 Therefore, all branches must ensure the followings at the time of opening an account:

(1) Separate Individual Information Forms have been filed-up for all persons related with an account and
signed by the customer, The mare the number of related persons in an account, the morg the number of
Individual Information Forms 1o be completed. Branch Official must ensure thal all relevant figlds have
been filled-in.

121 |dentification Decuments of all persons related with the account have been oblained.

Exception: A letter issued by a corporaie customer as per Specimen given in Annexura E is acceptable
in lisu of Photo Identification Documents of their shareholders, direclors and authorized signatories.

{31 All relevant fields of the Transaction Profile (TP} have been filled-up properly and signed by all
signatories. Branch Official shail assisf the customer to fll-up the TP and must ansure thal the amount
of transaction declared in the TP commensurate (duly justified) with the nafure of businessisource of
fund described in the AQF of the customer,

Note: Transaction Profile is reguired for Transaction Accounts only (e.q., SB, CD, SND etc.), It is not
required for FDRY/Special Scheme accounts,

47 Al refevant fields of the KYC Profile Form have been filled-up properly based on the information

inferview of the custormer, KYC Profile Form should be signed by the Branch Official and counter signed
by the Branch Manager

For FDR/Special Scheme Accounts, a separate KYC Profile Form {Annexure B for Indiidual! Annexure
C far Non-Individual) is o be filied-in

1413 The KYC Profile information will alse incluge the observations of the Bank's staffiofficers when they visit the
customer's business place, like

- the business place is owned or rented,

- the type of clients visited,

- by what method the client is paid (Chegue or cash) etc.

The stafffofficer will record histher observations and sign the KYC Profile form

T Rat - Section 331 af 8FIL Creuiar No 16 dated 17-05-2017 of Bangladesn Frmneal Indaligenss Ut
i'f' Rl Anneaure Kool BFIU Circuldr Mo, 49 dated 17-08-2017 of Sanglockesh Firancis Inlstiganca Uil
i Bat: Arnpaars Kaof BFRJ Girculdr No.19 daled 17-08-2017 of Sangiaciash Firanciad inietigances Uil
3 Aol Armexure Ko of BFIU Circular Mo, 79 daled 17-09-2017 of Bargladesh Firancias intefiganca Linit
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14.14  Once the identification procedure has been completed and the customer started financial transactions, the
branch should monitor fransactions of the account to ensure that it is consistent with the nature of business
stated in the account opening form.

1415 The KYC Profile leads to Risk Classification of the Account as High or Low Risk:

StaffiOfficer Assessment or
Customer Provided Informaticn

KYC
Profile

Risk Classification

|| Frequency of !'.!nnltﬁring
and Review

1416 Details discussed in Chapter 15 - Risk Management.
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Chapter: 15

RISK MANAGEMENT

151 Risk Cateqgorization, Based on Activity/KYC Prefile

1511  When opening accounts, the concerned stafflafficer must assess the risk that the accounis could be used for
*money laundering’, and must classify the accounts as eifner High Risk or Low Risk.

1512 Risk Rating: The risk assessment may be made using the KYC Profie Form given in Annexure 8 for
Individual! Annexure C for Non-Indvidual in which the follewing 7 risk categories are scored using a scale of
1 to 5, where scale 5 denotes High Risk, scale 3 denotes Medium Risk and scale 1-2 denotes Low Risk:

Cccupation or nature of customer's business
Met worth/monthly income of the customer
Mode of opening the account

Expected value of monthly transactions
Expected number of monthly fransactions

™o B O &R

Expected valug of monthly cash fransactions
g. Expected number of monthly cash transactions
15.1.3  Allocation of Higher Rating: Considering customer's Nature of Business or Profession, Business Area,

Size of Business, Actual Owner of the Account etc., higher Rating may be given in respect of Profession and
Rating mentioned in 31 No. 01-28.

1513  Risk Assessment: The risk scoring of less than 14 indicates Low Risk and 14 & more would indicate
High Risk. The nsk assessment scores are 1o be documented in the KYC Profile Form (Annexure B/
Annexure C).

15.14  Judgmental Risk Assessment: However, management may |udgmentally overnde this automatic nsk
assessment 1o "High Risk® although Risk Rating may be less than 14, nevertheless the customer may be
classified as High Risk Customer depending on subjective judgment mentioning reasons.

1815 Update of KYC and Transaction Profile:

1516 Politically Exposed Persons (PEPs): If the customer is a Pelitically Exposed Person as defined in
Chapter 12.6 of this Policy, then the account will automateally become a High Risk Account,

1517  Branches should exercise the following Enhanced Due Diligence {EDD), for all high nisk accounts

= Arisk management system shall have lo be introduced to identify risks associated with the opening and
operation of high risk accounts:

m  Approval from the CAMLCO has to be obtained pricr establishing business relationships with such
customers,

s Reasonable measures to establish the source of weallh and source of funds have o be taken, The KYC
Form given in Annexure B/ Annexure C may be used in this purpose

m  Transactions of these accounts have to be monitored on an ongoing tasis.
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Chapter: 16

KNOW YOUR CUSTOMER (KYC| FOR CORRESPONDENTS

16.1 Definition of Correspondent Banking

16.1.1 Correspondent Banking/Cross Border Corraspondent Banking is the provision of Banking services by one
Bank (the “correspondent Bank") to another Bank (the ‘respondent Bank'). These senvices include credil,
deposit, collection, clearing, payment, and cash management, international wire transfer. drawing
arrangement for demand draft or other similar services approved by Bangladesh Bank.

16.2 Essential Requirements for Correspondent Banking Relationships

1621 While establishing and continuing correspondent Banking relationship following drill should be observed so
that Banking system cannet be abusged for the purpese of money laundering™:

16.2.1.1 CAMLCO Approval. Before providing Correspondent Banking Service, CAMLCO approval must be obtained
on being satisfied about the nature of the business of the respondent Bank through collection of information
as par Annexure H.

16.2.1.2 Sufficient Information: The information to be coliected should also include details about the respondent
Bank's management, major business activities, where it is located, its money laundering prevention efforts,
the system of Bank regulation and supervision in the respondent Bank's country, the purpose of the account
etc.

16.2.1.3 Effective Supervision by the Relevant Authority. Bark shall establish or confinue a corespondent
refationship with a foreign Bank only if it is satished (hat the Bank is effectively supervised by the relevant
autharity,

162,14 "Shell Banks" Correspondent Banking relatonship wilh any shell Bank should not be established or
conlinued,

16215 Respondent Banks having relationships with Shell Banks: Correspondent Banking Relationship shall not
be established or continued with those respondent Banks: that established correspondent Banking
relationship or maintain account with a shell Bank

16.2.1.6 Non-Cooperating Countries and Territories (NCCT): Particular attention shall have lo be paid while
maintaining correspondent Banking relationships with the Banks incorperated in a junsdiction that do not
meet the intemational standards for prevention of money laundering (such as the countries and terrories
enlisted in Financial Action Task Force's Mon-Cooperating Counlries and Terntones hist). Enhanced due
diligence shall be required in such cases. Detalled information on the beneficial ownership of such Banks
and extensive information aboul their policies and procedures o preven! maney laundering shall have fo be
obtained.

16.2.1.7 Payable Through Account: If any respondent Bank allow direct iransactions by their customers fo transacl
business on thair behalf {i.e, payable through account);

= the corresponding Bank must be sure about the appropriate COOD of the customer has done by the
respondent Bank

= Moreover, it has fo be ensured thal collecting the information on COD of the respective customer s
passibie by the respondent Bank an request of the correspondent Bank,

Here, ‘Payable through acoounts’ refers to "Correspondent accounts that are used directly by third parties to
frangact business on their own behalf,"®

16.2.1.8 Existing Correspondent Accounts: Tne above instructions shall alse be applicable for the comespendent
Hanking refationships already established,

&,
! Hat- Secton 311 of BFIU Cirewar Ko 18 daben 1709200 7 of Sangladesh Foancal Intebgancs Linil
2 Rat: Secvon 3.11.6 of BFIU Cinculsr No 19 gated 17-038-2017 of Bangiagesn Financial intelligence Unil,
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Chapter : 17
AGENT BANKING
17. Agent Banking:
trd “bgent Banking” means the business of providing banking services through agent's network.®' The
purpose of Agent banking is providing limited scale banking services to the underserved pepulation through engaged
agents under a valid agency agreement, rather than a tellar/cashier

g For operating Agent Banking activitiss concemed bank shall follow the below mentioned instruction:

1. Along with the agent, Bank shall be equally responsible to comply with any & all instruction related to ML &
TF.

Unigue Account Opening Form igsued by BFIU, shall be used to open an account of agent and customer.

™3

3. Bank shall be aware to identify and report any suspicious transaction! activity {if any) of agent and customer,

4. Bank shall include the AML & CFT programs fo the banking compliance program of the agents and arrange
necessary trainings, workshops etc.

5. Interms of selecting the agents and monitaning their activities, bank shall take below mentioned steps:

# Performing appropriate Screening Mechanism® fo complete and accurate KYC for choosing nght
agents;

% Assessing Risk level {High, Medium, Low) of agents considering transaction number & amount,
geographical location, type of business & ownership and other related matters and upon
considering the risk level bank shall suparvise the transaction and the activity of agents;

= Bank shall assess the nsk of agants an going basis.

¥ Venfying the status related to AML & CFT for agents;

»  Performing audit! visit for High Risk Agents on yearly basis for verifying the status on AML & CFT
and send the report to AML Division;

= Performing audit/ visit for Medium & Low Risk Agents in certain intervals
# Publish the updated list of agent list (January- Jure basis) in Bank's website,

# Publish the updated list of agents (January- June basis) ) in Bank's website with whom the
business relationship has been cancelled for different complaints or irragularity,

o {8l Sechon 2.2 of Part | of Prudential Guldetnes for Agent Bankng Coera®on in Bangladesh, 2017 issuad by Bangiadash Bank.
i s z
'_ Bt Section & Part [1.of Pruderilial Guideines for Agent Barking Operation in Bangladesh, 2017 issued by Bangiagesh Sans.

1
& 1 1he Screening Mechanism, sulest refaled 1o seeagning of persansl and finencial informaban of 8 sefecled amplayon ot apacintierd and whelber thene s any
Irivibvernenl willy ary crivima activily ol thi same shall be-included
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Chapter : 18

MONITORING TRANSACTIONS

181 Introduction

1811 Continuous monitoring is an essentiai eiement of effective KYC procedures. Risk can be sffectively
controlled and reduced only if an undersianding of the normal and reasonable activity of the customer is
available to identify transactions that fall outside the regular patter of activity. However, the extent of
monitoring shall depend on the risk sensitivity of the account. Special attention shall be paid to all complex,
unusually large transactions and all unusual patlerns, which have no apparent economic or visible lawful
pUrpose.

18.1.2 Ongaing due diligence with respect 1o the business relationship with every client shall be exercised and the
transactions shall be examined ciosely in order to ensure that they are consistent with their knowledge of the
client, his business and risk profile and where necessary, the source of funds.

18.2 Transaction Monitoring

1821 Bank shall monitor the tfransactions of customer on a regular basis with
# the complex transaction,
#  Ihe transactions with deviation from normal transaction and

~ the transactions that does net have reasonable purpose or the transaction with unusual pattarn shall
have to be mare emphasized during monitaning.

18.2.2 Bank shall develop an effective system to review the risk by maintaining & specific lime interval; and
according to the review, Enhanced Dug Diligence (EDD) has to be maintained for accounts that are in high
risk category, The Bank shall put in place various ways of fransaction monitoring mechanism within® their
branches that includes but nol imited 1o the followings:

~ Transactions in local currency,

» Transactions in foreign currency,

» Electronic Transactions,

~ Transactions above the designated threshaold determined by the branch;

~ Cash transactions under CTR threshoid fo find out structuring;
Transactions related with international frade;

» Transaction screening with local and UN Sanction list.

183 Transaction Profile (TP)

1831  Transaction Profile (TP} is an impeortant document for monitonng transactions and recognizing suspicious
transactions. The following steps and points shauld be noted while preparing transaction profiles.

m Take interview with the customer and request himier to fill in the '_I‘ransa::llﬁn Prisfile Form as
recommended by BFIU (&nnexure A} The main features of the Form for both deposit ang withdraw
would be;

- \arious types of ransactions
M. of transactions (monthly)
Maximum size (per transaction)

- Total value [monthly)

m  Before fill in, it has to be ensured by the Branch Official that the customer's understanding is sufficient
1o fill the required cells of Transaction Profile,

All relevant fields of the TP must be filled-up properly and signad by all signatones.
m  SBranch Cfficial shall assist the customer to fill-up the TF if any complexity arises,

Branch Official must ensure that the amount of fransaction declared in the TP commensurate with Ihe
nature of business/source of fund |i. e, duly justified) described in the AQF of the customer,

Transaction Monitoring based on Customer Categories

Branches shall monitor customer transactions based on the use of "Customer Categories” established within
the branch (e.g., jewelry, money changer, real estate agent etc.), The Custormer Calegory is assigned al
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account inception and may be periodically revised and is documented on the Transaction Profie. The
Customer Calegories are maintained in the manual ledgers or computer sysiems.

18.5 Transaction Monitering based on Transaction Limits

18.5.1 Branches shall also monitor customer transactions based on the use of “Transaction Limits” established
within the branch (e.g., a threshold of Tk. 5 lacs per day for or Tk. 7 lacs per day efc. may be introduced
based on business volume of the branch). The Transaction Limits are maintained in the manual ledgers or
computer systems,

18.6 Transaction Monitoring based on Transaction Profile

186.1  Daily Review of Account Transactions: The designatea officer(s) shall review trangactions in accounts for
the previous monthis) o identify changes or exceptions or inconsistencies with the customers’ declared
Transaction Profile. Such review should be documented in a Daily Account Review Register (Enclosure A of
Annexure |) for future reference.

186.2  Points to Review: The following points should be reviewed:

a.  No.of monthly deposits: Declared in TP vs.actual transaction,

o, Maximum amount per deposit: Declared in TP vs. Actual transaction,
Total monthly deposit: Declared in TP vs. actual transaction,
g No. of monthly withdrawals: Declared in TP vs. actual transaction,
g Maximum amount per withdrawal; Declared in TP vs. Actual fransaction,
f. Total monthly withdrawal: Declared in TP vs. actual transaction,
g Geographical origin/destination (e.q., issuing Bank, branch etc.).

e

1863  Monthly TP Exception Report: I any of the above parameters exceeds a customer's declared Transaction
Prafile (TP}, the sams should be recorded in the Manthly Exception Report (Enclosure B of Annexure |),

1864 Review & Maintaining of Monthly Exceptions Report: Monthly Exception Report shall be reviewed either
by the Branch AML Compliance Officer {(BAMLCO) or the Branch AML Compliance Committee (BAMLEC) in
its meeting. If necessary, they may discuss the issue with the customer or may assign someons to collect
necessary information from the customer. If the customer can give reasonable justification then they will take
steps to update the TP of the customer. If they do not become satisfied with the customer's clarification then
the issue should be reported as & Suspicious Transaction Report (STR) following the process mentioned in
Chapter 18.4 of this Policy.

18.7 Meonitoring of Structuring Transactions

18.7.1  Definition of Structuring Transactions: If a person conducts or attempts to conduct a financial ransaction
In-a manner that will not be reguired to repert under the Money Laundering Prevention Act, 2012, then it is
called Structuring Transactions, This may be elaborated in the following example:

- Cash Deposit or withdrawal of Tk 10 lac and more in an account in a day should be reported as CTR to
BFIU
A person structures transaction if he/she conducts one or mere transactions in cash in any amount, on
ane or more days, in any manner, for the purpose of evading CTR reporting requirements

- Here, in any manner includes breaking down a single cash of TK. 10 Lac inta smaller amounts thal may
be conducted as a series of transactions below TH. 10 Lac.

18.7.2 Transaction Monitoring for Detection of Structuring: Generally slab-wise cash deposits and withdrawals
lespecially between Tk 7 lac to below Tk, 10 lac) need to be reviewed 1o detect struciuring.

1873 Steps to be Taken if Structuring has been Delected: Il it is suspected thal a client is structuring his
transactions o avoid CTR reporiing requirements, the concerned branch mus! reporl a8 Suspicious
Transaction Report {STR) following the process mentoned in Chapter 18.4,

188 Monitoring of Cash Transaction Report (CTR]

18.8.1  The branch shall examine previous month's daily fransaction of every account whether any cash transaction
or equivalent Faoreign Currency (Cash Deposit or withdrawal) of Tk.10 lac and above in &n account in a day
with one or more cash transaction (any fype of cash deposit or withdrawn including Online, ATM). If the
Branch has such transaction, the branch should orepare a monthly cash transaction report and send it
AMLD in due time,

\
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18.82  !f the branch has not any such tfransaction, the branch should report to the AMLO as There is no reporiable
CTR'. While submitting CTR to BFIU, AMLD should submit a list of branches which were submitted ‘There is
no reportable CTR

1883 Before submitting the CTR to AMLD, for identifying suspicious transaction, Ihe branch should review the
Iransactions of accounts which wers reported as CTR. If any suspicious fransaction |s found, the branch
should submit a "Suspicious Transaction Report 1o the AMLD as per specific format {Annexure K).

18.8.4  If no suspicious ransaction is identified, branch should inform to the AMLD as ‘No suspicious transaction has
besn found' while reporting the CTR.

18.8.5 Ewvery branch should preserve Cash Transaction Report (CTR) and review of CTR in their branches on
monthly basis for 5 years started from the month of submission of the report to BFIU. I any Bank preserves
such reports centrally, Branch should have the access of those reports in special cases.™

18.868 AMLD shall prepare the accumulated CTR received from their branches. The AMLD must ensure the
accuracy and timeliness while reporting to BFIU. Moreover, AMLD should review all the cash transaction
received from the branches and search for any suspictous fransaction. If any suspicicus transaction |s found,
submit 2 'Suspicious Transaction Report' 1o the BFIU.

18.87 If mo suspicious transaction is identified, AMLD should send a Certificate to BFIU as ‘No suspicious
transaction has been found' along with monthly reporting of CTR

188.8  AMLD has to inform BFIU through the message board of goAML web in case if no transaction is found to be
reported as CTR.

188.9  AMLD must ensure the preservation of information related to cash transaction report up to 5 (five) years from
the month of submission 1o BFIU

189 Maintain Secrecy

18.9.1  The above reviews are done as 3 part of the daily functions of the branch. It should be kept in mind that all
exceptions may nol be suspicious. Also, branch officials should be very much cautious in dealing with
customers. They should perform the job in a manner that do not make any panic-and do nol disclose any
information to any person,

[
B Section B.5 of BFIY Circular Mo 19 dated 17-08-201 7 of Banglacesh Financisl inteligence Unil,
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Chapter: 19

RECOGNITION AND REPORTING OF SUSPICIOUS TRANSACTIONS

191 Definition of Suspicious Transaction

18.1.1  Section 2{Ja) of Maney Laundering Prevention Act, 2012 defines Suspicious Transaction as follows,
‘Suspicipus Transaction” means any fransaciion -
(1) thatis inconsistent with the normal transaction patlern;
(2) about which transaction il may be assumed that

- itis the property acguired through commencement of an cffence,
it is the financing of any terrorist act, or financing of any terrorist organization or any lerrorist,

{3) such other transaction or attempt of fransaction that Bangladesh Bank describes in its notification from
time to time for the purpose of the Act.

19.2 Statutory Obligation for Reporting of Suspicious Transactions

1821 Clause 25(1)(Gha) of the MLP Act, 2012 obligates us to send a Suspicious Transaction Report (STR) 1o the
Bangladesh Financial Intelligence Unit {BFIU) where we observe any suspicious transaction or attempt for
such fransaction

1922  Inthis regard, all branches must ensure that,

m each relevant employee knows to which parson they should regort suspicions, and
m there Is a clear reporting chain under which those suspicions will be passed without delay to the Chisf
Antl Money Laundering Compliance Officer.

1923  Once employees have reported their suspicions to the appropriale person in accordance with the proper
internal reporting procedure, they have fully satisfied their statulory obligations,

19.3 How to Recognize Suspicious Transactions (ST}/Suspicious Activities {SA)

1931  As there are unlimited types of fransactions that a money launderer or @ terronst financier may use, it is
difficult to define a suspicious transactiion and suspicious activities. However, in most of the cases, a
suspicious fransaction will be one that is inconsistent with a custoemers known, legitimate business ar
personal activities

1932  |dentification of STR/SAR may be started idenfifying unusual transaction and actwity. Such unusual
transaction may be unusual in terms of complexity of transaction, nature of transaction, volume of
transaction, time of fransaction etc. Generally the detaction of something unusual may be sourced as foliows:
# Comparing the KYC profile, if any inconsistency is found and there is no reascnable explanation;
¥ By monitoring cuslomer transactions;
=~ By using red fag indicator (Annexure F & G)

1833 Todelermine if a customer's fransaction is suspicious, a branch must consider the followings:

15 the size of the ransachon consistentwith the normal activities of the custome:?
|5 the transaction rational in the conlext of the customer's busingss or personal activities?
Has the pattern of fransactions conducted by the customer changad?

Where the transaction is international in nature, doss the customer have any cbviocus reason for
conducting business with the other country involved?

1834 A transaction which appears unusual is not necessarily suspicious. Even customers with a stable and
predictable transactions profile will have periodic transactions that are unusual for them. Many customers
will, for perfectly good reasons, have an erraic pattern of transactions or account activity. So the unusual is,
in the first instance, only a basis for further enguiry, which may in turn require judgment as to whether it is
suspicious. A fransaction or activity may not be suspicious at the time, but if suspicions are raised later, an
obligation to report then arises. Some examples of possible suspicious transactions and activities are given
in Annexure F & G. These are not intended to be exhaustive and only provide examales of the mes! basic
way by which money may be laundered. Howewar, if any of these types of transactions are identified in any

account, the branch should prompt to further investigation. S Ban
19.3.5 Al suspicions reported to the AMLD and ciosed at Branch level should be documented, or recorded | 4 f_.l - rr"’.
electronically. The report should include full details of the customer who is the subject of concern and as ful | w."““::‘é |
X 'ur*,.l:;l:-;-:’.m
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statemant as possible af the infarmation giving rise to the suspicion. All internal enquiries made in relation to
the report should aiso be documented, This information may be required to supplement the initial repert or as
svidence of good practice and best endeavers if, at some future date, there is an investigation and the
suspicions are confirmed or disproved. The following chart shows the graphical presentation of identificaton
of STISA:

[nformation provided in AQF
Transaction Profile

KYC Profile

Cther retgvant docuemenis

Inconsistent Consistent

Unusual
Transaction

MomalExpecied
Transacton

16.4 Procedure for Reporting of Suspicious Transactions

1941  Every Business and individual has normally certain kind of transactions in line with neir business/ individual
needs, which Is declarad in the Transaction Profile (TP} of the customer. Transactions inconsistent with the
declared TP will be considered unusual

194.2 Al officials of the Bank must be alert % transaclions that are inconsistent with the customer's KYC
information. If any unusual transaction is found and the issue appears reporfable, then the concerned staff
will immediately prepare a report a5 per Annexure J and then submit it to the BAMLCC. BAMLEO should
acknowledge receipt of the report,

1943  BAMLCO will analyze the reporled incident (ST/SA reperted by staff} properly in the ight of all other relevant
information and record. To determine whether a 5T should be filed or not, BAMLCO shall follow the following
proceduras;
= Rewiew the Account Opening form, KYC documentation, Transaction Profile afc
» Check ta see if the subject has been reperted previously for suspicious activity,

»  Beek information about the subject of the investigation fram other people. if necessary.

~ Review account statement and fransaction records of the customer who is the subject of the
investigation. At leas! last 12 months' review of account activity should be daone.

19.4.4  |f the reported issue does not appear to be connecled with money laundering, then BAMLCO will close the
issue at nis end after putting his comments on the STRISAR form. If the reported issue appears to be
connected with money laundenng or ferronist financing, then BAMLCO will send immediately the details of
the: incident in Annexure K to the CAMLCO of Head Office.

194.5 Documents to be enclosed with the STR: At the time of forwarding an STR/SAR to the AMLD, BAMLCO
should enclose the following documents with the STRISAR Form:
= Altested photocopies of Account Opening Form along with submitted documeants.
»  Allested photocopies of KYC Profile. Transaction Prafile.
#  Statement of the Account for at least last 1 {One) year. B
= Attested pholocopies of supporting vouchersichegues and correspondence

1946  STR Register: All investigation issues must be documented in a register. The register should include the
investigation issue and the rationale for the dispositon of the case. In addition, any unusual activity for which
decision was taken not o file a STRISAR should alse be documented in the register.

1947 AMLD shall check the sufficiency of the required documents and examine/analyse the reports received from
BAMLCO and record its observations on the above form and if the reported issue does nol appear to be
connected with money laundering, then AMLD will cloge the issue at thelr end after putting comments on tne
STRISAR farm. 1 they consider the incident to be reportable, then they will immediately submil the same to
the Genaral Manager, Bangladesh Financial Intelligence Unit {(BFIU) through goAML web.

194.8  If any transaction or activities is not considered as suspicious at branch leve! but any transaction or activiti
s considered as suspicious by AMLD, then they should submit *Suspicious Transaction Report to the BFIU

&f _yaone
'.:I" i
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1949 At the time of deciding whether or nal & report should be submitted to BFIL. a_ll other relevant information
available within the Bank concerning the person or business should be considered. This may include a
review of the followings:

» other ransaction patterns and valumes through the account or accounts in the same name,
# the length of the relationship, and
= relerral o identification records held.

19.4.10 Care should be taken to guard against a report being submitted to BFIU as a matter of routine wi’rh_nul
undertaking reasonable intemal enguines o delermine that all availabie Information has been taken inio
account.

19.411 However, if staff continues o encounter suspicious activities on an account which they have reported
previously, they should confinue to make reporls whenever a further suspicious transaction occurs.

19.5 Requirements for Documentation
19.51  All suspicious Activity Reports should be kept in custody for the following tenures:

% Records of sussicions, which were raised internally with the BAMLCO but not disclosed to CAMLCO,
should be retained for 5 (Five) years from the date of the transaction.

* Records of suspicions, which ware raised intemally with the CAMLCO bul not disclosed to BFIU, should
be retained for 5 (Five) vears from the date of the fransaction.

Records of suspicions which the BFIL has advised are of no interest should te retained for a similar
period.

Ll

+ Records of suspicions that assist with investigations should be retained until The Premier Bank Ltd is
informed by BFIU that they are no longer neaded

19.6 Flow Chart for STR or SAR
19.8.1  The flow chart of reporting STR/SAR is shown as under:

TR 1
Detect Urusual Evaluate by _ Not Suspicious
L TransacbonActivity J *| pamece | Findings _—>—— v

Ciose with Propsr
1 Comments & Records
: i
Chach the Suspicious
Report to BFIL = Sufficiency of ¥
Documents by -;LE“QE P"‘C?;;
COLHAML LATIEnts
Send 1o COLIFAML

197 Maintain Secrecyl Tipping Off

1871 Bank officials should consider the confidentiality of the reporting of STRISAR. They should not make any
behavior or performance that could tip-off the custorner and the clistomer could be cautious, If there remains

any chance of Tipping off while daing CDD for a suspicicus client, STISA shall be reported without doing
COC of the same.
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Chapter : 20
SELF ASSESSMENT & INDEPENDENT TESTING PROCEDURES SYSTEM

201 Self Assessment Process [SAR

2041 Al branches should establish self assessment process that will assess how effectively the branch's anti
money laundering procedures enable management to identify areas of rsk or to assess the need for
additional eontrel mechanisms. Branches shall follow the following three steps to assess itself in a quarterly
basis:

s  Prepare Self Assessment Report Branches shall assess themselves and prepare a Reporl on the
biasis of Self Assessment Checklist (Annexure L) on a half yearly basis,

s Arrange Meeting to Discuss Self Assessment Report. Before submitting lhe_ seif assa_-ssment. the
branch shall arrange a mesting of the Branch AML Compliance Committee (BAMLCC) and to be
presided over by the Branch Manager, The meeting snall -

¥ discuss the branch's draft self assessment repor,
identify areas of riskiproblem, if any,
» find out ways or recommendations to mitigate the risk/problem areas, and

-

# maintain minutes (as per formai given in Annexure M),
Next meetings shall also discuss -

» theissued discussed in the previous meeiing,

» assigned responsibiliies and

# their implamentation status.

m  Send Self Assessment Report and Meeting Minutes to Head Office Every branch shall prepare 2
{Two) sets of Self Assessment Report and send along with minutes of the BAMLCC meatings to

# Internal Control & Compliance Division (ICCD) and

= Anti-Money Laundering Division of Head Office within the 157 day of the next month after
completion of each half.

202 Review of Self Assessment Reports
2021  Internal Contral & Compliance Division {ICCD) shall perform the following duties:

»  Monitoring Unit: Monitoring Wing shall review the Self Assessment Reports received from branches on
a half yearly basis. If.any area of risk has been identified in the review, then Monitoring wing shall
request Audit & Inspection Wing to conduct a special inspection on the concerned branch instantly,

n  Audit & Inspection Unit. Audit & Inspection Wing shall conduct a special inspection on the concemed
branch instantly and submil their report to the concemed authority for necessary action,

m  Compliance Unit Compliance Wing, as part of their compliance function, shall ensure branch
compliance (if applicable) to the observationsirecommendations made by Audil & Inspection Wing in
their special inspection reports,

203 Independent Testing Procedures System (ITP}

2031 Internal Control & Compliance Division (ICCD) shall perform the foliowsng duties:

m  Audit & Inspection Department. As pari of s own yearly Comprenensive Branch Audit Plan, Audit &
inspection Wing shall check the anti-money laundering performance of thebranches at the ime of
performing yearly comprehensive branch audil as per Checklist of Annexure N. Audit & Inspection
Team shall also check AML & CFT Compliance Status of the Branch in addition of their yearly Audit
Pian. Based on their indings, they shall include & separate Para/Chapter on Anli Money Laundeting in
their Comprehensive Branch Audit Repart centaining (2) Branch Score, (b} Observations/Lapses and (o)
Recommendations (if any).

m Compliance Unit. Compliance Wing shall ensure branch compliance to the aforementioned
observations/lapsesirecommendations as par of their compliance functon of Comprenensive Branch
Audit Report.

= Monitoring Unit: Monitoring Wing shall forward a copy of the Anti Meney Laundering Para/Chapter of __
the Audit Reports fo Anti-Money Laundering Division on a Half Yearly basis within the 157 day of 4
next month after completion of each half year s
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204 Duties of AML and ICC Division in respect of SAP & ITP:

AMLD shall examine the Seif Assessment Procedure Reports received from branches, prepare an
averall Assessment Report and suobmit it to the Managing Director & CEO with comments and
racommendations on a half-yearly basis

w  AMLD shall prepare a checklist based Assessment Report (ITP) of the branches inspected in a half year
on the basis of inspection reporis submitied by ICCD after inspecting branches. Such report should be
submitted to the Managing Director & CEQ with comments and recommendations. Comments also
should be added taking into consideration of the Self Assessment Procedure Report submitted by the
branches.

m  AMLD shall review the Self Assessment Reports received from branches and if found any risky area,
AMLD should immediately inform the same to the concemed autharity and arrange inspection of the
branch through ICCD,

w  AMLD shall submit the Evaluation report of self assessment and submitted inspection/audit reports by
the Internal Audit Depariment or ICCD along with comments and recommendations of Managing
Directar & CEQ to the Board of Diraclors on half yearly basis.

®  AMLD shall submit a report on the above to the Bangladesh Financial Intelligence Unit (BFIU), Head
Office, Dhaka an a half-yearly basis within 60 days after completion of the concemed half year.

2041 Inthe above report, beside other topics, the following topics must be included:
a)  Total number of branch and number of self assessment report received from the branches;

b} The number of branches inspected/audited by the Internal Audit Depariment at the tme of reporting and
the status of the branches (branch wise achieved number),

¢ Same kinds of irregulanities thal have been seen in maximum numier of branches according to the
received seif assessment report and measures taken by the AMLD 1o prevent those irregularities;

d) The general and special irregularities mentioned in the report submitted by the Internal Audit
Department and the measures taken by the AMLD to prevent those irreguiarities;

g) Measures to improve the ratings by ensunng the compliance activiies of the branches that are
evaluated as 'unsatisfactory’ and ‘marginal’ in the received report,

204.2 Duties and Responsibilities of ICC Division ragarding SAP & TP are discussed in Chapter 8,14
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Premuer Bank

Chapter: 21

RECRUITMENT, TRAINING AND AWARENESS

214 Regulatory Requirements for Recruitment

2111 To mitigate the risk of money laundering, terrarist financing and proliferation of weapons of mass :_1&struc1iun_.
Bank should follow proper Screening Meshanism in case of recruitment and ensure proper training for their
officials®, Details discussed in Chapter 6,16 of this policy (HR Initiatives),

21.2 Statutory Requirements for Training

2121 Clause 23(1){Cha) of the Money Laundering Prevention Act, requires lo provide training and arange
meefing, seminar etc, for the officers and staffs of the reporting organizations or any other organizations or
institutions as Bangladesh Financial Inteligence Unit (BFIU} may consider appropriate for the purpose of
proper implementation of the Acts.

2122  Since Banks have responsibilities under the Acts in refation to identification, reporting and retention of
records, The Premisr Bank Lid. must ensure thal its staffs are adequalely trained toc discharge (heir
responsibilities.

213 Training and Awareness

2131 Training for Employee: Every employee of the Bank shall have at leas! basic AML & CFT lraining fhat
should cover all the aspects of AML & CFT measures in Bangladesh. Basic AML & CFT training should be at
least Day Long Model having evaluation module of the trainees. Relevant provision of Acts, rules and
circulars, guidelines, regulatory requirements, Suspicious Transaction or Activity Reporting (STR & SAR)
should be coverad in basic AML & CFT training course. To keep the employees updated about AML & CFT
measures, Bank shall requira imparting refreshment fraining programs of its employees on a reqular basis
Bank shall arrange required traning sessions andfor professional cerdification course to improve the efficiency
of the CAMLCO & D-CAMLCO or any other concerned official®™, AML & CFT basic training should cover al
least the followings:

= anoverview of AML & CFT intliatives;

= relevant provisions of MLPA & ATA and the rules there on;

» reguiatory requirements as per BFIU circutar, circular letters and guidelines;
# STRISAR reporting procedure;

= ongoing monitoring and sanction screening mechanism;

» trade based money laundering training for the trade professional employees who deal with foreign or
domestic trade;

# UNSCR screening related fraining UNSCR screening related training for all employees who deal with
international fransactions, customer retations and account opening,

#  Credit fraud and ML related training for all the employees who deal with advance and credit of the Bank,

= cusiomer due diligence and angoing meonitering of transaction related training for the employees who
conduct transaction of customers.

214 The Weed for Staff Awareness
2141  The effectiveness of this Policy depends on the extent o which The Premier Bank Lid. staffs appreciale the
senous nature of the background against which the legislation has been enacled.
21.4.2  |tihis context, The PBL shall infroduce comprenensive measures to ensure that all staffs are
m  fully aware of their own responsibilities and stalutory obligations,
m aware that they can be personally liable for failure to report in accordance with internal procedures.
= frained in & manner thal they cooperate fully and provide prompt reports of suspicious transaction.
215 Education and Training Programs
2151 Allrelevant staff of the Bank should be educated in "KYC requirements”, covering the followings:

m theneed to know the true identity of the customer, and

13
"7 gl Secson 1.1 6f BFI ircalir N 15 dated 17-09-2017 af Bangladash Firancial inbsiigance Linii (BFW)

i Ref.: Section 11.1.2 ol BFIU Ceeular Mo 19 gated 17052017 of Bangiadesh Faancial Intelligence U [BFIL)
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216
2161

2152

2.7
2171

2142

21.7.3

2174

218
2181

2182

21.8.3

219
21.8.1

2110
21.10.1

s ihe need to know about the type of business activities expected in relation to that customer at the outset
lo undersiand what might constitute a suspicious activity.
New Employees

All new employees, imespective of the level of seniority shall be trained on background to money laundenng
and the subseguent need for reporing any suspicious transactions o the Anti Money Laundering
Compliance Officer,

They should be made aware of the impartance placed on the reporting of suspicions by the Bank, that there
i a legal requirement fo report, and that there is a personal statutory obligation to do so

Customer Service(TellersiForeign Exchange Dealers

Members of staff who deal directly with the public are the first point of contact with potential monay
launderers. So their efforts are vital to the Bank's anti-money laundering procedures.

These staff must be made aware of

m  their legal responsibilities,

m factors that may give rise lo suspicions, and

m ihe procedures to be adopted when a transaction is deemed tobe suspicions,

It is vital that ‘front-line’ staffs are made aware of the Bank's policy for dealing with non-regular (walk-in)
customers particularly where large transactions are nvolved, and the need for exira wigilance in these cases

Training on Trade-based Money Laundering To deter siphoning of legally or llegally earned monay
abroad, training on “trade based maney laundering” along with anti money laundering and anti-terrorism
firancing related training programs shall also be arranged for the officials dealing in foreign exchange
transactions®’,

Processing (Back Office Operations) Staff

Members of staff who are ina positicn to deal with account opening, or to ascept new cuslomers. of 10
receive Pay Order/DD/TT/FOR application forms and cheques for deposit into customer's account or ofher
investments must receive appropniate fraining on the processing and venfication procedures.

In addition, thase staff must understand and be frained on:

s the need to verily the identity of the customer,
= the Bank's account opening and customer/chient verification procedures

Such staff should be aware that;

s the offer of suspicious funds or the reguest to undertake a suspicious fransaction need to be reporied to
the BAMLCO, whether or not the funds are accepted or the fransactions proceeded, and
s must know what procedures to follow in these circumstances.

Branch Managers

Persons responsicle for supervising or managing staff should be provided with a higher level of instruction
covering all aspects of money laundering procedures and also highlight the followings:

m the offences and penalties arising from MLP Acts for non-reporting and assisting money |launderers,
= internal reporting procedures, and

= the requirements for verification of identity and the retention of records.

Branch Anti-Money Laundering Compliance Officer (BAMLCO)

BAMLCOs should receive in-gepth Iraining on;

all aspects of the money laundenng legislation,

Bangladesh Financial Intelligence Unit IBFIU) directives & internal policies,
» validation and reporiing of suspicious transactions, and
# new trends and patterns of criminal activity.

5 Bl Section B4 of WML & TF Risk Managemant gudelinas of BFIU,
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2.1 Refresher Trainin

24111 In addition to the above relatively standard requirements, training should be tailored to the needs of
specialized areas of the Bank's business. Contents of training programs should be kept under review and
updated when necessary.

99112 To ensure that staff does not forget their responsibilities, Learring and Tatent Develoment Center (LTDC) of
PBL should arrange refrasher training at regular intervals, e.g. In alternate years, for all staff of the Bank.

2112  Resocurce Persons for AML Training Programs

94121 Trainers within The Premier Bank Ltd: A group of trainers within the Bank shall have to be properly trained
up fo conduct intemal AML training programs as resource persons, If reguired, guidance/nelp may be sought
from Bangladesh Financial Intefligence Unit (BFIU) of Bangladesh Banks®

21122 External Experts as Trainers: Exlernal experis from Bangladesh Bank or BIBM or any cther local or foreign
agencies may be hired lo conduct AML training programs for The Premier Bank Lid's employees. However,
any personal requesticommunication for this purpose with any Bangladesh Bank official is prohibited. If it
becomes necessary 1o engage Bangladesh Bank official(s) to conduct workshopitraining programs for The
Premier Bank Ltd's employess, request has fo be senl to Bangladesh Institute of Bank Management (BIBM)
or Bangladesh Bank Training Academy (BBTA). On reguest of BIBM/IBBTA, the Sermior Management of
Bangladesh Bank shall decide fo nominate exper lecturer/trainer. Heonoranum of the nominated
lectureritrainer shall ba payable al the rate applicable for guest leclurers of BIBMIBBTA®

2113 Posters and Leaflets on AML Awareness: Branches shall time-io-time distribute leaflets among customers
to make them aware about money laundering and terrorist financing and also arrange 1o stick posters in
gvery branch ai a wisible place. Every Bank shall have fo arrange public awareness programs like
advertisements through Billboard, poster, leafiet atc™.

21131 Awareness for Mass People/Customer Awareness: Prevention of ML & TF largely depends on awareness
al all level, Public or mass people awareness on AML & CFT measures provides synergies lo Banks in
impiemanting the requlatory reguirement. For this, BFIU, Bangladesh Bank, other requlators as well as the
government sometimes arrange public awareness orograms on AML & CFT issues. Bank should participate
with those initiatives. Bank should also arrange pubiic awareness programs like advertisements through
billboard, poster, festoon and mass media, distribution of handbilis, leafiet and so on.

2114 Awareness for Senior Management

21141 For effective implementation of AML & CFT measures in the Bank, PBL shall arrange, &t least oncein a year,
an awareness program for all the members of its board of directors and peaple engaged with policy making
af the Bank.

B Ral: RQE'.’IEE-.IEDTP.'IFUEI CAMLCO Conlerence- 212 arganiad by Bargiadesn Bark in Khuipa on March 0204, 2012
" Bel | BRPD Circular Me6 gated 31-05-201 2 of Bankeg Ragulalion & Policy Depariment of Bangladesh Bank

| L
Kl Feelion 11,3 ol BFIU Carcular Mo, 19 paled 17-408-2017 ol Banganesh Fingnaial Imeligence Und |BFIU
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Chapter : 22

KEEPING OF RECORDS

21 Statutory Requiremants

2211  Clause 25(1)(Kaj of the Money Laundering Prevention Acts, requires to retain correct and full information
used io identify customers during their account refationships.

2212 Clause 25(1)(Kha) of the Acts reguires to retain transacbon related records for 8 least 5 (Five) years afler
termination of relationships with the customers

2213  The records prepared and maintained by Branches and Head Office on its custamer relationships and
fransactions shoufd te such that:
= requirements of legisiation and BFIU directives are fully met,

» competent third parties will be able 1o assess the Bank's observance of money laundering policies and
procedures,

= any transactions effected via the Bank can be reconstructed,
»  any customer can be properly identified and located;

» all suspicious reports received internally and those made to Bangladesh Financial Intelligence Unit
(BFIU) can be Identified; and

¥ the Bank can satisfy within a reasonable time any enquiries or court orders from the appropriate
authorities as fo disclosure of information,

# gl raporl from the Branch/BAMLCO la AMLD and AMLD or CAMLCO to the concerned authorities
including BFIU are fully covered,

» all fraining information and the effectiveness of training are fully recorded

22.2 Records relating to Customer Information

2221  In relation to the evidence of a customer's identity, Bank shall keep a copy of evidence of the customer's
identity including the references obtained dunng the application of COD measures.

2222 Bank shall keep copy of confirmation of identity certificate; this certificate will be the evidence of identity of
customer that must be kept

2223 Bank shall held additonal information in respect of a customer cbianed for the purposes of enhanced
customer due diligence (EDD) or engoing monitoning.

2224 Recorgs of identification evidence shouid be kept for 2 period of at least five years after the relationship with
the customer has ended. The date when the relationship with the customer ends is the date:

- an occasional transaction, or the last in a series of linked fransactions, is carred out; or
Fs the business relationship ended, I.e. the closing of the account or accounts.

223 Records relating to Transactions

2231 Details of Personal Identity, including the names and addresses, etc. as prescribed by Bangladesh
Financial intelligence Unit (BFIU) Circular No. 19 dated 17-08-2017 and subsequent directives pertaining to.

1) fthe customer;

2} the beneficial owner of the account or product,

3 thenon-atcount holder conducting any one-off transaction,
4) any counter-party;

2232  Delalls of transaction including:
1) the nature of such transactions;
2) customer's instruction{s) and authority (ies);
3) source{s) and volume of funds;
4) destination(s) of funds;
5}  hook enfries,
B) custody of documentation;
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71 the date of the ransaction
8) the form {credit'debit slips, cheques) in which funds are offered and paid out

2233  These records of identity must be kept for at least 5 (Five) years from the date when the relationship with the
customer has baen lerminated. This is the dale of.

the carrying out of the one-off transaction, o the last ransaction in a series of linked one-off
transactions, or

i, the ending of the business relationship; or
i, the commencement of proceedings to recover debls payable on inschency.

224 Records relating to Internal and External Reports
2241 Bank should make and retain;

» Racords of actions taken under the inlernal and external reporting requirements; and

» Whean the nominated officer has considered information or other material concerning possivle money
laundaring but has not made a report to BFIU, a record of the other material that was considered,

> Inaddition, copies of any STRs made to the BFIU should be retained for five years.

# Records of all internal and external reports should be retained for five years from the date the report
was made,

22.5 Records relating to Wire Transfer Transactions

2251 Investigations of major money laundering cases have shown thal criminals make extensive use of
telegraphic transfers (TT) and electronic payment and message systems because of the compiexity of cross-
berder Investigations. Investigations become more difficult if the identity of the onginal ordering customer or
the ultimate beneficiary is not clearly shown in a TT and electronic payment message instruction,

2252  In such a situation, all branches must include accurate and meaningful information of the followings on all
outgoing funds transfers:

# the originator (name, account number, and where possible addrass),
» the beneficiary (account name and/or account number) and
» the related messages that are sent.

All these information should remain with the transfer or related message throughout the payment chain,
2253 Records of elecironic payments and messages must be kept for at least 5 (Five) years.
226 Records relating to Investigations

226.1 The only valid role thal a Bank plays in assisting faw enforcement agencies, invesfigating a money
laundering case, is a provider ol relevant information, particularly where fhe money launderer has used a
complex web of ransactions specifically for the purpose of confusing the audit tral,

2262 Where The Premier Bank Lid. has submitted a report of suspicious activity to BFIU or where the branch
knows that a client or ransaction s under investigation, the Branches shall not destroy any relevant records
without the agreement of the BFIU even though the 5 {Five) years limit may has been reached.

2263  The Branches and AMLD at Head Office shall maintain & register or tabular records of all investigations
reiated to anti-money laundering made o it by the BFIU and all disclosures to the BFILL. The register should
contain &t a minimum the following details:

I} the date and nature of the enquiry,
il details of the account(s) involved; and
i) be maintained for 2 pericd of at least 5 years.

227 Records relating te Training and Compliance

2271 Bank shall keep the records and related documenis of any fraining, seminar, workshop, audil, visit and
special visit refated to ML & TF for 5 years”'. Learning & Talend Development Center (Tralning Institute of
The Premier Bank Ltd.) will conduct fraifing coursas en anfi money laundering & terronst financing and
maintain records of the followings:

i} details of the content of the fraining programs provided,

" Ral- Bechan 12.7 of BFW Cirgudar No, 15 dased 17-08-2017 of Banglidesh Francial Intaligancs Unit(BFIL)
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i) the names of staff, who have received the training,
i} the date on which the training was delivered,

iv) the results of any testing carried cut to measure staff understanding of the money laundering
requirements, and

v} anon-going training plan.

i) reporis by the officials to Senior management: and

vil) records of consideration of those reports and any action taken as a consequance
228 Formats and Retrieval of Records

2281  Records may be retained in any of the following formats:
% documents can beretained in their original hard copy form, or
» the Bank may establish refiable procedures for holding records in microfiche or electronic form.
Whatever the format may be, all records should be capable of retrieval without undue delay.

2282 Record requirements are the same regardiess of the format in which they are kepl or wheiner the
transaction was undertaken by paper or electronic means, Documents held centrally must be capabie of

» distinguishing between the fransactions relating to different customers, and
» identifying where ihe transaction took place and in whal form
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Chapter : 23

PROCESS FLOW CHART

231 Process Flow Chart

Customer Acceptance Criteria
Background, Education, Lifestyle, Occupation. Criminal Recorcs etc.

Customer Identification |
Infarmation Needs: Name, Parents, Date of Birth, Address. Occupation e,

Documentary Requirement: Photograph, Passport, National 10/ Smart ID, Birth Certificate eic.
Venfy Address: Utility Bill, Thanks Letler etc. |

Know Your Customer (KYC) Procedure
Risk Assessment
Risk Ciassification of Customer; High Rick and Low Risk
v
Monitoring Transactions
Daily Review of Accounis
Manthly KYC Exceptions Report
Summary Review of Monthly Exceptions Report
Review of Monthly Exceptions Report
Discuss in Monthly Meefing
If required, discuss with the customer
If not satisfies with customer's answer, file an STR

Suspicious Tranga;ﬁnn Reporting (STR)
Any Officer may report to BAMLCO

After proper analysis and investigation, BAMLCO may forward the STRISAR to CAMLCD
After proper analysis and investigation, CAMLCO may forward the STR/SAR to BFIU
STR Register should be maintained.
: v

Self Assessment by Branch
Half Yearly Assessmant: Report sent to ICCD and COLYAML

Independent Testing Procedure by ICCD
ICCD shall analyze Self Assessment Report and inspect branch if fzels necessary
ICCD shall include separate chapteron AML in their branch audit report
CCUMAML shall report on a Half year hasisiq ME & CEOQ, Board of Directors and BFIU

Keeping of Records
All records must be kapt for at least 5 years after relationship is closed.
Files under investigation must be kept until the case is closed! inslructed by BFIU.

Training and Awareness
Yearly Training Fian.
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Chapter ; 24

TERRORIST FINANCING & PROLIFERATION FINANCING POLICY

241 Definitions under Anti-Terrorism Act
2411  Section 7 of the Anti-Terrorism (Amendment) Act. 2013 defines the offence of terrorist financing as follows:

‘Terrorist Financing' means -

If any person or entity willfully provides, receives, coliects or makes arrangements for money, sarvice or any
other property, whether from legitimate or llegiimate scurce, by any means, directly or indirectly, with the
intention that, it would, in full or in part, be used -

{a)  tocarry out terrorist activity; or

b) by a terrorist person or entity for any purpose. or is in the knowledge that it may be used by a iaﬂm:sl
person of entity the said person or entity shall be deemed to have commitied the offence of terroris!
financing.

Mareaver, conviction for terrarist financing shall not depend on any requirement that the fund, service
or any other property was actually used to carry out or direct or attempt to carry out a terrorist act or
be linked fo a specific lerroris! act,

24.2 Obligations of Reporting Banks

2421  Obligations under ATA, 2009: Every Bank should take necessary measures, with appropriate caution and
responsibility, 1o prevent and identify financial transactions through which it is connected to any offence
under ATA, 2008 and if any suspicious fransaction is identified, the agency shall spontanecusly report it to
Bangladesh Bank without any delay. The Board of Directors, or in the absence of the Board of Direclors, the
Chief Executive, by whatever name called, of each Bank should approve and issue directions regarding the
duties of its officers, and shall ascertain whether the directions issued by Bangladesh Bank under seciion 15
of ATA, 2009; which are applicable to the Bank, have been complied with or not.

24227 Obligations under BFIU Circular-19, da 7109/2017; Every Bank shall establish a procedure by
approval of Board of Directors for delection and prevention of financing of ferrorism and financing of
proliferation of weapons of mass destructon, shall issue insiructions about the duties of Bank officials, review
inose instruction time to time and ensure that they are complying with the instructions issued by BFIU. Before
any international business transaction, every Bank will review the transaction lo identfy whether the
concerned parties of those transactions are individual or entity of the listed individual or entity of any
resoiution of United Nation Security Council or listed or proscribad by Bangladesh govemmenl. Immedialely
after the identification of any account of any listed Individual or entity concerned Bank will stop that
transaction and inferm BFIU the detall information at the following working day

24.3 Why We Must Combat Financing of Terrorism?

2431 Financing of terrorism was criminalized under United Nations Intermational Convention for the Supgression of
the Financing of Terrorism In 1993 To reinforce the 1998 convention, United Nations adopted UNSC
Resolutions 1373 and 1390 directing member states fo criminalize Financing of Terrorism and adopt
regulatory regimes to defect, deler and freeze terrorisis’ asseis. The resolutions oblige all states to deny
financing, support and safe harbor for terrorists,

2432 Bangladesh has actively involved in multinational and infernational insfitutions, Its international relationship
and business, Banking business in particular are regulated by some domestic and international regulations.
So il is mandatary to abide by those regulations. Financial Acfion Task Force (FATF), the international
standard setter, adopted Special Eight Recommendations on Terrorist Financing. So PBL must be Involved
in international effort to combat Financing of Terrorism

24.3.3  Itis increasingly evident that terrorisis and their crganizations nead to raise significant amounts of cash for a
wide variety of purposes for recruitment, fraining, frave! and materials as well as payment for safe heaven
protection, So to root up terrorism, we must sfop the flow of funds that keep them in business.

2434  The conseguences of aliowing the financial system to faciiitate the movement of terronst money are so
horrendous that every effort must be made fo prevent this from happening. So combating money launder
and financing of terrorism are not only a regulatory requirement but also an act of self interest
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Chapter : 25

NECESSITY, SOURCE & MOVEMENT OF FUNDS FOR TERRORIST

251 Necessity of Funds by Terrorist

251 Terronist organizations need money to operate. Weapons and ammunilion are expensive. Major intermational
operations require substantial investments for persennel, fraining, ira vl and logistics. Drg;mz_atmns must
nave substantial fundraising cperations as well as mechanisms for maving funds to the organization and later
to terrarist operators. These functions entall considerable risk of detection by authonties but also pose major
challenges to both the terrorists and inteligence agencies

252 Sources (Raising of Fund

2521 In general, lerronst organizations may raise funds through legitimate sources including through a’uusfl_a_ of
charitable entities or legitimate businesses ang self-financing, criminal activity, state sponsors and activities
in failed states and other safa havens.

253 Movement of Terrorist Fund

25.3.1  There are three main methods lo move money or transfer value. These are:

1, the use of the financial system,
2. the physical movement of maney for example through the use of cash couners and
3. the International trade system,

7532 Often terrorist organizations will abuse allernative remittance systems (ARS), charties, or clher caplive
anlities to disguise their use of these three methods fo transfer value. Terrorist organizations use all three
methods to maintain angoing operation of the terronst organization and undariake specific teronist activities.

25.3.3  Formal Financial Sector

253.31 Financial institutions and other regulateg financial service providers' services and products available through
ihe formal financial sector serve as venicles for moving funds that support terrorist organizations and fund
acts of terrorism. The speed ang ease with which funds can be moved within the intermational financial
system allow terronists o move funds efficiently and effectively and often withoul detection belween and
within jurisdictions.

25.3.3.2 Combined with other mechanisms such as offshore corporate entiies, formal financial institutions can
provide terrorists with the cover they need 1o conduct transactions and launder proceeds of crime when such
activity goes undetectad.

2534 Cash Couriers

25341 The physical movement of cash is one way terronsts can move funds without encauntering the AMLICFT
safequards established in financial institutions, It has been suggested that some grougs have converted cash
into high-value and hard-to-frace commodities such as gold or precious stones in order lo move assels
outside of the financial system. The movement of cash across the borders is prevalent in the cash based
economy and where the electronic Banking system remains embryonic or is little used by the populace.

25.3.4.2 Moving money using cash couriers may be expensive relative 1o wire transfers. As legitimate financial
institutions lighten their due diligence practices il has become an attraclive method of transferring funds
without leaving an audit trail. When cross border remittance of cash is interdicted, the origin and the end use
of cash can be unclear Cash raised and moved for ferronst purposes can be at very low levels - making
detection and interdiction difficult.

25.3.5 Use of Alternative Remittance Systems [ARS)

25.3.5.1 Alternative remittance systems (ARS) are used by lerrorist organizations for convenignce and access. ARS
have the additional atiraction of weaker andlor less opaque record-kesping and in many locations may be
subject o generally less siringent regulatory oversight. Although FATF standards call for significantly
strengthened controls over such service providers, the level of anonymily and the rapidily that such systems
offer have served to make them a favored mechanism for terrorisis

254 Use of Charities and Non-Profit Organizations

Charities are aftractive to terronst networks as a means 1o move funds. Many thousands of legitimate
charifable organizations exist all over the world that serve the interests of all societies, and often transmit
funds to and from highly distressed paris of the globe, Terrorist abuses of the charitable sector have included
using legitimale fransaclions fo disguise ferronst cash fraveling fo the same destinalion; and broad
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exploitation of the charitable sector by charities affiliated with terrorist organizations. The sheer voiume of
funds and other assets held by the charitable secior means that the diversion of even a very small
percentage of these funds to support terronsm constitutes 4 grave probtem

25.5  Trade Sector

9551 Tne intemational irade system is subject to a wide range of risks and vuingrabilities which provide terronst
arganizations the opporiunity to fransfer value and goods througn seemingly legitimate trade flows, To explot
the frade system for terrorist financing purposes could assist in the development of measures to identify and
combat such activity.

256 Targeted Financial Sanctions (TFS

2561 In recent years, the concept and strategy of targeted sanctions imposed by the United Nations Secunty
Council under Chapter VIl of the Charter of the United Nations have been receiving increased attention. The
largeted financial sanctons represent a potentiai refinement of the sanctions ool that could be used in
conjunction with other coercive efforts, such as travel bans, lo minimize the uninfended affects of
tomprehensive sanctions and achieve greater effectiveness.

2562 To implement TFS in Bangiadesh, a separate section has been included In AT Act, 2008 through
amendment of AT Act 2013, Saction 20(Ka) of AT Act, 2013 covers all the requiremenis under UNSCR's fool
ware taken and will be taken under chapier VIl of the charter of UN.

2563 For effective implementation of TFS relating to TF & PF Bank shoul have automated screening mechanism
that could prohibit any listed individuals or enliies o enter into the Banking channel. The Bank should
operate in such system whether they could detect any listed individuals or entities prior to establish any
redationship with them. In particuiar, Bank need to emphasize on account opening and any kind of fareign
exchange transaction through an automated screening machanism so that any listed individuals or entities
could not use the formal financial channel.

2584  Inaword, Bank shall ensure that screening has done before -

»  any international relationship or transaction;

= opening any account or establishing relationship domestically,

256.5  For proper implementation of UN sanction list, Bank efficials must have enough knowledge aboul -

Y

legal obligation and conseguences of non-compliance,
sources of information,

whal lo do and how o do with sanction list;
transactional review;

»  now lo deal with 'false positives';

Y W

b

# now to deal with actual match;

» now to deal with ‘aggrieved person or entity’;
» now io exercise 'exemplion’ requirements;
# listing & de-listing process,
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Chapter : 26

REQUIREMENTS OF THE LAW

26.1 Regquirements of the Anti-Terrorism Acts

26.1.1  The lagislation spacifically relating to financing of terronsm is contained in the Anti-Terrorism Act, 2008 (Act
No. 16 of 2009) [as amended wide Ant-Teronsm (Amendment) Act, 2012 (Act No. B of 2012) Iand
(Amendment) Act, 2013 [Act No. 16 of 2013)]. the provisions of which supersedes whatever may contain in
any other Actin foreg in Bangladesh.

3612  Soiaras Banks are concernad, the Act:

s defines the ciroumstances, which constitute the offence of terronst act and the offence of terrorist
financing [Sections 8(1), 7(1), 8, 9(1), 8(2), 10. 11,12, 13, and 14(11];

» provides penalties for the commission of the offences [Sections 6(2), 8(3), 6(4), 7(3), 7(4), 8, 8(3], 10,
11,12, 13 and 14i1)];

a defines the powers and authorities of Bangladesh Bank for the purpose of combating financing of
terrorism [Section 15), and

s defines the responsibilities of reporting organizations for the purpose of combating financing of terronism
[Section 18],

26.2 Responsibilities of the Reporting Organizations under the AT Acts

2621 The Act defines the respensibilities of reporting organizations for the purpose of combating financing of
terronsm in Secions 16(1) and 16{2) as follows:

(] System Development. To deveiop necessary procedures, with caulion and responsibility, 1o prevent
and detect any financial transaction that may be connected with the offence of terrorist financing under
this Act [Section 18(1)];

i) STR Reporting: To report fo Bangladesh Bank, without delay, on detecton of any suspicious
transaction [Section 16{1)];

(i} Fixing up of Responsibility: The Board of Directors, or Managing Director & CEQ in case of absence
of the Board of Directors, o approve and issue instructions regarding the responsibilities of the Bank's
officials [Section 16(2)]; and

{iv) Ensure Compliance. To ensure compliance of Bangiadesh Bank instructions issued under Section 13
of the Act [Section 16{2]].

26.3 Role of PBL in Preventing TF & PF
2831 Inpreventing Terrorist Financing & Proliferation Financing. PBL perform the following rofes:

= PBL shall establish a procedure by the approval of Board of Directors for detection and prevention of
financing of ferronsm and financing in proliferation of weapons of mass destruction, shall issue
instructions about the duties of Bank officials, review those instruction time o time and ensure that they
are complying with the instructions issued by BFIU

= Bank shall take necessary measures, with appropriate caution and responsibility. to prevent and identify
financial transactions through which it is connected to any offence under AT Acts and if any suspicious
transacton is identified, the Bank shall spontaneously report it to Bangladesh Bank without any delay.

» If any news of aclivities of financing of terronsm and financing of proliferation of weapons of mass
destruction are published in any mass madia, Bank shall send the defails of the accounts (if any is found
with them) of any persons who are engaged in those activities to BFIL immediately,

Bank shall maintain and update the listed individuals and enfiies in electronic form and regularly run a
check at the website of United MNations for updated list, They should run regular check on the given
parameters, including transactional review, to verify whether individuals or eniifies listed by the
raspective UNSCR Committes are holding any funds, financial assets or economic resources of related
services or having any form of relalionship with them.

%

= Bank shall run a check on the glven parameters. including fransactional review, to verify whether
individuals or entities lisled or scheduled under the AT Acls, individuals or entities owned or controlied
directiy or indirectly by such persons.or entifies, as well as persons and entities acting an behalf of, or at
lhe diraction of, individuals or entities fisted or scheduted under the Acts are holding any funds, financial
assats or economic resources of related services or hawng any form of refationship with them /“" B 1\\
/"’
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26.4 Powers and Responsibilities of Bangladesh Bank under AT Acts

2641 The Act gives Bangladesh Bank broad responsibility for pravention and detection of any transaclion that
facilitates financing of terrorism and wide-ranging powers to lake adequale measures 1o prevent such
transactions, facilitate its detection, monitor its incidence and enforce rules under the Act. The powers and
responsibilities of Bangladesh Bank are {Section 13].

(i) io coliect suspicious transaction from reporting agency, analyze or review e same and fo collect
additional information relating thereto for the purpose of analyzing or raviewing the same and
maintain record or database of them and, as fhe case may be, provide with the said information of
report to the police or other concemned law enforcement agencies for taking necessary actions.

fit} if there is reasonable ground to suspect that a (ransaction is connected 1o terrorist activities, ta issue
a written order to the respeciive reporting agency to suspend or freeze transactions of that relevant
account for a period not exceeding 30 (thirty) days and, if it appears necessary to reveal correct
information refating to transactions of the said account, such suspension or freezing arder may be
extended for an additional term not excesding 6 (six) months by 30 (thirty| days ata time,

Gil) o moniter and supenvise activities of the regorting organizations

{iv}  to give directions to the reporting agencies lo lake preventive steps to prevent financing of tarroris]
activities and proliferation of weapans of mass destructions (WMD),

(v}  to monitor the compliance of the reporting agencies and to carry out on-site inspection of the
reporting agencies for carrying out any purpose of this Act.

(vi) fo provide training to the officers and employees of the reporting agencies for the purpose of
identification of suspicious transactions and prevention of financing of terrorist activities.

(vil) Bangladesh Bank, on identification of a reporting agency or any of its customers as being involved in
a suspicious fransaction connected to financing of terrardst activities, shall Inform the same to the
police or the appropriate law enforcement agency and provide all necessary cooperation to facilitate
their inquiries and investigations into the matter,

(wil}  If the offence is committed in another couniry or the trial of an offence is pending in another country,
Bangladesh Bank shall take steps to seize the accounts of any persen or entity upon request of the
foreign state or pursuant to any international, regional or bilateral agreement, United Mations
conventions ratified by the Government of Bangladesh or respective resclutions adopted by the
United Nations Security Council,

(i) The fund seized under Section 15{3) shall be subject to disposal by the concerned court or pursuan!
to the concemed agreements, conventions or resclutions adopted by the United Mations Security
Coungil

{x)]  The power and responsibiities of Bangladesh Bank under the provisions of this Act shall be
exercised by Bangladesh Financial Intellgence Unit (BFIU), and if Bangladesh Financial Intelligence
Unit requests to provide with any information under this Act, all the gevernmental, semi-governmental
or autonomous bodies, ar any other relevant institutions or organizations shall, on such request or, as
the case may be, spontanecusly provide it with such information

{xi)  Bangladesh Financial Intelligence Unit shall, on request or, as the cases may be, spontanecusly
provida the financial intelligence units of other countries or any other similar foreign counterparts with
any information relating to terrorist activities or financing of terrorist activities,

(xiy For the interest of investigation relating to financing of terrarist activities, the law enforcement
agencies shall have the right to access any dacument or file of any Bank under the following
conditions

{a) according toan order passed by a competent court or specal Inbunal; or
{b) with the approval of the Bangladesh Bank.
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26.5 Penaities for Non-Compliance to AT Acts and Directives of Banaladesh Bank

9654 The Act provides penalties in Sections 16{3) and 16(4) for fallure to comply wilh Bangladesh Bank
instructions, or for providing erroneous information or false information or statement as follows

{i| Cash Penalty If any reporting organization fails to comply with any instruction given by Bangladesh
Bank under Section 15 of the Act, or williully provides any erreneous information or provides any false
information or statement, then Bangladesh Bank may impose cash penalty of not exceeding Tk. 25
(twenty five) lac upon that reporting organization [Section 15 (8} & 16(3)]

{il) Cancellation of Permission or License: In addition o the above-mentioned cash penally, Bangladesh
Bank may suspand the registration or license with intent to stop operation of the said agency or any of
its branches, service centers, baoths or agents within Bangladesh or, as the case may be, shall inform
ine registering or licensing authority about the subject matter to take appropriate action against the
agency [Section 15 (B) & 16(3)];

iy Cash Penalty for Higher Management: If the Board of Directors, or In the absence of the Board of
Directors, the Chief Executive Officer, by whatever name called, of any reporting organization fails to
comply with the provision of Section 16{2), the Chairman of the Board of Directors, or the Chigf
Executive Officer, as the case may be, shall be liable to pay a fine. determingd and directed by
Bangladesh Bank, not exceeding taka 25 (twenty five) lac, and Bangladesh Bank may remove the said
person from his office or, as the case may be, shall inform the competent authority about the subject
matter to take appropriate action against the person,

{iv) Realization of Penalty by Bangladesh Bank: If the reporting agency falls 1o pay or does not pay any
fine imposed by Bangladesh Bank according to Section 15(8), Bangladesh Banx may recover the
amount from the reporting agency by debiting its accounts maintained in any other Bank or financial
ingtitution or in Bangladesh Bank and in case of any unrealized or unpaid amount, Bangladesh Bank
may, if necessary, apply before the concerned court for recovery,

(v} Realization of Penalty from Higher Management by Bangladesh Bank: If the reporting agency fails
to pay or does not pay any fine imposed by Bangladesh Bank under Section 18{3), or if the Chairman of
the Board of Directors, or the Chief Exequlive Officer, by whatever name called, fails 1o pay or goes not
pay any fing imposed by Bangladesh Bank under Section 16{4), Bangladesh Bank may recover the
amount from the reporting agency or from the account of the concerned person by debiting any account
maintained by him in any Bank or financial institution or in Bangladesn Bank, and in case of any
unrealized or unpaid amount, Bangladesh Bank may, If necessary, apply before the concernea court for
recovery|Section 16{4)]

266 Offence related to Terrorist Activity and Terrorist Financing

26.6.1 Offences related to terrorist activity and terronist financing, as defined under the Act, are, in summary,
The Act of Terrorism [Section 6.

Financing of Terrarism [Section 7],

Membership of a Banned Organization [Saction 8],

Support to a Banned Organization [Section 9]

Criminal Conspiracy to Commit an Offence [Section 10].

Attempt to Commit an Offence [Section 11]

Aid or Abetment to Commit an Offence [Section 12].

Instigation to the Act of Terrorism [Secion 13]

Sheltering the Criminal [Section 14],

26.7 Penalties for Offence related to Terrorist Activity and Terrorist Financing

All offences under the Act are cognizable and non-bailable [Section 38]. All penalties for commencement of
the offences have prison temms andior cash penalties as prescribed in the Acl. Penalties for commencement
of the offences of terronist financing as prescribed in the Acl are as follows:

2671  Punishment and Penalty of Terrorism: Any person or foreigner commits any offence under Section & the
person shall be punished with death or imprisonment for life or minimum 4 (four) and maximum 14 (fourtegryr——=
years of imprisonment and in addition to that a fine may also be imposed [Section 6 (2)], '
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9672 Penalty for Offence of Terrorist Financing: Any person engaged in terrorist financing shall be punishab!e
Whrigumus imprisonment for a term not exceeding 20 (twenty) years but not Iess_than 4 (four) years, and |rI:
addition to that, a fine eguivalent to twice the value of the property involved with the offence or taka 10{ten)
lac, whichever is greater, may be imposed [Section 7(3}].

2673  Penalty for the Offence Committed by an Entity: If any entity has been engaged in lerrorist financing
offence, then such entity may be banned under Section 18 of the Act, and in addition 1o tnis, cash penalty of
thrice the value of the property involved with the offence or Tk, 50 (Fifty) lac, whichever is higher may be
imposed [Sectian 7{4)(Ka)].

2674 Additional Penalty for the Chief of the Entity. The chief of that enfity. who may be called as Chairman,
Managing Director, Chief Executive or in any other name, shall be punishable with imprisanment for a term of
minimum 4 (Four) years up to maximum 20 (Twenty) years, and In addition to this, shall be fined with twice
ihe value of the property invoived with the offence or Tk, 20 (Twenty) lac, whichever is higher, unless nefshe
can prove that such offence was committed without his/her knowledge or that he/she has tried to the best of
hisfher ability to prevent the same [Section 7(4){¥ha)].

2675 Penalty for Membership of a Banned Organization: |f any person is or claims to be a member of a
pronibited entity undar section 18, he shall commit an offence and be punished with imprisonment for 2 term
niot exceeding 6 {six) months, o a fine, or with both [Section 8]

26.76  Penalty for Support to a Banned Organization: If any person is convicted of any of the offences under
Sections 9(1) or 9{2), he shall be punished with imprisonment for a term not exceeding 7 (seven) years but
not less than 2 {two) years. and in addition to that a fine may be imposed [Section 8{3]].

2677 Penalty for Criminal Conspiracy; If any persan does crimingl conspiracy for committing an offence under
the Act, he shall be deemed to have committed an offence and be punished with imprisonment for a term not
exceading two thirds of the maximum punishment prescrived for that offence, or a fine, or with both; and if
the offence is punishable with death, the punishment for the offence shall be imprisonment for life or
imprisonment for a term not exceeding 14 (fourteen) years, but not less than 4 (four) years [Section 10].

2678 Penalty for Attempt to Commit an Offence: if any persun or entity attempts to commit an offence under
the Act, the persan or entity shall be deemed to have committed an offance, and the person or the head of
the entity, whether he is designated as Chairman, Managing Direcior, Chief Executive or any other name.
shall be punished with imprisonment for a term nol exceeding two thirds of the maximum punishment
prescribed for that offence, or a fine, or with both; and if the offence is punishable with death, the punishment
for the offence shall be imprisonment for ife or rigorous imprisonment for a term nol exceeding 14 {fourteen)
years, but not less than 4 (four) years; and in addition to that actions may be taken under Seclion 18 {Section
11}

2679  Penalty for Aid or Abetment to Commit an Offence: If any person or enfity, to commit any offence
punishable under the Act -

(a) aids or abeis; or

ib) participates as an accompiice; or
(e} organizes or directs others: o
(d} contributes,

the person or entity shall be deemed to have committed an offencie, and the person or the head of the entity,
whether he is designated as Chairman, Managing Cirector, Chief Executive or any other name, shall be
punished with imprisonment for a term not exgeading two thirds of the maximum punishment prescrived for
that offence, or & fine, or with both; and if the offence is punishacle with death, the punishment for the
offence shall be imprisonment for fife or rigorous Imprisonment for a term nol exceeding 14 (fourteen) years,
bul not less 4 {Tour) years; and in addition to that actions may be laken under section 18 against the relevant
entity (Section 12),

Z6.7.10  Penalty for Instigation to the Act of Terrorism: If any person, by his acfivities or participation, prepares or
distributes any document, or by transmitting any information through any print or electronic or any other
media, or through any apparatus, assistance or technology or training, assists any persen or entity knowing
that the said decument, apparatus, assistance or technology or training shall be used in commitling any

" offence under the Act or any such persen or entity shall use the same for committing simitar offences, he

'- shall be deemed to have instigated terrorist activities; and he shall be punished with imprsonment for a term

\*. not exceeding fwo thirds of the maximum punigshment prescribed for that offence, or a fine, or with both; and
| if the offence |s punishable with death, the punishmant for the offence shall be imprisonment for life or

imprisonment for a term not exceeding 14 (fourteen) years, but not less than 4 {four) years (Section 13)

'\..:_ T -
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26711 Penalty for Sheltering the Criminal:

{1) If any person harbors or conceals & person whom he knows o has reason o believe 1o be the offender, with the
intention of screening him from legal punishment, ke shall, -

{a) if the offence is punishable with death, be pumished with an imprisonment for a ferm not exceeding 5 (five)
years, and in addition to that a fine may also be imposed; or

(b) if the offence is punishable with imprisonment for life or with imprisonment for-any other term, be punished
with imprisonment for a term not exceeding 3 (three) years, and in addition to that a fine may alsoc be imposed.

(2) The provisions of Section 14({1) shall not extend to any case in which the offence of harbor or concealment is
committed by the husband, wife, son, daughter, father or mother of the offencer,

{3) Where the offence of harbor or concealment is committed by any entity, the provisions of Section 141} shall apply
to the person who is in the charge of the entily as the Chairman, Managing Director, Chief Executive or in any other
designation uniess he is able to prove that the said offence was committed without his knowledge or he had triad his
best to prevent the commission of such offence.
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Chapter : 27

ANTI-TERRORIST FINANCING PROCEDURES

271 Procedures

27141  The Premier Bank Lid. (PBL) believes that strict adharence lo our Anti-Maney Laundering Policy and Know
Your Cusiomer (KYC) Policy provide the basic AML confrols which also serve as primary conirois for
detection and prevention of terrarist financing. Therefore, in addition to the existing AML policy, the following
extra due diligence and vigilance must be exercised o detect and prevent financing of terrarism.

2T.2 Tools for Anti-Terrorist Financing

3724 The following two policies will be the tools for the Bank to combat against financing of terrorism:

m Basic Tool; Anti-Money Laundering Policy of the Bank.
m  Supporting Tool: Customer Acceptance Policy and Know Your Customer (KYC) Policy of the Bank

27.3 General Procedures for Customer Due Diligence (COD)Know Your Customer (KYC)

2731 The uniform Account Opening Forms including Transaction Profile and CDD_-'K‘-_’G Profiles pravided {.}'-'r
Bangiadesh Financial Intelligence Unit (BFIU) will be the integral part for establishing account relationship.
They are mandatory and a vital reference point to all account relationship

2732  Withregard to CDD/KYC, Transaction Profile, Customers Risk Assessment. Record Keeping and Suspicicus
Transaction Reporting, branches will follow the procadure as detailed in the Anti-Money Laundering Palicy,
Customer Acceptance Policy and Know Your Customer (KYC) Policy of the Bank

27.34  While CDDIKYC is an important companent of the AMLICFT process, the ongoing monitoring of individual
iransactions on clstomer accounts is critical to improve our ability to detect ciminal activity.

2735 The IT Division will be responsible for developing automated systems and. processes for classifying
customers on the basis of nsk matrix provided by Bangladesh Financial Intefigence Unit (BFIU) and
manitering fransactions with the transaction profile provided by the customers. These systems will improve
our ability to detect unusual transactions. help the authorities fo identify and respond to the money laundering
and terrorist financing technigues, PBL will continue to enhance the use of automated systems to moniter
account aclivities and, in conjunction with the relevant authorities, to respond fo new and more sophisticated
trends and lechniques adopted by criminals.

3736 Branch Managers andior BAMLCOs will monitor customers transactions regularly in order to identify
susplcious transaction/activities (ST/SA) relates to both money laundaring and terronst financing. They will
also oversee the day-to-day activities at the branch and confirm compiance of the instructions of concerned
authorities.

27.4 Politically Exposed Persons (PEPs), Influential Parsons (IPs), Chief Executive of any International
ion or any Top Level Official and_their close Family Members & Associates

274.1  Enhanced due diligence must be exerclsed for cpening accounts of Poliically Exposed Persens (PEPS),
Influential Persons (IPs) (if considered High Risk), Chief Execufive of any Intemational Organization or any
Top Level Official (if considered High Risk) and their close Family Members & Associates in fine with
Chapter 12.5 of this Palicy

2742 The account activity of the PEPs, IPs (if considered High Risk), Chief Executive of any International
Organization or any Top Level Official (if considered High Risk) and thelr close Family Members &
Associates accounts must be monitorad to so that any changes may be detecieg, and consideration can be
given as to whether such change sugnesis corruption oF misuse of public assets, This includes close scrutiny
of receipts of large sums not consistent with the occupation or business of before mentioned PEPs, IPs,
Chief Executive of any Internaticnal Organization or any Top Level Official and their close Family Members &
Assotiales.

215 Trade SectorlCorrespondent Banking Relationships

2751  The international frade system Is subject fo a wide range of risks and vulnerabilities which provide tarronist
anizations the apporiunity to transfer value and goods through seemingly legitimate trade flows. To exploit
the trade system for terrorist financing purposes could assist in the development of measures to identify and
comiat such activity. Cerrespondent Banking relationships create a risk that the other Bank's customers may
be using that Bank fo launder funds or finance terrcnsm. It is no! necessarily possible fo conduct due
diligence on that Bank's customer base and as such, these relationships require additional care and attention
to guard against becoming unwilling participants in this activity. The essential requirements for establishing
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and continuing correspendant Banking relationship as mentioned in Chapter 16 of this Palicy must be strictly
complied with.

276 Automated Screening Mechanism of UNSCRs

27641 For effeciive implementation of TFS relating to TF&PF, The Premier Bank Lid. is using an international
recognized software name fne nSCREEN & nSMARTLite. Furthermore, IT Division of PBL is developing
saftware for screening of UN and Local Sanction Lists. This software enables our Bank to set up and
manage a 'walch list, The list enables Bank to check cuslomers when they are addet or maintained and also
to identify individuals, companies or other entiies that on the watch fist when they are making or receiving
payments in order to comply with International and regional regulations. This software permits intelligent
malching of the text of an inward or cutward payment message or the name and address of a customer,
against a list of proscribed entities provided by a national or international agency After a decision has been
made on the case, the iransaction in Equation thal promptad the case is then either cancelled or released

2.7 Non-Profit & NGO Sector

2771 Accounis of Charities, Non-Profit Organizations (NPQ), Nen-Government Organizations (NGO] 1o be treated
a5 high risk accounts by default and Enhanced Due Diligence (EDD) must be performed for opening ang
operating such accounts in relation to combat financing of ferrorism.

218 Domestic Wire Transfer

2781 Information accompanying all domestic wire transfers must include complete originator information fe.
Name, Address, Contact No., Source of Fund/Purpose of Transaction etc. Details discussed in Chapter 13.3
of this policy.

278 Cross Border Wire Transfer

2791 Al cross border wire transfers must be accompanied by accurate and meaningful information. Details
discussed in Chapter 13.2 of this policy.

2710  Reporting of Suspicious Transactions

27.10.1 If any transaction or any attempt of transaction of a customer creates reasonable ground lo believe that the
fund or transaction may be connected with financing of terrorism as defined under Anti-Terrorism Act, 2009,
AT (Amendment} Act, 2012 & 2013], then BAMLCO will send a Suspicious Transaction Report (Annexure K)
with hisfher comments immediately Lo the AML Division of Head Office.

27102 AMLD will examing and analyse \he reports received and racord ils chservations on the above form and if
they consider the incident to be repariable, then they will submit the same directly to the General Managar,
Bangladesh Financial Intelligence Unit (BFIL), Bangladesh Bank immediately and maintain confidentiality,

27.10.3  This process has been described in details in Chapter 19.4 of this palicy
2711 Self Assessment Procedure

27111 This policy reguires that appropriate and timely self assessments, tests, audits and evaluations be conducted
to ensure that The Premier Bank Lid. is in full compliance with the regulations. Each and every branch must
assess their performance half-yearly as per the process mentioned in Chapter 19, The short comings
identified must be overcome and complied within the next half year,

2712  Independent Testing Procedure

27121 Testing on Anti-Money Laundering compliance is to be conducted on the Branches by ICCD, While
conducting the same, they should also look into, whether the directives of Anti-Terrorism Act, 2008, AT
{Amendment) Acl, 2012 & 20131 and BFIU's directives issued from time-io-time in this respect are followed
meticulously by the Branches.

2713  Record Keeping
27.13.%  This process has been described in details in Chapler 22 of this policy
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Chapter : 28

INTERNATIONAL TRADE & TRADE-BASED MONEY LAUNDERING AND FINANCING OF TERRORISM

28.1 Introduction

2811 Trade Based Money Laundering is defined as the process of disguising the Ipreoeads of crime and maoving
value through the use of trade transaction in attempt to legitimize their ot origin. In_ {:thgr ugnrlds: Tr_ade
base money laundering is the process by which criminals use a legiimate trade to d-.s_guls‘e their criminal
process from their unscrupulous sources. For the intemational frade lransaction hundreds of hsl1mr_1; qmlars
are laundered annually by the way of irade based Money laundering. It Is cne of the most sophisticated
methods of cleaning dirty money as it is very difficult to detect.

2812 In practice, this can be achieving through the misrepresentation of price, quantity or guaiit;.r of imports or
exports. In many cases this Trade Based Money Laundering (TBML} can also involve apuse of the financial
system through fraudulent fransaclions invelving a range of money transmission Instrument, such as Wire
Transfer. The Basic Techniques of Trade Based Money Laundering (TBML) include:

= Over and Under invoicing of goods and services
# Over and Under shipments of goods and services.
# Falsely described goods and services.
»  Multiple invoicing of goods and services.
2812 Trade Based Money Laundering may acour in all fheir stages of Money Laundenng.
At Placement Stage - The offender transforms illicit proceeds into @ transferrable assel (e.q, purchasing
GOods).

At Layering Stage - The offender attempts obscure ine link between the illicit proceeds and their criminal
source. (e.g. by trading goods across the borders).

At Integration Stage - The offender reintroduces the iliicit proceeds into the legitimate sconomy (2.4,
through resale of goods) As the burden goes 1o serving / compliance officer, hel she must take precautionary
measures 50 that any of the sald process can be arrested at the very Initial stage. In this process, he ! she
can use recent technology or take helpof renowned organization or third party

28.2 Red flags indicating Trade Based Money Laundering

= Significant discrepancies between the description of the goods on the bill of lading and the invoice

~ Significant discrepancies between the description of the goods on the bill of lading or invoice and ine
actual goods shipped.

» Significant discrepancies between the value of the goods reported on the invoice ang the fair market
value of the goods,

» Documentation showing a higher or lower value or cost of merchandise than that declared to customs or
paid by {he importer.

~ Shipment locations, shipping terms, or description of goods not consistent with latter of credit,
= Customer significantly deviates fram regular business activities.
~  Customer conducts business in or ships items through high-risk jurisdictions.

~ Customer engages in potentially high-risk activities, eg., trade in defense arficles or services,
chemicals, sensifive fachnical data, and crude oil,

= Commodity being shipped is among those designated as “high risk” for money laundering activities, 2.g..
high-value, low-volume goods with high turmover rates that present vaiuation difficulties

# Commodity Is- shipped to {or from) a junsdiction designated as “high nsk” for money faunderning
activiiies

» Commuodity is transshipped through one or mare jurisdictions for no apparent economic reason
~ Commodity being shipped appears incengistent with fhe cusiomer’s regular business activities
~  Bize of the shipment appears inconsistent with the scale of the custemer's regular business aclivities

~ Shipment does nol make econamic sense, e.0., the use of an aversized container for a small volume of
goods,

# Method of payment appears inconsistent with the risk characteristics of the transaction, e.g., the use
an advance payment for a shipment from-a new supplier in a high-risk couniry, ;

¢ Bap>
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> Recaipt of cash (or other payments) from third-party enfities that have no apparent connection with the
transaction,

Request 1o pay proceeds to unrelated third-party entities that have no apparent connecton with the
transaction.

# Use of repeatedly amended or frequently extended letters of credit

» Use of front (or shell) companies,

= Transaction structure appears unnecessarly convoluled

k3

2821  With a view to overcome money laundering activities in rade finance and international trade, we have taken
initiatives to include some directives for trade finance and international trade transaction in respect of
prevention of Trade Based Money Laundering and Combating Financing to Terronst (TBML & CFT).

283 Import

% It is mandatary lo obtain updatedirenawed copy of Trade License, Impert Registration Cerificate (IRC),
etc. from respective autherity for all corporate customers and individual for new approval, renewal,
enhancement etc. Bank also shall take KYGC of all its customers al a reguiar interval.

% For facilitating/ serving Foreign Exchange /Trade related customers through LC or other menhgnism,
Sank check whether the nature of business support with the transaction under referance. If there is any
conflict, the ransaction/service must not be done,

» Nowalking customers are enterfained in Trade Finance Business,

» Bank's official will also reguiarly visit the corporate customaers’ factoryipremises to cbserve the work in
process | business operation, retating to the irade finance busingss

% Import shall be made at the most competiive pnce and it is obligatory for importer &t any time to submit
documents to impart control authority regarding price paid or 1o be paid on time.

» Commodity price must be venfied through intemational commadity market and from different suppliers/
sources before establighing any LC.

»  PBL will clasely manitor thie fransactions with same suppliers to prevent fatse pricing

# Bank must check whether the goods to be imported are permissible by the faw of the land as per Impaort
Policy Order {2012-15) in force.

» Bank will be confirmed, whether proper H.3. Code is being followed as per First Schedule of Customs
Act 1989 based on harmonized commaodity description and coding,

> Bank must not issue LT Authorization form (LCAF) to open LC without valid H.5. Code.

» Before opening LC against indent, it is required to be confirmed by the bank whether the Indenting
License has been updated/ renewed.

» Bank must check whether LC value commeansurate with the LCAF value.

> Bank must check whether LC is issued within the validity of LCAF or spacial permission has besn laken
from Statutory Authority in this regard

= Bank mustcheck whether the validity of shipment of goods is as per |PO in force:

» Import can be done without LC through LCAF for the goods and amount as permitted by imper policy
order in force,

» Bank must check all relevant papers of CAF Agenls in case of their permissionirenewal as enlisted
agent of the bank.

» For deferred payment LC, Bank must follow the Guideline for Foreign Exchange Transaction 2008 and
alse Circulars issued by Bangladesh Bank from time o time.

= Proper INCOTERMs must be ingarted in LC Application and LC.

# The LC clauses musl be In accordance with Uniform Customs Practice for Documentary Credit
(UCPLC-600) Publication no 600 and local law.

#  Bank must not allow importing restricted goods.
# Bank can insert pre-shipment clause il appiicable and requested by the applicant

#  Country of Origin must be menticned in all cases of Import and reflection of the same must be in the
package and comiainer with exceptions as per PO,

7 |mporters Name, address and TIN must be inserted in LC application except few exception mention
Import Policy Order (IPO) in forca.

~ Bank must check wheiner proper documents are presented as per LT terms,

ATLEN
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»  Import excess over limit set by Chief controller of Import and Export {CCI&E) must not be aliowed.

» Befare passing any LC through SWIFT, Bank must sCreen all the outgeing messages with UN, OFAC,
and EU sanction iist. A guaranieed report in this regard to be preserved.

» Each and every outward remittance also 1o be screened by the bank to check the trug match with UN,
QOFAC, and EU sanction lists.

%  Bank must ensure timely raporting to Bangladesh Bank.

28.4 Export
» Bank shall assess genuingnass of ERC, VAT, TIN, and Trade License and their updated | renewed
copies.
% Bank shall verify the genuineness of Export |LC/Contracts and their adverse Clauses

Bank shall ask the beneficiary to make amendments of adverse clauses, if there is any, before
facilitating against fhem.

» Before entering to any financial relationship bank must verify the creditworthiness of the buyer by
obtaining Credit Report through Head Office

» Bank shall azsess credentiais of Pariners/Directors of the company.

» Before allowing BTB LC, bank must assess factory condition, production capacily business reputation
and market credibility of customer.

» Bank shall check whether the Export LG (ELC) has been transferred properly, if it is transferrabie LC.

Y

» Bank shall check whether the First Beneficiary is a Buying House. If so. must check whether the Buying
House has been established as per guideline of Bangladesh Bank

» Bank shall check shipment schedule of ELC before opening BTB LC.

» Being satisfied with the credibleness of the buyer, PBL will aliow BTE LC within the permissitle limit
against expor LC.

» Bank shall open BTB LC by assassing lead (shipment validity coverage the production or process) time.

» Bank shall ensure timely shipment of each consignment and ask cusfomer to submit shipping
documents imely, so that the presentation ¢f documents be made on time.

% Bank must scrutinize the shipping documenis before presentation for collection of funds:
#  Bank must monitor timely repatriation of export bills,

»~ Bank shall not negotiate the discrepant documents.

~ Bank shall arrange surprise visit 1o faclory lo observe production process.

» Bank must assess at regular interval whether the exporter has got any cases of short shipment and
short realization and find cut the reason behind it

+»  Bank shall ensure Timely reporting to Bangiadesh Bank,
28.5 Remittance execution procedure complying AML/CFT guidelines

2851  With a view to monitaring the remittance transactions in compliance with Anti-Money Laundering Act 2012
(amendments 2015, Anti-Terrorism Act 2009 (amendments 2012, 2013), PBL shall develop a software for
execution of wage eamers remittances. The software shall be fully compliant with Anti-Money Laundering
Law, |.e. different sanction lists such as UNSCR, OFAC and IRGC are incorporated in the software. The
software includes the followings:

» The sanction screening system will be available at all fhe branches of PBL as well as Head Office (HO) and the
branchesHO shall sereen all the remillances at the branch level before making payment o the
beneficianes/beneficiary ownars.

s The concemed branch officials shall collect KYC of the beneficiarizs or beneficiary owners along with valid photo
ID for payment over the counter,

« Remiltances recaived through SWIFT will also be screened in screening system available al Head Office = Bar
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Chapter : 29

L & TF Risk Based Approach

29.1 Introduction

7911 Recommendation 1 of Financial Action Task Force (FATF), the intemational standard setter on anfi money
laundering (AML) and Combating Terrorist Financing (CTF) states that countries should require Financial
Institutions and Designated Non-Fimancial Businesses and Professions (DNFEPs) to identify, assess and
take effective action to mitigate their money laundering and terrorist financing risks.

2042 In this regard BFIU has issued a guidelines litled ‘Money Laundering and Terrorist Financing Risk
Assassment Guidelines for Banking Sector in January, 2015 for prowiding the basic ideas of identifying,
assessing and mitigating ML & TF nisks thal banks may encounter in doing their busingsses. Banks were
instructed to assess their own ML & TF risk considering their customers, praducts, delivery channgls and
geographical positions and upen the vetting of BFIU, the mentionad guidelings would be used to mitigate the
risk. BFIU were also instructed 1o assess regulatory risk | e, risk anses from non-compliance of AML & CFT
measures.

2913  To comply with the SFIU instruction Bank nas submitted ML & TF Risk Assessment Guidelines including
Risk Register. The Money Laundenng and Terronst Financing Risk Regisier of PBL are shown in
Annexure O, for meticulous compliance of the same by the Branches and Dwigions/Deparfments/Units al
Head Office to reduce the nsks of the bank.
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e e ik s A S R -.Branch

Account Opening Form: Transaction Profile
Individual & Nor-indhvidual Account

Ui Cushomet 1D COmE... ...t
(For Bank use ooy}

B AT IR, .o iimisn o smrmimr bbb e b e b bk bbbt o S0 S SR 1 A b
Tl o R em——————————— o

3. Monthiy Estimased Turmover (for Organization) ... T — e

Extmatss Numper of | E8iimated totsl lﬂ:ﬁl
Deacription Norayy Depoet .m'l{ﬁub;nim ina

Deposit:

Cash {Cnéine and ATM)
TransterOeposk by Instrument
Foreign inward Remittance

Export Proceeds
DepositTransfer from BO Acoount
Otmess [Soeatcally]

Tofal:

Ectmales NamSer of | Egtinaiedtotal | Maxlmum Withamwal
mm Moy Violieme of ina cingle
Witharama: Morttly Wihamwal Trareaction

‘Withdrawal:

Caeh (Oniing and ATM]
TrarsfesPayment by Instrument
Foreign Outearc Remtiance
Seffiement of Impart Expences
DepositTransfer froem B0 Account

Qthere {Specitcaily)

Total:
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ceerernr...BrENCH

KYC Proflle Form
(Application for Individual Account Opening)

Aot HO: i i s i
Unigue Customer ID Code: .. oooeeev
[For Bank Use Only)

2. MNtUFE OF ThE ACDDUINE o ooooos oot rinsossssss b bas mt e 444 SLa LA SR e oo e 42 A4 S LAY Tmmr e TR T e e

3_Profession of the Account Holder (in detaiis): ... e
4. Monthly Estimated Income of the CUStomEr ... s
5. Sourcels) of Fund [In detailsh ... i s sapiass s st s s e
6. Documents coliected for ensuring the sources of funds:

Lo R o A e S

- S S OB U L LSS R PP N RO S

whether the collected documents are verified or not?:[] Yes [J Neo
7. How does the address{es) of the Account Holder is/are verified (in details): .o

8. Does the Beneficial Owner of the accounts setornot? [] Yes [ No  [J Not applicable
[ the anmaver it yes, the informaton about the real Bepeficel Owner will be colected stoording to the arnexire 4 [a]).

Aoy Copy Taken Verified (V)
3} PASTDOIT NUIIDBI: . icioinesibmssisssosidisnniissmrmiiosdnsosissoss {When applicable)
b) National ID: . e [When applicable)

O
O
¢) Birth Cortificate NO. ... mmcesismmsspsss sz D {When applicable)
O
O
O

d) Electronics Tax D (E-TIN) NO. coceeimmirrcmimmissiimmssismsisssn |When applicabie)
g) Driving License No. (When applicable)
f) Other {mention Particllaniy): ... {When applicable)

BB aoaR

10. Purpose of Account opening by the Non-Resident of FOreigner: ... ... cmimemrasesmmsssmsssssionns
a) Nature of the Visa: . oo EXPIration Date: ..o e smen e
b) Are the necessary approval from the concern authority and letter of work permit collected for

the work permit holder to open bank account? []Yes [JNo
(Passport copy for Non-Resident Songisdesnis snd VISA & Passport copses for Foreigners must be collected)
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11. Whether or not the Customer is politically exposed personal [PEPY/ Influential Person (IP)/ Head of any
international Organization or its high ranked officia! or family member of them or close associates? [ Yes (] No
If the answer is yes:
2] Has the necessary approval taken from Senior Management? Yes[] Na[]
b) Has the face to face intarview taken with the Customer? Yes [J Ne(O

12. Based on the dominant Laws, Regulations and Circulars, with due ﬂﬁﬁﬂﬁﬂi:li wheﬁm the
customer's name has any similarity with the name of any person or entity who is !:Iacidlsted I?\r
the several resolutions of UN Security Council with 2 suspection that he or she is engaged in
terrorism or terronist financing or spread of Mass Destruction Weapons (MDW). Moreover,
whether the customer’s name has any similarity with the name of any person or entity that is

biacklisted and banned by the Bangladesh Government. Yes[] Ne[]
a) If the answer is yes, describe the actions taken:

13. Risk Grading:
a) In which profession the Customer is involved?
Category
Jewelry/Gold Business/Gems Business
Money Changer/Courier Service/Mobile Banking Agent
Real Estate Developer/Agent
Construction Project Promoter/ Contractor
Ardst/Antgue’s
Restaurant/Bar/Night Club/ Residential Hotel/ Parlor Business
Import/Export
Manpower Export Business
Arms Business
Garments Business/Garments Accessories/Buying House
Filot/Fiight Attendant
Trust
Share/ Stock Business Investor
Software Business/ Information and Technology Business
Expatriate {Foreigner worked in Bangladesh)

;
:

AR A A R R - A R N el v T R ™l "l Tl ¥l

Travel Agemt
Financing Business for 1 crore per year
18 Freight/Shipping/Carzo Agent
19 Auto Business [New /Recondition Car}
20 Business [Leather and Leather Goods)
21 House Construction Business
22 Professional {Journalist, Lawyer, Doctor, Engineer, Chartard Accountant)
23 Director (Private/Public Company Limited)
24 Higher Officer of the Multi National Company
25 Housewife
26 Service in information-technology
27 Player/ Media Celebrity/Producer
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SL. No. Category Risk Scale
28 Freslance Scftware Developer
29 Business Agent
30 Government Service
31 House Owner
32 Cotron Businessman
33 Transport Operator
34 Tobacco and Cigarette Business
35 Entertaining Firm/Park
36 Motor Parts/Workshop Business
37 Private Service Managerial

38 Teacher (Government/Private/Voluntary Educational Firm)
33 Service (Private)

Small Business (annual turnover below 50 lac)

41 Seif Entreprensur

42 Computer/ Dealer of the Maobile Phone

43 Manufacturer [without arms)

= Student

45 Retred Person

LF Farmer/ Worker/ Fisher Man

47 Other {Mention specificaily) 1-5

{oetuids il mo i reganding Ohe v oo of the Castorres stouts e cmedesnd faf Castooner s cil tuicuiothey’ When e profeaus i bude, e
S oo af Susiess, S il ores of dolug ke, sife of B Gosines, ored Sevefooey St 2 D uano ond effer ekl coros ahoutd be
comuderd by e of chesadiang e Coalormsr b bigh ok prode o0 low msh grode. Wiom the profeceon b seswior, sornlise kg of defos’s aformotion
prger i Bhe phafiession, geecclly Bhe sulwe of Bhe s Gngd Se respeninbilities sty b asaiwes af e ooy rnll vl shebire rhatiune,
Comyidvering Pl gaswests, Bonk o arigsithy o stor e green Jn seris! pumibse 6 o 48 noleshe bused on e suture of the Gafomes]

b) Monthly Income of the Customer:

e gt fpa [ pafralra [ro ] ra ] no [ | we | ue | oo o] e | e | e |

Amount {Taka) Risk Scale

Upto 1 lac taka 0

> From 1 to 3 lac taka : |

Abowve 3 lac taka 3

) Account Opened by:

Category Risk Scale

By Relationship Management/ Wing 0

By Direct Sales Agent 3

Internet/Non Face to Face 3

Walk In / Willfully 3

d) Volume of Estimated Monthly Transaction of the Client:

Transaction Amount of the Crent Account [In Iz taks) | Transaction Amoum of the Savings Account fin b aka| | Risk Scale
0-10 -5 o
>10-20 >5-10 1
>20 =10 3
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e) Number of Monthly Transaction of the Client:
Transaction Number of the Current Account | Transaction Number of the Savings Account | Risk Scale

0-15 0-10 0
16-25 11-20 1
=25 =*20 3

f) Volume of Monthly Cash Transaction of the Client:
Transaction Amount of the Cusrent Acoount (in @c taka] | Transaction Amount of the Savings Account {in lactaka) | Risk Scale

0-5 D-2 +]
>5-10 =2.5 1
=10 >5 3

g] Number of Monthly Cash Transaction of the Client:
Transaction Number of the Current Account | Transaction Number of the Savings Account | Risk Scale

0-10 0-5 0
11-20 6-10 1
>20 >10 3
14. Overall Risk/ Risk Rating Assessment (tota! of risk scale from a to g}
Total of risk scale Overall risk rating
> =14 High
<14 Low
Comment:
{inspite of heing & jower rizk grade thar 14, the Customer might De catesorized in Fgh nsk grade if the Senefanl Dwner of the
BCCOUTE DEBrT B Rgh risk In sich cases Sark OMicisl witl Spol his/her subjective fudgments snd specify the resson. |
Maker: Verifying and Authorizing Officer:
{Account Opening Officer/ {Branch Anti Money Laundering
Relstionship Manager) Compliance Officer)
Signature (withseal) ... .. Signature (withseal) ...
P .o e e i B R s et b it e et e
DR e e IR i e A

{Higher Authority’s confirmation for Account Opening of any PEP/1F/Senior Official of international Organization)
15  Last review & update information of the Customer and Account:
Verifying and Updating Officer:
Sgnature (withseal) ...
PRI i i T RS

BRI s e G i T e P T
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Annexure ©

Premier Bank \\

KYC Profile Form
{Apalization for Non-individual Account Opening)

Apcount No: ... o
Unigque Customer 1D Cooe: ... =
{For Bani tse only)

O NI T B0 T i s g s £ b b -S4 4 i 8 e P B e

3. Nature of the Organization (In detalls): -

4. Networih of the Organizasion: ... T DT COTey

5. SOUTCR(S) OF FUNE {1 OBERBEY . ..o oo smasisessies s

&. Documents colecied Tor eNEWNNg e soUrces of fungs:

L i e R e R L

Whether the collecied gocuments are verfied ornot? [yves [ no

7. How dpag the addressies) of the Ongantzabion Bare vermed InoeEie) e

E. Do=s me Benencial Owner of e Accounts setornol? [ Yes [ No
(It Me answer 15 yee, the INormation 3bout e real Beneficial Owner wil be coliected according fo the annexure 1{A))

in cas= of company, detais rformation of controling sharehoiger and 20% or aboye singis hareholdsr meed © be oolleched o
per anneyune (AL and must be conducted KYO.

Copy taken  Venfed (« )

[0 (When appicabie}
[] (when appiicabie)
CJ (When appicatie)
EERTTBEEN O O (when appicabie)

1. VAT Regietation Numbes: . . —

i =

11. Businese Registralion NEMDEL ... i i s s rmarers
12. Other Document (MEntion PariCulamy 1. ... .x - -

13. Purpose of Account Opening by the Fareign CompanyCrganization (If applicadie)

3) Name of the Controling AUThORty: ...

b) Infarmation reganding Cemtfication of Commensement ... e
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14. Wheiner or not the Custorner Organization has any engagement with a Poisically Exposed Person (PEPY
pfuental Person {IPyHeas of any intemational Organization o 126 high fanked oMcia or famiy member of tem

of ciose assoclates? [ Yes [ No

I e answer Is yes:

a) Has the necessary approval 1aken from Ssnior Management? [] Yes [JNo
b) Has the face 10 face interview Gken with he Customer? [ ves [INe

$5. Based on the Dominant Laws, Reguiations and Circulars, with dus verfications whether e CLsiomer's name nas
mnmmumdwmummmmmwmmmum SeCuUnty
Councl wih 3 suspection that he o BNe I engagad In temorism of temonst fnancing of spread of Mass Destruction
Weapans (MDW). Moreaver, whether the Cusiomers name has any similanty with ihe name of any person of entlly

na Is biackiisted and banned by the Bangagesh Government. [] Yes [No
) It !ne answer |E Y25, describe Me acions 3ken:

16, Risk Grading:
a) Type of Buginess:

s Catagory Risk Scaie
1| JewelryGoid Business/Gems Business

2 Money ChangerCounear Servica/Moaiis Banking Agent

3 Rezl Esie Deveinpes/Agent

4 Construction Project Prometes’ Consractor

5 Aristiantique's

£ RestaurantBarNight Cluby Residental Hotel! Panor Busihess

7 | imporExport orits Agent

B | Gamments Business/Garmanis Acoassores Buying House

& | Share/ Stock Business Invesior | Broker Porfolo Managen Meschant Sanker

10 | NGOINFO

11 | Manpower Expor Business

12 | Mowie Proguction Crganization

13 | Arns Business

| Moglie Phone Operatos! Intemet or Cabie TV operaior

| Lanaiouse Buying/Seling Broker (nstintiona)
BankiLeasngFinance Corporation

| Transportation Busness

| nswrance/Brokerage Agency

| Relgious Institition

Trust

Business (Peirn pUM/CNG siation]

TobacooCigarette Business

Software SuUSTIEES

Ship Breaking Business

Business (clearng forwarding agent]

Business (023 2noErIbUtonagent)

Business (Indeting)

it
I

e
wn

—a
(=]

-
=

—
(=1

e
oy

b || &lenfjen jenjen|onjen jen jon | en | enjon [en |an | en jon (on (on ] on o | on o | ER ) Gl | EN

S| R|REIR2E

N oy
- .;""'- —-""f'.
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sL | Catagory Risk Scals
) Business |Cutsourcing) 4
23 | Event Management 4
30 | Chartered Accourtant 4
31 | Comporate Customer 4
32 | Lawfrm, Enginesring Firm, Consuitancy Firm 4
33 | Petroleum and Biectriclly proguction Company 4
3 PrntEiecTonic Media 4
35 | Travel AgentTounsm Company 4
35 | Auto Dedler {reconditioned car) 4
37 | Freigni/Shipping/Cargo Agent/CNF Agent 4
23 | Auto Primary {new car} Business 4
33 | House Buliding Eusiness 4
40 | Business (leather and isather orienies oroduct) 4
41 Telecommunications Company 4
42 | Chaln StoreiShopping Mall 4
43 | Textiie/Spinning 3
44 | Park 3
45 | Mirdor parts/ Womshop Business 3
45 | Businses-Agent 3
47 | Business (Medicine producer and seller) 3
43 Cold Storage 3
43 | Susiness (frozen foods) 3
sa Susiness (Hamdware) 3
51 Susiness (Advertsament) 3
52 Service Provider 3
5 ComputerModlis Phone Dealer 2
g4 Boutiry/Dalry/Fishing Firm 2
s5 Agro Business! Rice MIll BusinessBeverage 2
5 Brogucer (except amms) 2
57 Shop (rew@ll business) 2
A Onhers (menton specifically) 15

VL TR e T

clamutyrg the Cosorms = bggh res e (s e
rm raaw ol e ssreos e te TEpOTES e

of T C ltnﬂhlﬂpﬂhtm’lm“‘!wwm“m.hlnﬂm
of Bumirees, g rd ates o Sog barees mste 3 Foe Dustees Sesl benefisery cated o e Duamees g dter edecwl @ should be Srwdered o omse of

Erw R N EEEl narhe 160 & el res Caeed o Be wloe o S o)

Wt itE profesasn w serdos. A le® bl oF detels oAt wmgarieg Us P, R
b i pred o P O Enere s T Fide diserTimnns Lomelar g Thoas snpess o ey e

) Net Worth of the Business: Amount [Taka) Risk Scale
-1 crore D
= 1 crore - 3 crore 1
> 3 crare 3
£) Account Opened oy Catagory fisk Scule
Ey Relaonsnip Management /Wing L
By Direct Sales Agent 3
Imemet/Non Face to Face 3
Wik 1 | ey 3 fon{ Aot =
g
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g) Voume of e Estmated Monihiy Transaction of the Ceent:
Trantaction Amount of 24 Currsnt Account (In 3¢ Saks) | Transaction Ameunt of the Savings Accownt in s tixs) | Risk Scake
010 03 0
~10-50 »5-20 1
~0 >20 3

&) Numbes of Montaly Transaction af the Chant

Transaction Number f tbs Cumrent Account Transzstion Kumber of the $avings Account Aisk Scak
0-10C 0-20 0
101-250 2150
»250 >50 3

1) Volume of Momthiy C3sh Transaclion of the Cieat
Transaction Amount of s Curment Account |in iac taka) | Transsction Amcunt of i Savings Account (In b faksj|  Risk Scak
B-10 22 0
=10-25 =27 1
=25 =7 3

g} Numder of Monthly Cash Transaction of 1he Client
Trangacton Kumbar of e Cummant Account Tramesction Kumber of he $avinge Aczounl Rk icsle
G158 a-s
16-30 &-1C
=30 =10

Ca | = |

17. Qvesal fsk/ fisk rating assessment (1ot of ek scale from & 10 g,

Total of riak scale Owerall nak rating
==id High
<i4 Liow

nagls of briyd & lows faL grade e 14, Me Cusloeer QR Be arlegorzed i high fak grade ¥ T Benifel Owner of the
oot beare @ Pagh ek 1 sooh csses Batk Ol will apgdy ewter pubsestve apdmeiis end soacly e raascn |

Maker: Vernying and Authorizing Omcer:
(Account Cpening OfMcenRaationship Manager; (Esanch A7t Money Laungerng Compilance CMcen)

BRI 1. oo vivairn- i mmas s i i S S S I oo v s s e b e

13, Las! review & updats nformation of the Customar ant Account
Verifying and Updiating Offcar

0 |V g __,__./
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The Premier Bank Limited

Annexure D

Mame of Branch

KNOW YOUR CUSTOMER (KYC) PROFILE FORM

{To be used for Wab-in / One-off / Flogting Customers for, 0D, TT, PO ate. and for Onling Tr?nsadwnsj
Source: Para 3.2-3.4 of BFIU Clrcular No, 10 dated 17-09-2017 of Bangladash Financial Infeliigerce Lin,

Dear Customs:,

The BFIU Circular Mo, 19 requines us 1o abitain satisfaciory evidance of identification of applicenis who do nat maintain gccounts with us for conducting one-off transactions,

Yeus are therefre kindly requested to provade the Tokowing details, togather with apgropriate dosumentary evidence, pefore (s fransaction may proceed.

Thank you for your co-operation,
DETAILS OF THE APPLICANT ;

|G*-. Namﬂ'_ﬂseﬁuplir.unt:

| Q¢ Father's Name

[ 03, Maother's Name

| 05, Mationality ;

| 06 Address idetals)

| o7 Profession:

lﬂ Bank AC Numzers (IFany) .

[ TL‘IEI. Reason of Transaction

|1EI. Souree of Fuomds ;

Passport No. -

11 Idestificaton Document (any 1 showld be submifted) ©

Hational I0 Cand Mo

Birth Regstration Certficate (BRO):
|0 Card with phoso in case of BRC

12, ProneMobile Mumaer

Fhofocapy Submitied? Yes / No [f Apocabie)
Ehateeony Submited? Yos / No{if Apolcabie)
Photocopy Submitted? Yes / No [If Apnicatie)
Fhoiocopy Submiled® Yes / No (I Appiicabie)

WALUE OF TRANSACTION ;

|_ 13, In Figure !

4 In'Words o

Signglure |
Date
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Annexurg

Identification of Partners/ Directors & Authorized Signatories
Stitee. Annexure E of Guidance Notss on Prevention of Money Launderng of Bangladesh Bank.

{Company Letlerhead)
Manager Date.
The Premier Bank Limited
SN - -1, -
Subject ; Identification of P rectors & Authorized Signatories
Dear Sir,

This is o infraduce the following directors of the company & authorized signatories of the accountls) of the company maintained with your bank,

Date of Birth
Name & Father's Name
Designation Mother's Name Haﬁ:&ality Present Address Permanent Address

We certily that informalion provided above Is frug and comact. Please treal this lefier together with duly allested photographs of the above indwiduals attached
herewith on separate sheet. as Pholo identification document

Sincersly,

{Company Stamp)

Chairman/Secretary (Name & Seal)

f

|_1|.|J.'i'.';1‘“._.* rl
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Annexure F
Red Flags pointing to Money Laundering

Branches may wish to make additional enguiries In the following circumstances:

2

-

s, #
L ]

o d

=,
e

The client cannat provide satisfactory evidence of identity,
Situations where it is very difficult to verify customer information.
Situations where the source of funds cannot be easily verified,

Transactions in countries in which the parties are non-residents and their only purpese is & capital investment (they are not interested in
living at the property they are buying).

Fraquent change of ownership of same property in unusually short time periods with no apparent business, aconomic or other legitimate
reason and between related persons.

Client wants to re-sell Property shorfly after purchase ata significantly different purchase price, without corresponding changes in
market values in the same area.

Client wishes to form or purchase & company whose corporate objective is irrelevant io the client's normal profession or achivities,
without a reasonable explanation.

The client sets up shell companies with nominee shareholders and/or dirsctors,
GCiient repeatedly changes Attorneys within a short periad of ime without any reasonable explanation.

Client purchases property in names of other persons or uses different names on offers to purchase, closing documents and deposit
recaipis.

Client deposits a large amount of cash with you to make payments which are outside of the client's profile. |

Client negotiates & purchase bul wants to record a lower value on documents, paying the difference "under the table’, (inadequate
consideration),

Client's documents such as identification, statement of income or employment details are provided by an intermediary who has no
apparent reason to be invelved, (the intermediary may be the real client),

Transaction Invelves legal entities and there is no relationship seen between the fransaclion and the business activity of the buying
company, or ihe company nas no business activity.

Client requests the firm to act as his agent in oblaining high sum bankers' drafts, cashiers’ cheques and other cash equivalent or near
cash manetary instruments or in making wire fransfers to and from other banks or financial institutions, (anonymity)

Divergence from the type, volume or frequency of transactions expected in the course of ihe business relationship.
Clent gives power of atlorney to a non-relative fo conduct large fransactions (same as above),

Use of letters of credit to move money between thosa counines, where such trade would not normally occur and [ or is not consistent
with the customer's usual business activity. A Letter of credit is generally resorted fo so as lo agoord more legitimacy to the transaclion
i order to conceal the real facts,

The method of payment requested by the client appears inconsistent with the risk characteristics of the transaction. For example receipt
of an advance payment for a shipment from a new seller in a nigh-risk junsdiction.

The lransaction involves the use of repeatedly amended or frequently extended letlers of credit without reasonable justification or that
includes changes in regard to the beneficiary or location of payment without any apparant reason.

Inward remittances in muitiple accounts and payments made from multiple accounts for trade transaction of same business entity are
indicatars for TEML. In this regard the study of foreign exchange remittances may help detect the offerice.

The commaodity is shipped to or from a junsdiction designated as ‘high risk’ for ML activities or sensitive | non co-operative jurisdictions
The commadity is Iransshipped through one or more such high risk [ sensitive jurisdictions for no apparent economic reason

Transaction involves shipment of goods inconsistent with normal geographic rade patterns of the junsdiction |.e. trade in goods other
than goods which are normally exported’ impaorted by a jurisdiction or which dogs nat make any economic sense.

Significant discrepancies appear between the value of the commaodity reported on the invoice and the commodity's fair market value.
Consignment size or type of commaodity being shipped appears Inconsistant with the stale or capacily of the exporier or importer's

having regard to their reqular business activities or the shipment does not make economic sense .. thare is no reasonable explanation
for the client’s financial investment into the shipment.

Trade transaction reveals links between representalives of companies exchanging goods |.e. same owners or maﬂagemeptﬁ ?“—“‘\
m«*‘
A one \T
f rJ Ant-

o i
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Annexure G

Red Flags Pointing to Financing of Terrorism

Behavicral Indicators:
% The parties o the transaction (owner, beneficiary, etc.) are from countries known (o supper terronst activities and organizations.
Use of false corporations, including shell-companies.
Inclusion of the individual or entity in the United Nations 1267 Sanctions list.
Media reports that the account holder is linked fo known terrorist organizations or is engaged in terronst activilies.
Beneficial owner of the account not properly identified.
Lise of nominees, frusts, family members or third parly accounts.
4 Use of false identification,
Apuse of non-profit organization

P

AR

e

Indicators linked to the financial transactions:
4 The use of funds by the non-profit organization is not consistent with the purpose for which it was established.
< The transaction is not economically justified considering the account holder's business or profession,

< A series of complicated transfers of funds from ene person to ancther as a means to hide the source and infended use of the funds

< Transachons which are inconsistent with the account's normal activity

<+ Deposits were structured below the reporing requirements fo avoid detection

< Multiple cash deposils and withdrawals with suspicious references.

& Freguent domestc and international ATM activity,

< No business rationale or economic justification for the transaction.

< Unusual cash activity in foreign bank accounts,

£ Multiplz cash deposits in small amounts in an account followed by a large wire transfer 1o another country.

< Use of multiple, foreign bank accounts
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Premier Bank Y%

The Premier Bank Limited

Annexure H

ANTI-MONEY LAUNDERING & COMBATING FINANCING of TERRORISM
QUESTIONNAIRE FOR CORESPONDENT RELATIONSHIP

A BASIC INFORMATION
Name of Inshtuhion:
Regstered Address: _.

'ebsite Address:
Principal Business Activaties:
Regulatory Authonty:
Operational Status:

*  Does your Bank maintain a physical presence m the licensmg country?[ | Yes/[ | No

B g e

B. OWNEESHIP | MIANACFAENT
7. I yow institution listed om anv stock exchange? [[]¥es/ [ INeo
If so. which stock exchange?

8 I “No” to Q7. please provide a list of the major shameholders
holding more than 10% shares in yvow mstitution.

C. ANTIAIONEY LAUNDERING AND TERRORIST FINANCING CONTROLS
If you answer “no” to any question, additional mformation can be supplied at the end of the questonnawre.
1. General AML&CFT Policies, Practices and Procedures:
9. Does your mstitution have m place policies and procedures approved [ |Yes/ [ |No
by your metituton's board or semor management to prevent Money
Laundenng and Combat Financms of Terrorsm?

10. Doe: your institution have 2 legal and regulatory compliznce [ |Yes/[ |No
program that mcludes 3 desipnated officer that = responuble for
coordmating and overseemg the AML/CFT framework?

11. Has yow mshtuton developed wntten pobicies documenting the I:lYesf DNI:
processes that they have m place to prevent, detect and repart
12, Does vour mstitution have 2 policy prolubiting accomnts relationships Yes/ No

with shell banks" (4 shell bank iz dgfinad as a bank meorporated ina
Jurisdiction in which it has no physical presemce and which 5[] D
unqffiliated with a regulared financial group.)

L]

13. Does your inshfution permt the opemung of anonymous or mumberad Yes/ — No
accounts by customers?

14, Does yowr mstrution bave policies fo reasonably ensure that they wall Yes/ — No
ot conduct transactions with or on behalf of shell banks through amy
of its accounts or products”?
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I5.

16.

Does your inshtusion have polices coverng relationships wath
Politically Fxposed Persons (PEP's), thew famuly and close
assoctates”

Does your imsitution have policies and procedwss that require
keeping all the records related to customer identification and thew
tansactions’

F*Yes". for how long?

IL Rizk Aszezzment

17.

18.

Does your mstitution have a nsk-bated assessment of its customer
base and thewr transachions’

Does your institution defermume the sppropriate level of enhanced
due dilience necessary for those catepomes of customess and
ansactions that the FI has reason fo believe pose a heightened nsk
of illieat activites at or through the FI7

1. Know Your Customner, Due Dilizence and Enhanced Due Dilizence

19.

2L

3

Has your institution implemented processes for the identfication of
those customers on whose behalf 1t mamtains or operates accounts or
conducts transachons?

Does vour instifuhion have 3 requrement to collect informanon
regardme its customers’ business actvaties”

Doss your mstitutton have a process to review and whers
appropriate, update customer information relztimg to high nsk chent
information”

Doss yow institution have procedures to estabiish 2 record for each

pew customer notng thew respective idennficahon documents and
‘Know Your Customer’ mformation”

Does your mstitunion complete 2 nsk-based assessment to understand
the normal and expected ransactons of its customers?

IV. Reportable Transactions for Prevention and Detection of MLTF

23

25.

Does vour institution have policies or practicss for the identification
and repornne of transachons that aré required to be reported to the
authonties?

Where cash transaction repornng 1= mandatory, does your mshitution
bave procedwes to 1dentify transactons structured to avoid such
oblizations?

Does vouwr inshitufion sereen ctstomers and fanssotions zgainst lists
of persons, enfiies of counines issued by government/competent
authonties or under the UN secunty Council Resoluten”

Yes/ No

DYES f I:lN°

[]Yes/ []No
[]Yes/ [ ]No

DY&: f D'Nn

E]Y’E‘S ! IjNo
DYﬁ f D}In

[Yes/ [ INo

[JYes/ [ JNo

ML & TF Risk Managament Guidelings
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37, Does you institution have policies to reasonably enswre that it only ] Yes/ [ JNo
operates with correspondent banks that possess hicenses to operate m
their countries of ongin?

IV, Tranzaction Monitoring .
28. Does your institupon have 3 momitormg program for unusual and [[]¥es/ [ |No
potentially suspicious actvaty that covers funds tramsfers and
monetary instruments such as travelers checks, money orders. etc’

V. AML Training _
39 Does yow insuration provide AML& CFT timng to relevant [ |Yes/ [ |No
emplovees of your argamsation”

30. Does yowr institution commmumicate new AML related laws or [ |Yes/ [ [No
changes to existing AML related policies or pracnces to relevant
emmloyees?

31, Does your institution provide AML training to relevant third parties [ |Yes/ [ |No
if they are emploved to camy out some of the fimetions of your
argamsaton”

Space for additional informaton:
(Plaase indicats which question the nformation is referving to.)

D. GENERAL
32 Does the responses provided m this Declawation apphes to the [ |Yes/ [ |No
followinzs entities:
*  Hesad Office and all domestic branches
*  Overseas branches
* Domestic subsidiaries
¢ Oversess subnidlanes

f the response to any of the above 15 “No ™', please provide a st of the branches and ‘or subsidianes that
re excluded, mcluding the name of the mstituhion, location and contact detals.

[ the underizned, confim to the best of my knowledge that the mformation prowided m this
gueshonmame 15 curent accwrate and representative of the anf-money landenng and ant-temorst
finanemg polictes and procedures that are established m my insntution.
I also confirm that I am suthonzed to complete this questonnaire on behalf of my mstitution.

Sigmature:

Mame
Designation:
Diate:
Contaet No:
Email:

/4 ::‘:f A
rari@y ye i\
[f.5={ panti-MOTED )
LD..[ I'l. Nt n : I;
\ .1 .'l_'"l.h-"'"'l“ Fg I."
& N A /
\““ ’_.r'
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Premier @ﬂ?

Annexure |
MONTHLY EXCEPTIONS REPORT
The Premier Bank Limited Enclosure: A
Branch
Daily Account Review Register
Reporting Month:
T ¥ | - . [ _i
Declared TP)| No.of | Transacti TmT:r;um | GES“J;.:?““ ' kit of
clare 0, 0 ransacuon | n : Remarks Reviewin
Date Account Ne. {Dr. & Cr.) | Dr.&cCr, Type Amount Destination Officer .
{Or. & Cr,) | (BankiBranch etc)
The Premier Bank Limited Enclosure: B
_ Branch
Monthly Exception Report
Reporting Manth:
Daciared Tolal Amaunl '
51 No. Account No. Accoun Tite Transaction Exzmltii:ns, of Actual Reamn;:;::::p piee
Limit (TP} o | Transaction
ﬁa_réﬁ_ tu-;' Reviewed by
The Premier Bank Limited Enclosure: C
) Branch
Review of Monthly Exceplion Report
Reporting Month:
EAR Description ) | No.ofAlCs '
1. | No.of A/Cs reviewed in the manthiy meeting of BAMLCC
2. | No.of AlCs where the Commitiee decided to discuss with the customer
3. | Nooof ACs where the Commitiee decided 1o updals the TP
4, Mo, of ACs where the l:_:orrwniygg j_g_ciﬂeﬁ 1o prepare 2TR = - - |
5. | No. of AiCs where the Commitiee decided not 0 take any action -
F;{ﬂﬂﬂrﬂli by _BA_I'I.H_LGO a
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The Premier Bank Limited
_Branch

Annexure J

Suspicious Transaction Report (STR)
(For Internal Use Cnly)

A.  Report Details
Dile of Rapering [
B.  Suspect Account Details :
Azcoun! Number: [ |
Titke of the Account: | |
€. Account Holder Details :
Arcount Hokter s Name: [ A ]

Address!

Professin |
D.  Suspicious Transaction Information ;

Amount of Transachion: [

Dt of Transaction: i

Type of Transaction: |

E.  Brief Description | Reasons for Considering the Transaction{s) as Unusual/Suspicious :

(Ta be Filled in by the BAMECO)
F.  Comments of BAMLCO :

G. | Action Taken [ Ta repert 58 STR to CAMLCO, or
[ Mot 1o repos as STR 0 CAMLCS,

Mote | For reparting as STR 1o the CAMLCO, please fill up Annexure-'Ga’ of BFIU Circular No. 10 dated 28-12:2014 of Bangladesh
 Financial Intefligance Unit (BFIU}.

Signature of BAMLCO:

Name :
Designation
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Premier % Q

The Premier Bank Limited
Branch

Suspicious Transaction Report (STR)

{Far Reporting fo CAMLCO) )
Source: Annexure-'Ga’ of BEIU Circular No. 10 dated 28-12-2014 of Bangladash Financial Infelligence Unit (BFILY)

Reporting Institution :

1. Nama of the Bank: |

i 2. Name of the Branch:

Details of Report :

1. Date of Sending Report:

| Yes | [ : No |

2, Is this the addition of an earlier report?

3. If Yes, Mention the Date of Previous
Report;

Suspect Account Details

1, Account Number;

2. Name of the Account

3. Nature of the Account:

[Current/SavingsiLoan/Other. (Pls. Specify]]

4. Nature of _rf}wnmhap:

[IndividuallProprietorship/Parnership/Company/Other, (Pis. Specify)]

5. Data of Cpening:

6. Address:

Account Holder Details :

1. Name of the Account Holder

2. Addrass:

3. Profession;

4 Nationality

. Other Business:

7. Father's Mame;

oo
/ :\\-.:‘ 4

8. Mother's Name:

o pnti-MenEy e

N %
el | r | au‘!"EI'}"'n:‘ l,' 1

9. Date of Birth; | o\ Hivision /g

ey
T

\h‘-,._____'__,ﬂ";'
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10. Piace of Birth

11. Passport No.

12, Nationai Identification Mo,

13. Birth Registration Na.

14, TIN:

1. Name of the Account Holder:

2. Relation with the Account Holder
Mentioned in Sl No. D1:

"3, Address.

4, Profession;

5, Nationality:

&, Other Accountis) Number (if any):

7. Other Busingss:

8. Father's Name:

9. Mother s Name:;

10 Date of Birth:

11. Place of Birth;

12. Passporl No!

13. Naticnal Identification No:

14 Birth Registration No:

15, TIN:

Intraducer Details :

1. Name of Introducer:

2. Aceount Mumber:

3. Relation with the Account Holder:
4, Address;

5, Date of Opening:

B, Whether Introduger is Maintaining
Good Relation with Bank:

AntMona \
un:s:n 3)m

Ty Eian

'=-""
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Reasons for Considering the Transaction(s) as Suspicious :

; (Mention summery of suspicion and consequence of evenls)
Ry [ My ol Cloms (To be filed by the BAMLCO]

[ Actvity in Account

[ Background of Clignt

[ Mubtiple Accounts

] Mature of Transaction

[ Valug of Trangaction

g. [ Other Reason (Pis. Soscify)

™ ow s P

G,  Suspicious Activity Infermation .
Zummery Cherscferizalion of Suspicious Acthity.

Terrorism or financing in lamronst

a. Corruption and Bribery k. Murder, grigvous physics! Injury

F

O = O acivites

; . ; hdutteration or the manufachure of

b. [0 Counterfeiting Corrency I, O Traffickingof womas and children v, [ aoods through infingement of il
tarfgiting deeds & CHfances relating to fhe
e. O mnm:tlslng r. [0 Black marketing we O iyt
d. [J Estorign n. O F;wmg Eﬂ;ﬁ“wm and %, [0 Sexual explodation
Ingsdet rading and market
& [ Fraud 0. [0 Human frafficking v O :‘-'IE-"'-:DU'EHI:T'IQ
Crganized cnme, and participation
f. OO Fogery p. O Human raffickng O in arganzed erimnal groups
g [ legal Trade of Firearms q. [0 dowry za, [0 Rackeeenng
llega! Trade = Narcotic (rugs. : |
n. [0 Psychatroge substances and ' Eﬁmqgmgm "Eﬂﬁ"ﬁ;: BIESID b [ Gther (pls. specify)
substances causing Intoxication. 0
| 0 muaﬂa n siolen and ather [ Tax relasd offences
; 0 Kidnapgng, llegal restrain and v 0O Infingemant of mallaciual propery
I hostage faking & rights
'H. _ Transaction/Attempted Transaction Details : ——
§i, No. Dale Amaunt Type*
*CashTransenCleanng TTlelc:
Add Paper if Mecessary.
|, Counter Part’s Detalls : _
3l No. Datg __Bank Branch _ Atcount No. | Amount .

S npti-Mhoney =
E‘{ | al.'."'l':-l'!"l"l"l' |_., '
LN gion Je
% b _ .l'r

A

e

WL & TF Fush Managamen! Guideines Page 118 of 153 All Righis Ressnved ® The Pramier Bang Lid




Has the suspicious transactionlactivity had a material impact on or otherwise Yos [ | No
affected the financial soundness of the bank? |

K. Has the bank taken any action in this context? If yes, give details.

L. Decuments to be enclosed:
1, Accoun! apening form along wih submitied docurmants
2, KYC Profile, Transaction Profile
3, Account siatament far kasl one year
4, Supportng Vouchersorrespondence mention in 5L No. H
5. Others

Signature
|CAMLCO or Autharized Officer of CAMLCO's Office)
Name
Designation
Phang
Date

A B

Y

[/ B

f-l'r.J..- Anti-Maone

L { |

W\ T Division
'\: ; N

LS

~ . W

=

_ ——
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Annexure L

Self-Assessment Report
Source: Annexure-Kha of BEIL Circular No, 18 gated 17-09-2017 of Hangladesh Financial imeigence Linit

(Branch shail propare Self-Assessment Repart by answening the following guestions 45 per nstruclions (i down under Section B 6 of ML and TF Risk Management Guideings of
Bangladesh Bank and considering the bank s cam and ﬁaﬁ'unﬂn'ﬁ.h-h'_ Boiicies and proceduras)

Premier Elmanh}:'; \\

The Premier Bank Limited
SELF ASSESSMENT PROCECURE
on Anti-Money Laundering/Anti-Terrorist Financing for the Half Year ended DD! MM YYYY
o | U apoimresssprmarh Branch (Branch opened on . [ . 120 .)

Source: Annexura-Kha of BFIU Circular No.-18 dated 17-09-2017 of Bangladesh Bank.

= TEF Self Assessment TS wngrs fery sy frfy

«Fl I v TRt © A w0 weE i fen feraw s, e, Raroies
mmmmﬂwﬁw&mﬁﬁﬁwﬁﬂﬁﬂmmw
o B sy T S e Toocs Seif Assessment TWST B e R T

e MHerET TS T TEARLETY | YRrEE S/

Y., AW T SRFEI AT FE | ST LA (e
(wERRTE? SRS waeE ShTe | T FRE R
sfezey & wEor Wi sfeny
T 1 (TEEN )

2.7 “mem TS En femrr ol | BAMLOO I -
wive (BAMLCO) iy & wites | o £TC ¥y
e fors 2% T R o | g,
=fEggTY € T WA WA SR | o T
e (= S e freT Tremzaciion
¥) o T e AR S | oy e
Ty T e o Rl | oW (SRR
fifee vems wreT BAMLCO B | om0 T ¥
€ WETT TR W S ST T | 4 erwey 7R

ofrmy I55fR & oFooeT T | TETT T O fEE
e =y «CTR BT 4T

¢. BAMLCO =% wm waesmmt
THmefn e TR T e | T T S
afege frae feres =i, fiffmen, | ®r (foss
fevaies wiw =7 *=z T
frormr « Tmees Fery Tf wefn
sfemy @ mor wves sl
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I' [ b .ﬁ':dl

5 - =
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Premier Eginnlg “

The Premier Bank Limited

Minu f BAMLCC Meetin

ANNEXURE M

Date:

Meeting | Meating of Branch AML Compliance Commitiee [BAMLCC)
Vanue Manager's Chamber
Members Present 1. Mr.iMs,
) 2. MriMs, B
3 MrdMs. B
4, Mrihs B x
Introduction Discussion on previous BAMLCC meeting agendas
Agenda No. 01 | Discussion in detais on AML & CTF Act & Bangladesh Guidelines
Discussion
Decision
Responsibility Mr./Ms. B
Agenda No. 02 Discussion in details on Bangladesh Bank's Circulars & Circular Letlers B
Discussion
Decision
Responsibility MM,
[ Agenda No, 10 Detail discussion on Know Your Customer (KYC)
Discussion
Decision
| Responsibility Mrihs. __
Agenda No. 03 Detail discussion on Transaction Monitoring
Discussion - -
Decislon o
Responsibility MriMs.
Agenda No, (4 Dietail discussion on identify the STR and Structuring and Reporting Procedure
Discussion
Decision
Responsibility Mz Mg -
Agenda No. 05 Discuss & Identify areas of riskiproblem based on Sell-Assessment Procedure =
Discussion o =
Decision
Responsibility Mris.
Agenda No. 06 Find out waysirecommendations to mitigate the risk/problem areas
Discussion
Deacision o
Responelbility MrMs
Agenda No. 07 Details discussion on File maintenance ] B
Discussion
Decigion
Respansibility MrMs. o
Agenda No. 08 Training & Awareness Creation including Examination =
Discussion B
Dacision - B
Responsibility Mr.is.
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“Agenda No. 09 {dentification of PEP's, Domestic Influential Person's & High Official of Intemational Organization
Discussion '

; D&i-:ia'.ién

. Responsibility Wer s,

Signature of All Members:
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Annexure N

Independent Testing Procedures Report _
Source: Anngaure Gaof BEIL Cirelar No. 13 dales 17-00.2017 of Bangladesh Fmancial Inteifigence L
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Annexure - 0

Table1: ML & TF Risk Register for Customer
S, Risk Likeli- impact Risk Treatment/Action
No. haood Score |
Retail Banking Customer ; :
B A new cusiomer Uinlikely I Low L1 s  Transaction Monitoring
o KYC review every 5 yaars
«  Standard [ Check
? Watk-in customer beneficiary is Unlikedy Low L1 +  Transaction Monitaring
govermmentisemi e AYCreview every b years
governmentiautonomous body/bank & s Siandard ID Check
NEFI) B |
3 Wialk-in castomer {beneficiary |s other Likely Moderale M2 »  EDDISDD based on risk rating
than govemmentisemi | = Transaction Maonitoring
governmentiaulonomous body/bank & o KYC reviaw every year for high dsk customer
NEFI) o KYC review for every 5 years for low risk
cusiomar
o AQF duly filled in
«  Standard ID |
4 Non-resident cusiomer (Bangladeshi) Likely Moderats M2 = EDD/SOD bssed on rsk rating of the customer
nimiharsell also on high risk or low fisk country
«  Transaction Manitoring
= KYC review avery year for high risk customer/
customer frem high risk country
o KYC review for every 5 years for low risk
cuslomer
= AOF duly Fllzd i
»  Standard [0
5 A new cuslomer who wants lo carry oul a Likaly Moderats Mz s Transaction Monitoring
large transaction (.. fransaction above s KYC review every year far high fisk customet
CTR {nreshoid or below the threshoid) »  KYC review %or every 5 years for low risk
customer
=  Slandarc |D Check
= Approgriale Risk Rating In terms of Nature of
Business. Met Worth, Type of Accouni and
through which the “account is being opened,
Monthly transaction permitied by the cuslomer, |
tonthly transaction declarad by the cusfomer
N s ADF — {complete and accurale information)
8 & cuslomer making series of ransaclions L likely Moderate L1 | =  EDD/SDD based on risk rating
|o the same individual or entily Transaction Monilaring '
| = KYC review every year for high risk customer
' KYC review for every 5 years for low nsk
cusiomer
»  AOQF duly filed in (complete and accurate
imformatian)
. : i s Standard ID
7 Customer involved in culsourcing Likely Moderate M2 »  Income Coroborating Document
business = Transacton Montoring
«  KYC review avery year for high risk customer
o KYC review avery 5years for low risk cuslomer |
«  Standard [D Check
o AQF duly filed in (complete and accurate |
| informaton) —
8 Customer appears o do structuring 1o Likely Modaratiz M2 «  EDD/SDD based on risk rating
avoid reporting threshold o Transaction Monitosing
= KYEC review every year for high nsk customer
| s KYC review for every 5 years for fow nsk
| customar
| «  AQF duly filled in-<complele & accurate
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in!nmﬁ!lﬂn]
Standard |D

Cusiomers appears to have accounts
with several banks in the same area

linety

Moderate

M2

@ & % ® @

FOOISDD based on risk rating

Transaction Manitoring

KY G review every year for high risk customer
KYC review for every 5 years for low risk
cusiomer

AQF  duly filled
infarmation )
Standard 10

in-lcomplete & acourate

Customer who shaws curiosity about
internal systams, confrols and policies on
internal and regulatory reparting

Lin likely

1

Customer s the subject of & Money
Laundenng or Finantng of Terransm
investigation by ne order of the court

Lin lkely

Moderate

L1

ECCVSDD based an rigk rafing

Transaction Monilarng

KYC review every year for high risk customer
#YC review for every 5 years for low risk
customer

AOF  duly filled In-{complele -& -accurale
information]

Slandard 10

hagor

Mz

Wil not open any new account wilh the
customer

12

Magafive news aboul the customars'
aclvities! business in media or fram offer
redfiable sources

Un likely

Moderate

L1

Wil nol open any new account with e
customar

13

Cusiomer is secrative and reluctant to
meel in parsoh

Likely

Maoderate

M2

EDDISDD based on risk rating

Transacton Monitaring

KYC review pvery year for high nsk customer
KYC review for every 5 years for low risk
customer
AOF  duly
infarmation)
Slandard D

filled in-{compiste & accurate

14

Customer 15 & mandale who is operating '

account of behalf of another person/
Company.

Iikely

Moderale

Mz

EDOVEDD based on risk raling

Transaction Manitoring

KYC raview svery year for high risk customar
KYC review for every 5 years for low risk
CUSIGMES

ACF duly filed in-jcomplete & accurate
infarmafion)

Standarnz 1D

15

Large depesit in the account of customer
with low Income

Un likedy (if this is
one of cases)
likely(in case of
regular
fransaction)

hoderate

Lim2

500 based on risk rating

Transaction Monitoring- TP review and revisec
in case of regular cccumences and if the income
has ingreased.

HKYC review for every 5 years for low risk
cusiomer

ADF cduly  filed n-jcomplete & accurate
information)

Slandard 1D

STR raise if it is a reguiar case in this stalic
situation and that too afler thosough

examination,

16

Customers aboul whorm BFIL seaks
information (individual)

likely

Modarate

" = & =

EDD/SDD based on risk rating

Transaclian Menitaring |
KYC review every year for high risk customer
KYC review for every S5 years for low nsk
customer

AQF  duly  fiked
informaltion)

KYC will be reviewed again afler enquired by |
BFIU for safety purposes

Standard ID

n-icomplete & accurale

17

A customer whose identification s
difficult 1o check

likely

Muodarale

h

EDDVSDD based on nsk rating
Transaclion Monitoring
RYC review avery year for high nsk customer
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]’

KYC review for every 5 years for low risk
custarmer

AGF  duly filled in-lcompiels & accurate
information)
Standard 1D

18

Significant and unexplained geographic
dislance betwesn the bank and the
ioeation of the cuslomer

likely

Moderate

M2

EDME00 based on risk rating

Transachon Monitasing

KYC review every year for high nsk customer
KYC review for every 5 years for low risk
customer

ACF duly flled in{complete & aceurate
information)

Standard 1D

Cuslomer 1s a foreigner

Likely

Moderate

ECDISDD based on risk rating

Transaction Monitorning

KYC review avery year for high risk customer
KYC review for every & years for fow risk
clstomer

AOF duly fited in-[complete & accurate
information)

Standard ID

20

Customer Iz @ mingr

Likely

Minar

L1

800 based on risk rating
Transacton Monitaring
KYC review for evary 5 years for bow risk
cuslomer

AQF  duly filled
information)
Schaol Banking Procedurs

in4compiete &  accurale

21

Cuslomer is housawife

Likaly

Moderale

M2

500 based on risk rating

Transaction Monitoring

KYC review for every 5 years for fow risk
customer

AQF duly filled m-complete & accurate
information)

Cneck the source of ingome of the spouss

22

Cuslomer thal are politically exposed
parsens (PEPs) or influential persans
{IPs) or chiefisenior officials of
intermationa! organizations and their
farnily members and close associales.

Very Likely

Maoderate

[ H3

Income Comobarating Document
Transaclion Menitonng

KYC review avery year
Standard 1D Checx

23

Customer opens account in the name of
his/her famity member who intends to
credit large amount of deposits,

Likely

Moderaie

500 based on risk rating

Transachon Monitaring

WYC review for every 5 vears for low risk
customear

ADF duly filed in-lcomplale & accurate
infarmaton)

Standard ID

Ralse STR if icentified afier TP monitoring and |
avaluaticn of all relevant documenis,

24

Customers doing significant volume of
lransactions with higher-risk geographic
|ocations

Likely

25

A customer who orings in large amounls
of usad notes and! or smail
denaminations

Likely

Moderate

2

EDDVEDD based on rsk rating of the customer
hirn'hersell also-on high risk of low risk country
Transachon Monitoring :
KYC review  every year for  high nsk
customercustomer from high risk country
YT review for avery & years for low nisk
custamer

AQF duly filled In

Standard ID

Maoderate

M2

EDD/SDO based on risk rating

Transagtion Monitoring

KYC review every year lor high rsk customer
KYC review for every 5. years for fow risk
customer

AQF duly filled
infarmalion}

im-jcompietle & accurate
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Slandard |0

Custamar dealing in high valus of
precious goods (e.g. jewel, gem and
pracious metals dealers, arl and antique
dealers and auchion houses, estate
agents and real estale brokers)

L'i'kal',f

Mogerate

2

EOD! 30D as per the risk rating

Transaction Manitering

KYC review every year far high nisk cusiomer
KYC review for every 5 years for low risk
cusiomer

HOF duly filled in-{complate & accurale
infarmation)

Standard ID

27

Customer is a meney changer courier
senvice agent travel agent

Un likeiy! Likely

Moderate

L1/ m2

- & & ® | ®

EDOMSOD based an risk raling

Teansaction Monitoring

KY'C review gvery year for high nsk custamer
KYC review for every 5 years for low risk
cusiomar

AOF  duly filled in-{complele & acourale
information)

Standard ID

28

Cuslomer is involved in business defined
as highi risk in KYC profile by BFIL. but
nol mentioned apove

Likely

28

Customer is invalved in Manpower
Export Business

Unlikely

WMaoderale

M2

EDDf SOD based on the risk rating

Transaction Manitering

KYC revigw every year Tor high risk cusiomer
KYC reviaw for svany 5 vears for low risk
customar

AQF  duly filed in-jcomplete & accurale
information)

Standard ID

Maoderale

L1

EDDISDD based on nsk rating

Transaction Manitoring

(Y C review every year for high risk customer
KYC review for every 5 years for low rsk
customer

ADF  duly flled in-complete & accurate
information)
Standard ID

a0

Customer has been rafised to provide
banking facilities by another bank

H

Accounts coened before 30 April, 2002

Unilikaty

L1

Transaction Monitoring
KYC review every 5 years
Standard |0 Chack

UInlinety

Lo

L

Customers with complex accounting and
huge transaction

Un likely/ Likely

Moderale

L1 M2

" & W

These accounis are dormant accounts.

Credil fransaclion can be done

Debil transacton can be done only afler the
KYC is updated

EDD/SDD based on risk rating

Transaction Monitaring

KYC review every year for high risk customer
KYC review for every 5 years for low nsk
customar

ADF  duly filled
infarmatian)
Standard ID

in-{fcomplete & accurate

33

Recaipt of donor fund, fund from fareign
source by micro finance institude (MFI)

Lin fikely/ Likely

Moderate

L 1/ M2

Customer which is reperting arganization
under MLP Act 2012 appears nat
complying wilh e reparling
requirements (MF1} as per reliable source

Un likaly

Moderale

L1

L] - = & =

. = ®

EDDVSDD based on nsk rating

Transaclion Monilaring

Y0 reveew avery yaar for high risk customer
KYC review for every 5 years for low nsk
cusiomar

ADQF duly fitled
informatan)

in-{complele & accurale

ECDED0 based on risk rating

Transachon Monitaring '

KYC review every year for high risk customier
KYC review for every 5 vyears for low nsk
customer
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ADF duly flled In-complete & accurate
Infprmatian)
Standard 1D

Wholesale Banking Customer

Ently customer having operations in
mullipie locations

Lin likely

Moderate

EDINSDD based on risk rating

Transaction Monitonng

KYC review every year for high risk enlity
customer

KYC review for avery 5 years far low risk entity
cuskomer

AOF  duly flled  in<{complete & accurale
information)

Standard 1D

Customers abaut whom BFIU seeks
information (large corparate)

fi%aty

Moderate

EDDVSDD based on nsk rating

Transaction Monitaring

KYC review avery year for high risk customer
KYC review for every 5 years for fow risk
customer

ADF  duly filed n-complete & accurate
infrmation)

KYC will be reviewed again after enguired by
BFIU Tor safely purposas

Standsrd ID

Owrier of the enlity that ara influential
persons (IPs) and thair family members
and close associales

Wary Likely

Moderaie

H3

Transacton Monitaring
KYC review every year
Standard D Check

A new customer who wanls 1 cary oul
large transaction. ||.e. ransaction
amaunting 10 million or above)

Likely Un Iikeiy

‘Moderale

M2

ECDISDD based on risk rating

Transaction Monitering

KYC review gvary year for high risk customer
KYC review for every 5 years for fow risk
cuslomer

ADF  duly filled in-{complete & acourate
infgrmation)

Standard 1D

CTR Raisad if the transaction is done in cash
ST rgised if the transacton appear o be
SUSQICIDUS,

A puslomer or a group of customers
making lots of transactions o the same
individual or group (whoiesale)

Lin fikely

Moderate

LA

EDDVSD0 based on risk rating

Transaction Monitoring

KYC review every year for high nisk customer
KYC review for every 5 years for low nsk |
cusiomer

AQF  duly  filled
infermation)
Standard 1D

n-{complete & accurate

A customer whose identification is
difficult to check

likely

Moderate

M2

EDDVSDD based on risk rating

Tranzaction Manitorng

HYC review every year for high risk custonmsr
KYC review for every 5 wears for low risk
customar

AQF duly filed in-jcomplete & accurale
jnformation)

Standard 1D |

Owner of the entity that are Poliicaly
Exposed Persons (PEFs) or chiefl senior
afficials of International Organizations
and their family members and close
associales

Wery Likely

Moderate

H3

Chariies or NPOs lespecially operating
in less privileged areas).

likely

Modarate

Inceme GComoborating Document
Tranzaction Monitoring

KY G review every year
Standard |D Check

EDDVSDD based on nsk rating
Tranzaction Monitoring

KYC review every year for hegh nsk customer
KYC review for every 5 years for low nsk
customer
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AOF duly filled in-complete & accurate
information}
Siandard ID

Credit Card Customer

Customer who changes stalic data
freguenty

fikely

MModerate

M2

EDQ/SD0 based oo risk raling

Transacton Monitosing

KYC review every year for high nsk customer
KYC review for every 5 years for low risk
customer

AOF  duly filed in{complete & acourate
information)

Standard 1D

HYC review every time the dala is changed

i

Credit Card Customer

Un lisety

Woderale

L1

EDDISDD based on sk rating

Transaction Monitafing

KYC review every year for high nsk customer
KYC revew for every 5 years for low risk
customer

ADF duly filed in-{complete & accurate
informatian]
Standard ID

1

Customer daing frequent fransaction
thraugh card (Prepaid & Credit card) and
making quick adjustments

Un likely

Modaraia

L1

EDODSDO basad on rigk rating

Transaction Monitaring

KYC raview eveny year for high nsk cuslomer
KYC raview for every 5 years for low rsk
cuslomer

AOF duly filed indcomplete & accurate
infarmation)

Standard 1D

12

Prepaid Card cusiomer

International Trade Customer

A rew customer {Quiward remittance
through SWIFT)

Lin likety

Moderale

L1

EDD¥E0D based on risk rating
Transaction Manitonng

KYC review every year far nigh nsk cusiomer
KYC review for every 5 years for low risk
clstomear

ADF  duly filed m-lcomplete & accurate
information)
Standarg 1D

A new customer (ImporiExport)

fikely

Moderate

EDDYSDD based on risk raling
Transaction Moniloring |
KYC review avary year for high risk customar

KYC review for every 5 years for low nsk
cusiomar

AQF  duly fided in-jcomplete & accurale
information)

Standard 1D

A new customer {Inward remittance
through SWIFT)

Un likely

Moderate

L1

EDDVSDD based on risk rating

Transaction Monitoring

WYT review every yaar for high risk customer
KYC review for every & years for fow nsk
cuslomer

AQFE  duly Tied in-icomplele & accurate
nformaton)

Standard D

A new customer who wanis 1o carmy oula
large ransaction (Inward'Oulward
ramitlance)

likely

Moderale

hi2

EDDISDD based on nsk rating

Transacton Monitoring

KYC review every year for high risk customer |
KYC review for every 5 years for low risk
cuslomar

AOF duly filled in-jcomplete & accurate
information}

Standard iD
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& cuslomer wants to conduct business
beyond its ling of business (import!
gxparl remitiance)

likely

Moderate

EDDNSDD based on risk rating

Transaction Monitoring

KYC review evary year for high risk customer
KYC review for every 5 years for low risk
cuslomer

AOF duly Ffiled in-complele & accurale
information)

Standard 1D

Owenerf Direclor Sharenolder of the
customer is influential person(s) or their
family members or close assoolates

likety

Moderale

2

EDD/SDD based aon risk rating

Transaction Monitering

KYC review every year for high risk customer
KYC review for every § years for low risk
cusiomer

AQF duly filed in-icomplete & accurate
information)

Standard ID

Correspondent Banks

Un likely

Low

L1

Standard Diligence

Monay services businesses (remitlancs
houses, sxchange houses)

likely

Woderate

Mz

Standard Diligence
Manitar Transactions

Agent Banking

1

A new customer

Lnlikaly

Low

L1

Transaction Monilaring
KY.C review gvery O years
Standasd 1D Check

thi sarme indwvidual or entity

A customer making senes of ransactions

Linlikety

Mogerate

L1

EDDVSD0 bassa on risk raiing

Transaction Monitring

KYC reveew every year Tar high risk customes

WYC raview for eveny 5 vears for low rise cuslomear
ACQF duly filied in {complete ang accurase information}
Standard 1D

Customers appears 1o have accounts with
spvaral banks in the same anes

liely

Moderate

M2

EDD/SDD based on sk ratng

Transacton Monioring

KYC review every year far high risk customer

KYC review for avery 5 years for low fisk customer
AOF duty fillad in-{complete & scourats infarmation)
Standard ID

LSO Wi SHoWS curlﬂs'rr‘::*-abmt internal
systems, conirls and poficies on intemal ang
regulaiory repartng

Cugdomar is the subject of 3 Money
Laundering or Financing of Terransm
invesbgation by the arder of the court

n liksty

-Unﬁs&y

Mocerate

L1

& & ® & # B & & & ® & |®m @ = B 8 = @

EDDNEDD based on rsk rating

Transaction Monitaring

KYC review every year for high risk customer

KYC revew lor every & years for low nsk cusiomer
ACE duly fillad in-(compleie & acturaie mformaton)
Saandard D

Megadive news about the customers™ aclivities
busingss in media of from alther reliabe
S0UFCEE

Un likely

Moderale

LT

Will mat open amy new actount wilh e customer

Will ot open &y new account with the customer

Customar is secrative and sieciant 1o mees in
person

Likaly

Moderate

EDDVSDD based an nzk rating

Transaction Monitaring

KYC review avary year for high risk cuslomar

KYC review for every 5 years for low risk customar
ADF duly filed in-{comptele & accurale mlormation)
Standard 1D

Customers about whom 8FIL seeks
information {indnviduas)

Likely

A customer whose identification s ddfcult o
cheack

Likely

Moderate

iz

ED0ISO0 bagsd on risx rating

Transaction Monitoring

K review evary year far high sk customes

KYC rewview for every 5 years for low risk customar
AOF duly fied in~oompiete & acourate information)
RKYC will be reviewed again-afier enquéirea by BFIL for
safely purppssas

Standgard 10

~ Moderate

EDDB00 based on nskraling

Iransaction Maniaring

RYC review gvery vear Tor high nsk customer

KYE rewiew forevery 5 years for low risk customar
ADF duly fied in-complete & acoursie infarmation)
Slangard ID

10

Cusiomer is housawife

Likely

Moderate

M2

S00 sasad on fisk raling
Transaction Monioring
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KYC review for every 5 years for low risk customer

-
s AOF duty filed in-jcomplete & accurate information)
e Check the soarce of income of he spouse
11 Customer that ate potically sxposed person Wery Lixely Moderats H3 v, Income Coruharaing Document
|PEPs) or infBugntial persons (175 ar +  Transachen Mondaring
chigfisanior officlals of infemational o EYO review evary yeaar
organizations and their famiy members and - Standard 1D Check
close assoioles, .
12 Cuslomer dealing in high value or precious: L igly Mogerate M2 « EDD/SDO 85 per the nisk rating
gocds {e.g, jewel, gem and precious metals «  Transaction Montoring
dealars, arl and anligue dealers and auston » YT review every year for high risk cusiomar
houses, eslate agents and real axtate Drokers) o KYC raview for every 5 years Tor low risn_‘ u.mma‘
«  AOF duly filed In-complete & acourale information)
+  Siandard D
15 | Customer s nvoived In cusiness defned a5 Likiely Moderale T +  EDDI SDD based on the risk raling
nigh risk in WY T profile by BFIU, but not +  Trangaction Monitorng
mentioned aoove o WY reew avery year for hagh risk custamer
o WY review for every 3 years for low risi cuslomer
»  AQF duly filed
14 Cugiomar g invahved in Manpower Export Lin Bxgly Moderate & «  EDDVSDD based oo risk maling
Buginess »  Transaction Mordoring
«  KYC review avery year for high risk customer
o KYC review for every 5 years for low risk cusiomer
o  AQF duly filled in-[complete & scourats information)
Standard D
15 Customar has been refused to provide Un likaty Low L1 . Trangaction Monitonng
banking factiies by another bank e KYT review avery 5 years
«  Sandard |D Check
16 | Cuslomers with complex acoounting end huge Un likety! Likely Moderats LtfM2 | «  EDDMSDD based on rigk rating
frRNSACIOT «  Tranzaction Manitoring
. KYC reveew evary yvear for-high risk customes
o RYC revew lor svery B years Tor low nsk customear
*  ADF duly Fésg incompsels & accunte nformation)
'+ SlandardiD

2. Risk Register for Products & Services

Retail Banking Product

1 Accounts far students where large
amount of transaclions are made
iatudent filg)

likely

Moderate

Mz

EDD/ED0 based an risk raling

Transaction Monitoning

KYC review every year for high risk customer
KYC review for every 5 years for low risk
cusiomer

AQF  duly fited in-fcomplete & accurale
information)

Standarg 1D

2 Gifi Cheque

Currently D not have the product

3 Locker Service

Hkely

Moderate

M2

EDDSD0 based on nsk rating

Transaction Monitaring

KYC ravigw avery year for high nisk customer
KYC review for every 3 years for low risk
cusiomer

AQF duly fiked in-jcomplete &  accurate
information)

Standard 1D

] Fore:gn currancy endorsement in
passpor

Ln fikaly

Moderate

L1

EDDISDO based on risk rating

Transaction Monioring

KYC review every year for high nsk customer
KYC review for aevery 5 vears for tow risk
customer

AQF duly fiked in-icomplele & accurale
inforrmation)
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|

Standard 1D

| Unlikel Moderate L1 [ e EDDISOD based on risk rating
5 Large currency entorsement in Passpor ¥ s Tianscian loooriod
KYC review every year for high risk customer
KYC review for every 5 years for low risk
customer
»  ACF duly filed in-{compiete & -accurale
infprmation)
= Maintain Travel quota
B FOR {less thar 2 million) fikeby Moderale M2 « EDD/SDD based unlnsk rating
«  Transaction Monitoring
s KYC review every year for high risk cuslomer
»  KYC review for every 5 years for low risk
customer
« AQF duly filed in-complete & accurate
information)
= Sitandard ID
» (TR 10 be produced if the FOR is done in cash
and above the threshald limit |
7 FDR (2 million and above) likely Moderale M2 »  EDDISDD based on risk rating
« Transaction Maonitoring
o KYC review every year for high sk customer
o KYC review for every 5 years for low risk
customer
« AOF culy filed in-jcomplete & accurate
information)
Standard [D
CTR to be produced if he FOR is done in cash,
] Special scheme deposit accounts Un likaly Maderale L1 We da net have any such deposil scheme
opened with big instalment and small
tenura, - _ N
g Mutiphe deposit schame accounts Un likaty Moderate L1 = EDDISDD pased on risk rating
opened by same cusipmer in a oranch | =  Transacton Maonitoring
o KYC review every year for high risk customer
' = RYC review for every 5 years for low risk
customer
o  ADF duly filed in-complete & accurate
information)
| o Stancard 12
o | | o »  CheckUCIC
10| Open DPS in the name of family member lkely Moderate Mz We do nol have any such deposit scheme with
ar Instaliments paid fram the account the Bank
other than the customer's account _
11 Stand-alone DPS likely Moderate M2 = \Wedonot have any such deposit scheme with
- ihe Bank
12 Early encashment of FOR. special Un fikely Modarate | «  EDD/SDD based on risk rating
scheme eto. «  Transaction Monitoring
«  KYC raview every year for high risk customer
o RKYC review for every 5 years for low nsk
cuslomer
= ADF duly filked in-(complete & accurale
informatian) .
=« Standard ID
»  Produce SAR If that ocours fequently
13 Nani face Lo fate business relationship | likely Moderaie Mz «  EODVSDO based on risk rating
Iransactan | & Transacton Monitoring
o KYC review avery year for high nsk customer
= KYC review for every 5 years for low nsk
cusiomer
« AOF duty filed in-lcomplete & acourale
infarmalion}
+ _ Standard D
14 Paymen! receivad from unrefated’ un- likeky Madarate M2 «  EDDISDD based on risk rating
associated lhird parties = Transaction Monitoring
ML & TF Risk Manapeman! Guidelnes Page 142 of 153
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KYC review every year for high nsk customer
KYC review for every 5 years for low risk
customes

AOF duly filed in-complete & - accurate
informatian)

Standard 1D

Retail Privilege Facilities

E Pre-Approved Credil Card with BDT Un lixely | WModerale L1 «  We do not issue Credit Card withou! approval.
J00K limi i
2 Ennanced ATM cash withdrawal Limit Un likey Moderate L1 «  We donot have such benefil
BOT 100K |
SME Banking Product . i :
1 Wanl lo open FOR wnere source of fund lixaty Maoderals 2 «  EDO/SOD based on risk rating
is nol clear = Transacton Manitoring
o KYCreview every year for high risk cusiomer
s KYC review for every § years for low risk
customer
«  ADF cduly filed in-comolete & accurale
informmation)
_ «  Standard ID
2 | Eany encashment of FOR Un likely Moderate L1 «  EDD/SDD based on risk rating
«  Transaction Monitoring
s KYC review every year far high risk customer
s KYC review for every 5 years for low risk
customer
= AQF duly filed in-jcomplete & accurate
Information)
«  Standard ID
i = Produce SAR if that ocours frequently.
"3 | Repaymentof loan EMI from source that Un likgly Maderate L1 +  EDDV/SDD vased on risk rating
Is nod clear =  Transaction Manitering
o KYC review every year for high risk customer
= KYC review for avery 5 years for low risk
customer
«  ADF duly filed mn-{complate & accurate
Infarmation) |
) »  Standsrd 1D -
i Repayment of full loan amount oefore Hkely Moderate M2 = EDDSDD based on risk rating
migurity «  Trangaction Monilaring
= HKYO raview every year for high nisk customer
o KYOD review for every 5 years for low nsk
customsr
» AQF duly filed in-icomplete & accurale
infarmation|
- o SendadD |
5 Loan amount utlized in-sector other than Un likely Moderala L1 = Thoroughly and critically examined all required
the sector speciied during availing the document before sanction of foan
Izan
B In case of ixed asset inancing, sale of e Thoroughly and crilically examined ail required
assel purchased immediately after document before sanction of oan
repayment of full loanamount. | .
7 Source of fund used as security not clear Un likely | Moderale L1 »  Thoroughly and critically examined all required
at the time of availing long document before sanction of loan
= Take underaking
Whalesale Banking Product
"1 | Devélopment of new product & serviceo! | Unlikely | Moderate Lt Check tha Maney Laundaring Risss by
fank conducting Applicable due ditigence whila
onboarding a customer and monitor the |
| ‘ transactions, |
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2 | Payment received fram unrelated third Likely Mooerate M2 » EDD/ISDD based an risk rating
parties «  Transaction Moniforing
e KYC raview every year for high risk customer
e KO review for every 5 years for low risk
customer
s AOF duly Flled ind{complete & accurate
information)
Standard |0
3 High valae FOR Unlikely Modearate L1 . EDDn‘SDQ based unlrislr rating
e  Transaction Manitoring
s KYC review every year for high risk customer
o KYCD review for avery 5 years for low risk
customer
«  ADF duly filed in-fcomplete & - accurste
information}
«  Standard ID
4 Term loan, 500 (FQ), SO0 [G-work Unlikely Moderale L1 »  EDDISOC based on risk rating
order), SOD (Garment), 00 (PO}, Loan « Standard 1D
General, Lease finance, Packing Gredil,
BTBLIC )
5 | BG (bid bond), BG (PG), BG (APG) «  EDDI/SDD based on risk rating
=«  Standard ID
& LiC subsequent lerm loan, DR LIC »  EQDISDD based on nsk rating
e Slandard ID )
7 C. C{H), 0D (3-Business), STL «  EDD/SDD based on risk rating
«  Standard ID
8 | Syndication Financing »  EDD/SDD based an rigk rating
«  Standard I N
Credit Card
q Supolementary Credit Card ssus Unlikely Moderate L1 «  EDDSDO based on risk raling
= Transaclon Monitonng
o WYC review evary year for high nsk customer
»  KYC review for every 5 vyears for low nsk
cusiamer
« ADF duly filled in-{compiele & acturate
infarmation}
— L « Slandard ID
! Fraquent use of Card Cheque 1 «  We curantly do not have the produc!
|11 | BEFTN cheque or pay order as mode of Undikely Moderats L1 «  Conduct applicanle Diligence while anboarding
payment instead of account opening at 8 cuslamer,
ank (Merchant) =—
12 | Credit card isseance against ERQ and = Approprale Risk Raling
RFCD accounts = Transaction Monitoring
» Standardld
International Trade
1 Ling of business mismalch Likely Moderate 2 »  Check the documeants to asceriain ihe ling
{import/exportiremitiance) of business
= | different, decling lhe lransactian i
2 Under/ {}ver_i'nwi'ning Likely Moderale M2 » Check the documenls o ascertain propet
{importexportremittance) amaunt
* |l different. decling the transaction
3 Retiremeni of import bidls in cash B « Chack the documents lo ascefiain proper
[import/expori/remittance) amaunt
« i different, decling the transaction
4 Wire Transfer Unlikely Maocerals L1 o Check ine source and purpose,
e = Above LUSD 5000 conduct bl KYG
5 | Relatonship between the remitter and Likely Moderate M2 » Check the documents to asceriain proper
beneficiary and purpose of remiftance pumose
mismatch (oulwardiinward remitiance) =« |idifferent, deciing the transaction
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1,

Risk Register for Business practices/ delivery methods ar channels

Moderate

" Home. Brnmas check transachon maonitering

Onling (multiple smail transaction through
different branches} report regulary.
I Suspicipus, raise STR
2 | BEFTN Lixaly Moderate M2 Home Branches check lransaction monitoring
report regularly.
If Suspicious, raise STR
3 BACH Likely Moderate M2 Home Branches check lransaction monitering
reporl raguiary.
If Suspicious, raise STR
4 IDBP == _
5 Mobile Banking Wa do nol have mobile Danking services
§ Third party agent or broker Relail Bankmg Division check transaction manitaring
: raport regularly
il Susplcious. raise STR
Credit Card
1 | New Merchant sign up Likely [ Low Mz Conduct applicable Diigence while onooarding
# Clstomer
2 | High volume transaction through POS Likely | Low Mz Monitonng Transaction
Alternate Delivery Channel
1 Large amount wilhdrawn from ATMs UnLikely Low L1 ATM transaction is limited In terms of money
value and in number of transaction in a-day,
Transaction Monitaring, if they are big enough o
be repored o
2 Larger amount lransaction from different UnLikely Low L1 ATM transaction 5 limited in terms of money
location and different fime(mid night) valua and in number of ransaction in a day,
through ATM Transaction Monitoring, i thay are big enough to
be reported,
3 | Large amount of cash deposil in COM W do nol offer this service,
4 | Huge fund transfer {hrough internet We do not offer this service 1o third parties
5 Transaction profile is undalad through We do nol have such faclity
Intemet-Banking _
g Customer to business ransaction-0nling Home Branches check transaction monitonng
Payment Gateway - Intermet Banking report regularty
If Buspicicus, ralse STR
International Trade
1 Customer sending remittance through Check the documents to ascerain proper
SWIFT under single customer cradit pUrpase
transter (fin- 103} If Suspicicus, raise STR
2 Existing customer / other bank customer Check the documents to ascedain proper |
receiving remiliance through SWIFT nlrpose
un?; single customer credit transfer {fin If Suspicious, raise STH
=1 ].

“|mport and export form  fo sanchon

4, Risk Regster for Country! Jurisdiction

1 i

[
Eis i3

=
o

t meniion of any sanction country

l.:l

country

2 Transshipments, confainar, fiag vessal Chack Sanctions
g, under gloval sanclion

3 Establishing correspondant relationship _ e Chack Sanchions
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with sanction bank and! or country

Mark them as EDD and conduct appropriate Diligence

4 Eslablishing mmmantlfalaﬂiunamp
& g:ﬁ;rﬂlﬁgfg rfgr:f:g S I'u'l_»a_ﬁc Inem as EDD and conduct appropriate
geographic locations such as High Diligence
Intensity Financial Crime Areas ) _
8 | Customer belongs lo countmes of Mark them as EDD and conduct approgriate
gecgraphic areas Identifisd by credible Dilgence
sources as providing funding or suppart
for temorst actviies, or fhal have
designaled  terrorist  organizations
pperaking within their country,
7 Customer belongs la High Risk ranking | Mark them as EDD and conducl appropriate
couniries of the Basal AML index. Diligence
[ Customer belongs lo the countries Mark them as EOD and conducl appropriale
identified by the bank as higher-risk Diligence
because of its prior experiences or olher
faciors. -
g Any country identified oy FATF or FSRBs Mark therm as EDD and conduct appropriate
~ (FATF style Regional Bady) as nal Diligence
having adequate AML & CFT systems
10 Any bank thal provide service 1o ‘Shell Not permitted
Bank' )
5 Any bank that atiow payable through Mark them as EDD and conduct appropriale
aoeaunt Diligence
12 | Anycountry idenfified as destination of Mark tnem as EDD and conduct appropriate
lllicit financial Aow DCiligence
13 | Branches in a Border Area »  Hesides normal Accounl opening. Transaction
Monitosing and KYC review has lo be very
Trorough.
«  Currently we do not have any branch at typical
= Barder Areas,
14 | Area idenlified as high risk in the NRA Mark them as EDD and conduct approprate
 Diligence
15 | Countries subject o UN Decline relationship
embargo/sanctions:

5. Register for Regulatory Risk

“1{ = =13 ‘—:r'—' o8

Eslablished AMLICFT guideling for the bank
Ensure 100% traming to the employees of the
bank lo aware aboul the contents of the
guidafing

AML CFT guidefine provided by Bangiadesh
Bank is also available in a shared folder for
everyons's reading purpose.

2 Mot having AMLICFT compliance officer Lin fkely Major Mz «  Ensureone CAMLCC and Deputy CAMLCO
«  Ensure-appropriate number of employees in the
team
»  Ensure dedicated CCC wilh appropriate number
of members
3 Mot having Branch Anti Money Un likely Major M2 = Ensure BAMLCO in each branch
Laundering Compliance Officer
4 Mot having-an AML & CFT program Un likely Major Mz » Ensure 100% empioyee coverage under AML/
| CFT training program
e Also incorporated edeaming on AMUCFT to
ansure distance learming
b Mo senior managemant commitment 1o Un lixely Maijor Mz
comply with MLP and AT Act -
WL & TF Risk Managemen: Guidalings Page 146 o 153 All Rights Resered & The Premigr B




| § Fallure o follow the AMLDIBFIU circular, Un likely Major M2 |« Circulated across the organization _ |
circular letter, instruchons ele: »  Employess read all AMLDVBFIU circutars and
sign
7 | Unique account apening farm not We follaw the Unigue Account Opening Form,
followed while opening accounl s
§ | Nonscreening of new and existing Un kely Major M2 »  Enswe checking manually for each new and
customers against UNSCR Sanclion and exisling cusiomer
OFAC lists L
] iotation of Fﬂfeigl‘l E:ﬂEhBﬂgE Rﬁgﬂla’]-ﬂﬂ " Ensure PFC"FH}GEF Maker Checker confrol 1o
Act 1947 while dealing with NRE ensure complance
accaunts :
10 | Complete and accurale infarmation of Likely Moderale M2 »  Ensure Proposer Maker Checker conirol o
| Gu&tgrmr nnt oblanad Bnsune E'Ul'ﬂpllﬂﬁl:ﬂ'
1 Benehicial pwner identification and Ligly Maoderala Mz s Aporopriately Unweao 2 nasallranshup
verification not done properfy »  EDDVEDD based an risk rafing
o  ACF duly filledin
s  Standard IT o
12 | Customer Due Diligence (CDD} not Likely Moderate M2 «  Resinct Debit Transactions bl updation.
practiced properly «  Exitthe relationship, if required. ]
13 | Failure to perform Enkanced Due Likely Moderate M2 |« Resirict Debit Transactions bl updation,
Diligence (EDD) for high risk customers = Exil the ralationship, If required,
{i.e., PEPs, family members and close
associates of PEPs and infiuential persan
and senior official of international
organeation) —
14 Failure to compiete KYC of customer Likely Moderate M2 = Reslict Dabil Transactions tl updation,
including waik in clﬂtumar =  Raise STR, if required.
15 | Failure to update TP and KYC of Unlikely Major M2 »  Restricl Debil Transactions till updation.
customer = Ewitihe relationship, If required. |
16 Keep the legacy accounis operative L fikely Maodarale LA =« Resirict Debil Transactons till updation
withgut completing KYC = .
17 | Failure to assess the ML & TF risk of 3 Unlikely Major MZ | e Abstain from offering the praduct
product or senvice before lagnghing . _ N _ _ H
18 | Failure focompiele the KYC of Unilikely Major Mz *  Abstain condueling business through nem
| | CorespondentBank |
18 Senior Managamen! aoproval not Lin likehy Maijor M2 =  Ensure proper approval from the approprale
oblained beforg enlering into a authority
Correspondant Banking refationship B
H Failure to comply with he instruction of Lin likaly Major b2 «  Ensure Compliance
BFIL by bank Foreign subsidiary
21 Failure lo keap record properdy Un likaly Major M2 Enisure 100% record keeping
Ensure audit inspection for-all branches
BAMLCOs ensure the record keepng of H":Efr
respective branches as per their JOs.
22 | Fallure to report complete and accurale Lin likely Maijor Mz Ensure proper reporting
CTR on time Ensure audil inspection for all branches
' BAMLCOs ensure the record keeping of thair
| - raspective branches as per their JDs. |
23 | Failure o review CTR Lin Hkely Major M2 = Ensure proper reviewing
| «  Ensure audil inspection for all branchas
BAMLCOs ensure the record Keeping of their
e respective branches as per (neir JDs
24 | Failure ko idenlify and monitor strucluning Un likely Maor Mz = Reporsin place
«  Branches are to check those penodic repors
25 | Fallure to provide sufficient conlrals and Ui [ikely Majar M2 »  Reporisin place.
manitaring systems for the timely +  Branches are fo check Inose periodic reports
detection and reporting of suspicious
| aclity S S
28 | Failure lo conduct quadesly mesting [ L likety Mayar Mz »  Ensure audit inspection for all branches
| poperly i
27 Failure to repor suspicious transactions Lin ikety Major M2 s Reporls in place,
repart (STR) =  Branches ans 1o check those periodic reports
28 Fallurﬁ tor conduct satf-assassment U likely Major M2 = Ensure sudit inspection for all branches
propeny
28 | Failure to submit statement / repori o Un likely Major M2 »  Ensure sudit inspection fur all branches
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BFIU an ime i . :
30 | Submil erraneous statement report ta Un lixaly Wajor M2 Ensure audit inspaction for all branches
BFIU
31 | Matcomplying with any order for freezing Un likely Majar M2 That is dane _
or suspension of transaction issued by Bunitve acions may be lsken against the
BFIU or BB branch
32 | Mot submitling accurate information or U likaly Major Mz That is done. _
statement sought by BFIU or BB Punitive actions may be faken against the
oranch
33 | Notsubmitting required report to senior Un likely Major M2 That is done.
management reguiarly Funitive actions may oe taken against lhe
branch
34 | Failure to reclify ihe objections raised by Un likely haior Mz Thal is done.
BFIU or bank inspection teams on fime Punitve aclions may be taken againsl Ine
branch
35 | Failure o obtain information during wire Ui fikaly Major M2 That is-done,
transfer Puntive actions may be taken against the
- - branch
36 Failure to comply with Ine responsibiifes Un likaly Major M2 That is done.
of ardering, intermediary and heneficiary Punitive actpns may be taken against the
pank [ranchy |0
37 Farlure 1o sorutinize staff proparly Un likety Major M2 That s dong.
Puritive  actons may be laken against the
o tranch! HRD
38 Failure o circulate BRIU guidelines and L likety Malor M2 That is done.
circulars todranches =
g Inadeguate training/ workshop arranged Un ligly Major M2 That s done.
on AML & CFT
40 | Moindependent audit hinchion fo test the Un likely Major Mz That is done by ICCD
AML program
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RYC 1] on

Annexure- P

Customer type

Standard Identification
document

Document for verification of
source of funds

Document or strategy for
verification of address

Individuals

e F‘assi‘iurt
NMational 1d Card

= Birth Registration Certificate
(Printed capy, with seal &
signature from the Registrar)

# Valid driving license (if any)

#  Credit Card {if any)

¥ Any other documents that

salisfy to the bank.
INB: But in case of submitting the
birth registration certificate, any
ather photo id (issued by a
Government department or
agency) of the person has lo be
supplied with it If he does not
have a photo id, then a certificate
of identity by any renowned
people has to be submitted
according to the bank’s
requirement. Thal cerlificake musl
include a photo which is duly
attested by thee signing renowned
person. The person should sign
the certificate {printing his/ her
name clearly underneath) and
clearly indicate his/ her position
or capacity on it together with a
contact address and phone
number.

> Salary Certificate (for salaried

person)

»  Employed 1D (For
ascertaining level of
amployviment).

F Sell-declaration acceptable to
the bank, (commensurate
with declared oecupation)

#  Documents in support of
beneficial owner's income
(income of house wife,
students ete.)

#  Trade License if the customer
declared to be a business
persomn

F  TIN (if any)

» Documents of property sale.
{if any)

F  Other Bank staterment {if any)

F  Document of FDR
encashmenl (if any)

F  Document of foreign
remittance {if any fund comes
{rom outside the country)

= Document of retirement
benefit

# Bank loan,

Joint Accounts

»  Passport

F o Matonal I Card = Birh
Registration Certificate {Printed
copy, with seal & signature from the
Registrar)

»  Valid driving license (if any)

¥ Credit Card (if any) »  Any
other documents {photo) that satisfy
to the bank.

~ Salary Centificate { for salaried
persim), = Employed 1D (For
ascertaining level ol emploviment).
F  Self-declaration acceptable to the
bank. (eommensarate with declared
ocelpation)

*  Documents in support of
beneficial owner's income (income of
house wilie, students ewc.)

#  Trade License of the customer
declared to be o business person

o TINGfamy) = Documents of
property sale, (ifany)

F Olher Bank statement (if any)

= Document of FOR encashment
(ifany) = Document of foreipn
remittanee (1f any fund comes from
outside the country’)

F  Document of reticemient bepefi
= Bank loan,

¥ Acknowledgement
receipt of thanks letter
through pustal deparmment,

F  Prool of delivery of
thanks letier through corer.

#  Third party vertlication
repart.

#  Physteal verification
repart of bank official

F o Copy ol utility billiutility
card on satisTaction of the
dealing officer {not beyond 3
maonths old), The bill should
be in the name of the
applicant or his'her parent’s
fame.

#  Resdential address
appearing on an official
document prepared by o
Ciovernment Agency

»  Acknowledgement
receipl of thanks letter
through postul department,
F  Proof ol delivery of
thanks letter through courier,
#  Third party verification

| repon,

¥ TPhysical verification
report ol bank offical

# Copy of utility lalliunihity
card on satisfaction of the
dealing officer {not beyond 3
months old). The bill should
be in the nime of the
applicant or his/her parent’s
AT,

~  Besidential address
appearg on an official
docwment prepared by a
Covernment Agency

Sobe Proprietorships or
Individusls dong business

#  Passport

# Mational Id Card » Birth
Registration Certilicate (Printed
copy, with seal & signature from the
Registrar)

B Walid driving license {if any)

#  Credit Card (iCany) = Rent
receipt of the shop (if the shop 15

#  Treade License

s TIN

~ Self-declaration aceeptable to the
bink. (commensurale with nature and
volume of business)

F  Documents of property sale. (il
injected any fund by selling personal
property)

»  Other Bank statement (7 any}

P Acknowledgemen
receipt of thanks letter
through postal department
#  Proof of delivery of
thanks letter throwgh courier
= Third party verifieation
O

#  Physical venfication
report of bank official
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.

F  Ownership documents of the
shop (e purchiase docoments of the
shop or mheritance documents)

#  Membership certificate of any
association, (Chamber of comers,
markel association, trade association
i Hurdwuire association, cloth
merchant association, hawker’s
fass0ciation ele,

¥ Any other documents that satisly
to the bank.

#  Document of FOR encashment
(il any fund injected by en-cashing
persenal FIOR )

F  Document of foreign remittance
(if any fund comes from outside the
epuntey )

# Bank loan (if any) #
borrowing {if any)

Personal

*  Copy of utility billutifity |
card on satisfaction ol the
dealing officer (not beyond 3
muonths old). The bill should
be in the name-of the
applicant or histher parent’s
nane.

* Residential address
appearing on an official
document prepared by a
Government Agency

_F'.'mm:rﬁhips

Private Limited Companies

#  Partnership deed! partnership
letter = Registered partnership
deed (i registered) = Resolution
of the partners, specilying
aperational guidelings! instruction of
the partnershup accounl.

¥ Passport of pariners

#  National 1d Card of pariners

# Binh Registration Certificate of
partness (Printed copy, with scal &
signuture from the Remistrar)

#  Vahd driving license of partners
{if any)

#  Credit Card of partners (1f any)
7 BRent receipt of the shop (if the
shop 15 rental)

#  Ownership doguments of the
shop (1.e, purchase documents of the
shop or inheritance documents)

7 Membership certificate af any
pssociation. {Chamber of comers,
markel assocition, ade association
L¢.; Hardware association, cloth
merchant associntion, hawker's
association col,

F Any other documents that satisfy
o the bank

F Trade License

 Tix

#  Doecuments of property sale. (il
mjected any fund by selling personal
property of a partner)

#  Other Bank statement (1fany)

#  Document of FDR encashment
(il any pariner injected capital by
enchasing Personal FOR)

= Doecwment of foreign remitiance
filany fund comes from outsade the
country}

»  Bank loan

7 Personal Borrowing (il any)

" Ta.-‘..t;nurl ulall the direclors

#  Mational 1d Card of all the
direciors

#  Certificate of incorpotation

F Memorandum and Articles of
Association >  List of directors

F  Resolution of the bourd of
dhirectors o open an account and
identification of those who have
authonty W operate the sccount

F  Power of attorney granted o it
Managers, Officials or Employees o
transact business on its behalf

¥ Nature of the compiny s
husmness

F Expected monthly timover

#  ldenty of beneficial owners,
holding 20% interest or more of
having contrel over the company's
assets and amy person (or persons) on
whose instructions the sipnatories of
the secount agt where such persons
may nol be a full time employee
uffiver or dirgctor of the company

= A copy of last availuhle Gnancial |

statements duly authenticated by
commpelent authony

= (Other Bank

statement

#  Trade License

= TIN

= VAT registration #  Bank loan

#  Acknowledgemen
receipl of thanks letter
through postal department

= Proof of delivery of
thanks letter through courier.
¥ Third party verification
Teport,

»  Physical venification
report of bank official

= Copy of utility billiutility
Card on sunslaction of the
dealing officer {(not beyond 3
months old), The bill should
be in the name of the
applicant or his/her parent’s
marme,

F Residential address
appearing on an official
document prepared by a
Ciovernment Agency
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Public Limited Companics

»  Passport of ull the directors

#  Matonal ld Card of all the
direciors

#  Certificate of incorportion

F  Memorandum and Articles off
Association = Certificate of
commencement of business

»  List of directsrs m lorm -XI11
¥ Resolution of the board of
directors 1o open an account and
identification of those whio have
authority to operate the account.
F o Power of attormey granted 1oty
Managers, Officials or Employees w
transact business on its behalfl

¥ Mature of the company's
business

T

#  Expecied monthly tumover

7 ldentity of benchicial owners,
holding 20%: interest o moe of
having contral over the compeny’s
pssels and any person (or persons) on
whose instructions the signatories of
the account act where such persons
may nob bea full time employes |
officer or director of the company

# A vopy of last available financial
statements duly certilicd by a
professional accountant

#  (ther Bank statement {i0any)
Trade License

TIM

Cash Mow staterment

VAT registration > Bank loan
Any other genuing source

YWV YYYY

Government=-Owned entitics

»  Statue of formation of the entity
F  Resplution of the board w open
an account und identification ol those
who have autherity 1o operate the
accounl.

= Passport of the operator (5)

#  National 1d Card of the operator
(s}

WA

MiA

NG

F  Matwonal L Card of the operator
{3

?  Passport of the operator {5)

F  Resolution of the board of
directors lo upen an account and
identification of those who have
authorily 1o operate the account.

F  Documents of naure of the
N0

F Cerificate of registralion issued
by competent authority = Bye-
taws | cortified)

F  List of Manzgement Conmitiee/
[directors

Charities or Religious
Orpanizations

#  Nahenal Id Card of the operator
is)

F  Passport of the operator (£)

#  Resolotion of the Excoutive
Committee W apen an secount and
identification of these who have
authurily o operate the account

*  Documents of nature of the

= A copy of last avatlable financial
statements duly certified by a
professional accountant

F  Dther Bank statement

 TIN

F  Certificate of Grand / Aid

#  Acopy of last available financia!

statements duly certified by o
prifessional accountant

*  (nher Bank statement

#  Certificate of Grant / Aad/
donation

& Any other legal source
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Organgzations = Certilicate of
registration issued by competent
authonty (if any)

F Bye-laws { certificd)

#  List of Management Committes!
Directors

Clubs or Secieties

F  MNatwonal 1 Card of the aperatar
(&)

# Passport of the operator (5}

# Resolution of the Executive
Comimilies W open an account and
identifigation of those who have
authority w operate the account.

¥ Documents of nature ol the
Organizations:

o Certificate of registration issued
by competent authorty (il any)

¥ Bye-laws ( cerified) #  List of
Management Committee’ [Dreciors

= Acopy of last available fnancisl
statements duly certified by a
professional (if registered)

»  Other Bank statemen!

= Cerificate of Grant [ Add

7 Subscription

# I unregistered declaration of
authorized person/ body,

Trusts, Foundations or similar
entities

¥ MNational Id Card of the trustee
(=)

#  Passport of the trustee ()

*  Resolution of the Managing
hady of the Foundation/ Association
o open an-sccount and identification
of those who have authority 1o
pperdte the account.

F Certified true copy of the Trust
Dewd

F  Bye-lows ( certilied)

= Power of attorney allowing
transaction o the acepunt.

# A copy of last available financizl
statements duly certified by a
professional (1f registered)

# Other Bank stternent

F Donstion

Financial Institutions {NBFI)

¥ Passport ol all the direciors

»  Nutonal Id Card of ull the
directors

= Certificate of incorporation

#  Memorandum and Aricles of
Association »  Certificate of
commencement of business

»  List of directors in form -X11

» Resolution of the board of
dhiresctors 1o open an account and
wlentification of those who hayve
suthority to operate the accounl.

»  Power of attorney granted 1o ils
Munagess, Officials or Employees to
trunsact business on iy behalf,

F Mature ol the company s
business

#  Bxpected monthly tsmever

#  Tlentity of beneficial owners,
holding 20%: interest or more of
having control over the company™s
assets and gny person {oF persons) on
whose mstructions the signatores of
the account aet where such persons
miay noet be g ull e employvee ,
afficer or director of the company.

F oA copy of last available Onancial
staterents duly certified by i
professional acceuntant

# (her Bank statement

= Trade License

= TIN

» VAT registration »  Cash [Tow
slaterment
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IT;‘}nbasﬂi:s

F o Valid Passport with visa of the
authorized offcsal
¥ Clearance of the foreign

ministry
*  Other relevant documents in

support of apenmy account

MiA
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